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1	Introduction
During "[POST112-e][102][PRN] CR on Selecting index for PLMN, SNPN and UAC parameters (Nokia)" RAN2 discussed among other things, how the UE shall select UAC parameters. 
[bookmark: _Ref178064866]2	Discussion
During the email discussion the following CR was agreed: 
R2-2011162 is agreed.

However, RAN2 may come back on one aspect, namely that:
for the case when the UE is allowed to access both the legacy PLMN and the NPN (PLMN+CAG), the UE shall be able to pick either the PLMN or the NPN, at least in case of different UAC configuration on the PLMN and NPN. CR for this to be developed at RAN2-113 (to specify a well-defined UE behaviour and avoiding double attempts)

The discussion leading up to this was about the scenario where for example a PNI-NPN is intended "for robots" in a factory and a (normal) PLMN is intended "for humans", e.g., employees in or around the factory, but particular UE’s may be allowed to access both public/normal PLMN cells as well as CAG / PNI-NPN-associated cells..
If there is a fire in the factory, the operator may want to bar the robots to reserve the network resources for the humans. Therefore, UAC parameters for the PNI-NPN may be put so that barring is more likely than barring for the PLMN.
One proposal to achieve this was to leave it to UE implementation to select if the UE shall apply the UAC parameters associated with the PNI-NPN or the UAC parameters associated with the PLMN. However, since it was agreed (see above) that the UE behaviour should be well-defined, we consider this out of scope.
[bookmark: _Toc61550463]UAC parameter selection based on UE implementation leads to unpredictable behaviour and is therefore not preferred. 

One option to address this that has been discussed as a possible way to address the UAC parameter issue can be that the UE shall be allowed to attempt UAC evaluation, e.g. for UAC parameters corresponding to the robot network index (PLMN w. CAG), and then if that fails the UE could try again for the PLMN(w/o CAG) network index, e.g. for the ordinary PLMN cell/public NW index. That would however allow for a second attempt, rather than to follow any barring time indication. Based on this it was therefore agreed (see above) that we should avoid double attempts.
[bookmark: _Toc61550464]UE shall not perform UAC check more than once.

Instead we think that what could be acceptable, is that the UE, when it performs the procedures described in 5.3.14 on Access Control, for situations when it can choose between  different UAC parameter sets for a selected PLMN, is allowed to make the access control check using the most promising UAC parameters.

[bookmark: _Toc61550465]A UE which is allowed to access a PLMN both as a PLMN-only UE (through a PLMN) or as an NPN-capable UE (NPN+CAG), could select UAC parameters that are most promising to get access.

To allow for the above however, there are some considerations that are necessary to make. One is that what PLMN-specific UAC parameters that are most promising for the UE may depend on specific access category or identity/cause for access and it may not be possible to, at reception of SIB1, determine what UAC parameters are most promising, as it at reception of SIB1 is generally not known what access category that will trigger a setup or resume request.
This, we believe, points towards that UAC parameters and their specific value, for UE’s that can access the PLMN both through PLMN list entries or NPN list entries, should not influence the procedures associated with reception of SIB1. Any amendment to the standard should rather be associated with the access control procedure itself (5.3.14) since, at this point, it is known what the trigger/cause for access actually is.
[bookmark: _Toc61550467]Selecting most promising UAC parameters for UE’s that can access both as an NPN or a PLMN (only) UE, should not impact procedures related to reception of SIB1. 

We assume that when reading SIB1, if UE can access as both NPN and non-NPN UE it selects and camps on the cell associated with the entry in the npn-list, as agreed in RAN2 #112. Then, there are two options: 
· A – For an access attempt/when accessing, the UE will use the cellIdentity/TAC associated to the entry in the NPN-list as selected cell (selected when receiving SIB1), but would use the most favorable access control parameters for that PLMN (irrespective of it they are associated with the entry in the NPN-list or the PLMN list for the same PLMN)

· B – For an access attempt/when accessing, the UE would check for the most favorable of the UAC parameters an if they correspond to the entry in the PLMN identity list, then make an access with these most favorable UAC parameters, but would also switch to use cell Identity and TAC for this entry instead of the cell Identity /TAC from the NPN-IdentityInfoList. 

The advantage with A is that there is no need to model any cell change using a different PLMNIdentity-Index, cell identity and TAC than the one forwarded to upper layers when reading SIB1.
A potential situation that can occur is that an operator consider it has (via UAC parameters) completely turned-off access possibilities to its PLMN for a certain cell/using a certain index, but UE’s may still indicate the index since attempts may get through by using other UAC parameters than those associated to the selected index. 
The advantage with B is that there is a consistent behavior and stringency between used UAC parameters and what other cell + TAC identifiers that are used. 
The drawback is that if the preferred UAC parameters/barring factors are associated with the index/entry in the PLMN-IdentityInfo, then there is a need to model a cell reselection (new TAC/Cell Identity). Dependent on how registration areas and RNA’s are configured, this may even unnecessarily trigger a registration area update.
It is our view, comparing the options above, that from perspectives of standardization complexity, description and possibly triggering of unwanted behaviours, solution A is preferred and should be specified and that UE’s that are capable / allowed of accessing either as PLMN UE’s or NPN UE’s can select most favourable UAC parameters even if these are associated with a non-selected cell Identity/TAC of the same PLMN, without modelling a cell reselection. The cell indicated in a complete message is then still the cell that was forwarded to upper layer in connection to the procedure related to reception of SIB1.
[bookmark: _Toc61550468]For the situation that UAC parameters are different for a PLMN and PLMN+CAG entry in the network lists in SIB1, UE maintains the cellIdentity and TAC that was communicated to upper layers in connection to reception of SIB1, irrespective of if access control is performed with UAC parameters that are associated to other cell Identity and TAC for the same PLMN.

Below is a text proposal which captures the proposals: 
	[bookmark: _Toc60867625][bookmark: _Toc60776844]5.3.14	Unified Access Control
[bookmark: _Toc60867626][bookmark: _Toc60776845]5.3.14.1	General
The purpose of this procedure is to perform access barring check for an access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers according to TS 24.501 [23] or the RRC layer. This procedure does not apply to IAB-MT.
After a PCell change in RRC_CONNECTED the UE shall defer access barring checks until it has obtained SIB1 (as specified in 5.2.2.2) from the target cell.
[bookmark: _Toc60867627][bookmark: _Toc60776846]5.3.14.2	Initiation
Upon initiation of the procedure, the UE shall:
1>	if timer T390 is running for the Access Category:
2>	consider the access attempt as barred;
1>	else if timer T302 is running and the Access Category is neither '2' nor '0':
2>	consider the access attempt as barred;
1>	else:
2>	if the Access Category is '0':
3>	consider the access attempt as allowed;
2>	else:
3>	if SIB1 includes uac-BarringPerPLMN-List that contains a UAC-BarringPerPLMN for the selected PLMN or SNPN:
4>	if the procedure in 5.2.2.4.2 for a selected PLMN resulted in use of information in npn-IdentityInfoList and ,UAC-BarringPerPLMN has an entry with the plmn-IdentityIndex corresponding to used information in this list and, for UE’s that are also allowed to access through selecting an index from the PLMN-IdentityInfo but where UAC barring parameters applicable if selecting such an index is less or equally favorable as UAC-BarringPerPLMN associated to the selected index in npn-IdentityInfoList:
5>	select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to used information in the npn-IdentityInfoList;
4>	else:
5>	select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the selected PLMN and the PLMN-IdentityInfo, if any, or the selected SNPN and the npn-IdentityInfoList;
3>	if any UAC-BarringPerPLMN entry is selected:
4>	in the remainder of this procedure, use the selected UAC-BarringPerPLMN entry (i.e. presence or absence of access barring parameters in this entry) irrespective of the uac-BarringForCommon included in SIB1;
3>	else if SIB1 includes uac-BarringForCommon:
4>	in the remainder of this procedure use the uac-BarringForCommon (i.e. presence or absence of these parameters) included in SIB1;
3>	else:
4>	consider the access attempt as allowed;
3>	if uac-BarringForCommon is applicable or the uac-ACBarringListType indicates that uac-ExplicitACBarringList is used:
4>	if the corresponding UAC-BarringPerCatList contains a UAC-BarringPerCat entry corresponding to the Access Category:
5>	select the UAC-BarringPerCat entry;
5>	if the uac-BarringInfoSetList contains a UAC-BarringInfoSet entry corresponding to the selected uac-barringInfoSetIndex in the UAC-BarringPerCat:
6>	select the UAC-BarringInfoSet entry;
6>	perform access barring check for the Access Category as specified in 5.3.14.5, using the selected UAC-BarringInfoSet as "UAC barring parameter";
5>	else:
6>	consider the access attempt as allowed;
4>	else:
5>	consider the access attempt as allowed;
3>	else if the uac-ACBarringListType indicates that uac-ImplicitACBarringList is used:
4>	select the uac-BarringInfoSetIndex corresponding to the Access Category in the uac-ImplicitACBarringList;
4>	if the uac-BarringInfoSetList contains the UAC-BarringInfoSet entry corresponding to the selected uac-BarringInfoSetIndex:
5>	select the UAC-BarringInfoSet entry;
5>	perform access barring check for the Access Category as specified in 5.3.14.5, using the selected UAC-BarringInfoSet as "UAC barring parameter";
4>	else:
5>	consider the access attempt as allowed;
3>	else:
4>	consider the access attempt as allowed;
1>	if the access barring check was requested by upper layers:
2>	if the access attempt is considered as barred:
3>	if timer T302 is running:
4>	if timer T390 is running for Access Category '2':
5>	inform the upper layer that access barring is applicable for all access categories except categories '0', upon which the procedure ends;
4>	else
5>	inform the upper layer that access barring is applicable for all access categories except categories '0' and '2', upon which the procedure ends;
3>	else:
4>	inform upper layers that the access attempt for the Access Category is barred, upon which the procedure ends;
2>	else:
3>	inform upper layers that the access attempt for the Access Category is allowed, upon which the procedure ends;
1>	else:
2>	the procedure ends.
[bookmark: _Toc60867628][bookmark: _Toc60776847]5.3.14.3	Void
[bookmark: _Toc60867629][bookmark: _Toc60776848]5.3.14.4	T302, T390 expiry or stop (Barring alleviation)
The UE shall:
1>	if timer T302 expires or is stopped:
2>	for each Access Category for which T390 is not running:
3>	consider the barring for this Access Category to be alleviated:
1>	else if timer T390 corresponding to an Access Category other than '2' expires or is stopped, and if timer T302 is not running:
2>	consider the barring for this Access Category to be alleviated;
1>	else if timer T390 corresponding to the Access Category '2' expires or is stopped:
2>	consider the barring for this Access Category to be alleviated;
1>	when barring for an Access Category is considered being alleviated:
2>	if the Access Category was informed to upper layers as barred:
3>	inform upper layers about barring alleviation for the Access Category.
2>	if barring is alleviated for Access Category '8':
3>	perform actions specified in 5.3.13.8;
[bookmark: _Toc60867630][bookmark: _Toc60776849]5.3.14.5	Access barring check
The UE shall:
1>	if one or more Access Identities are indicated according to TS 24.501 [23], and
1>	if for at least one of these Access Identities the corresponding bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" is set to zero:
2>	consider the access attempt as allowed;
1>	else:
2>	draw a random number 'rand' uniformly distributed in the range: 0 ≤ rand < 1;
2>	if 'rand' is lower than the value indicated by uac-BarringFactor included in "UAC barring parameter":
3>	consider the access attempt as allowed;
2>	else:
3>	consider the access attempt as barred;
1>	if the access attempt is considered as barred:
2>	draw a random number 'rand' that is uniformly distributed in the range 0 ≤ rand < 1;
2>	start timer T390 for the Access Category with the timer value calculated as follows, using the uac-BarringTime included in "AC barring parameter":
	T390 = (0.7+ 0.6 * rand) * uac-BarringTime.





[bookmark: _Toc61550469]Adopt the text proposal above.

Conclusion
In the previous sections we made the following observations: 
Observation 1	UAC parameter selection based on UE implementation leads to unpredictable behaviour and is therefore not preferred.
Observation 2	UE shall not perform UAC check more than once.
Observation 3	A UE which is allowed to access a PLMN both as a PLMN-only UE (through a PLMN) or as an NPN-capable UE (NPN+CAG), could select UAC parameters that are most promising to get access.
[bookmark: _GoBack]
Based on the discussion in the previous sections we propose the following:
Proposal 1	Selecting most promising UAC parameters for UE’s that can access both as an NPN or a PLMN (only) UE, should not impact procedures related to reception of SIB1.
Proposal 2	For the situation that UAC parameters are different for a PLMN and PLMN+CAG entry in the network lists in SIB1, UE maintains the cellIdentity and TAC that was communicated to upper layers in connection to reception of SIB1, irrespective of if access control is performed with UAC parameters that are associated to other cell Identity and TAC for the same PLMN.
Proposal 3	Adopt the text proposal above.
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