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1. [bookmark: _Ref165266342]Introduction
One of the objectives of the Rel-17 WI Enhancement of Private Network Support for NG-RAN [1] is enabling access to an SNPN by using credentials from a different entity captured in the WID as follows:
· Support SNPN along with subscription / credentials owned by an entity separate from the SNPN including:
· The broadcasting of information to enable SNPN selection for UEs with subscription/credentials owned by an entity separate from the SNPN [RAN2]
· The associated cell selection/reselection and connected mode mobility support [RAN2/RAN3]

In this contribution, we discuss the necessary changes to be introduced to RAN2 specifications for this feature.
2. Discussion 
SA2 has concluded their Study Item on “Study on enhanced support of Non-Public Networks” and captured the solutions and conclusion for the key issues in the TR 23.700-07 [2].
The Key Issue 1 in the TR is for “Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN” which is the quoted objective in the RAN WID above. For this key issue, the following was concluded as the solution to be pursued in the normative WI phase:
	The following enhancements will be progressed in the normative phase:
-	Group ID as a specific case of SNPN ID reusing SNPN ID encoding in TS 23.003 [15], where
-	Assignment mode 1 indicates self-managed Home SP Group ID values as the NID Value is chosen independently at deployment time.
-	Assignment mode 0 indicates Home SP Group ID is globally unique as the NID Value is globally unique. One possibility for ensuring uniqueness is to use IANA PEN as in TS 23.003 [15].
-	SIB will be enhanced as follows, for SNPN only:
-	Indication that "access using credentials from a separate entity is supported"
-	Optionally, supported Group IDs (GIDs)
-	Optionally, an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN
Editor's note:	Need for additional SIB information is FFS.
NOTE 1:	This refers to UEs that do not have an entry in the user-controlled or the separate entity-controlled lists of preferred SNPNs matching the SNPN's network identity and that do not have an entry in the separate entity-controlled prioritized list of Group IDs matching any of the Group IDs supported by the SNPN.
NOTE 2:	The number of supported Group IDs that can be broadcast will be determined by RAN2.





[bookmark: _Hlk61201651]The first impact to RAN2 specifications from above is the need to introduce an indication that “access using credentials from a separate entity is supported". This can easily be done by introducing an IE in SIB1 with CellAccessRelatedInfo as being the natural place.
Proposal 1: Introduce an optional IE per SNPN in SIB1 to indicate that the cell supports access using credentials from a separate entity for the considered SNPN. This can be added to CellAccessRelatedInfo.
SA2 has also agreed on a second indication for whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN. In contrast to the the first indication above, this one targets the use case where UEs which are do not have this SNPN in their priority list also be able to access this SNPN.
Proposal 2: Introduce an optional IE per SNPN in SIB1 to indicate that the allows registration attempts from UEs that are not explicitly configured to select this SNPN. This can be added to CellAccessRelatedInfo.
SA2 has concluded that an SNPN can broadcast a Group ID which characterizes the “identities of Home SP Groups that the V-SNPN has an agreement with for access to the V-SNPN using the credentials of any of the Home SPs that are part of the Home SP Group”. As shown above, this Group ID is a specific case of SNPN ID reusing SNPN ID encoding in TS 23.003. Therefore, a separate list can be introduced in SIB1 similar to the one for the NPN identities. The natural choice for this list is NPN-IdentityInfo which currently has the following structure:
[bookmark: _Hlk61203607]NPN-IdentityInfo-r16 ::=         SEQUENCE {
    npn-IdentityList-r16             SEQUENCE (SIZE (1..maxNPN-r16)) OF NPN-Identity-r16,
    trackingAreaCode-r16             TrackingAreaCode,
    ranac-r16                        RAN-AreaCode                                                OPTIONAL,       -- Need R
    cellIdentity-r16                 CellIdentity,
    cellReservedForOperatorUse-r16   ENUMERATED {reserved, notReserved},
    iab-Support-r16                  ENUMERATED {true}                                           OPTIONAL,       -- Need S
    ...
}

Since this feature is not applicable to PNI-NPN, the new list should only include snpn-r16.
Proposal 3: Introduce a new list of Group IDs per SNPN. This list can be a sequence of snpn-r16. The maximum size is independent from the size of the PLMN/SNPN list and is FFS. 
The final RAN2 work for this feature is to make any necessary changes for “cell selection/reselection and connected mode mobility support”.
In Rel-16, several changes and additions were made in 38.304 to cell selection and re-selection procedures for the case when the network is an NPN. The new procedures were analogous to the legacy ones where the main differences were for handling the new network identities and also for manual selection.
The introduction of a Group ID mainly impacts the network selection at the upper layers where NAS will consider the new Group ID along with the existing information in SNPN selection. Therefore, this part should be added (in 38.304). 
Proposal 3: For SNPN selection, the UE reports the following information per SNPN to NAS in addition to the existing SNPN identities for the considered cell:
· Support of access using credentials from a separate entity
· Support of registration attempts from UEs that are not explicitly configured to select this SNPN
· List of broadcasted Group ID(s)

It is theoretically possible that the Group ID(s) can change for an SNPN. In that case, the UE can read the updated SIB1 to get the latest information and inform NAS. This can be considered as a corner case, similar to changes to RAN sharing or CAG list and therefore may not justify for a solution.
Proposal 4: RAN2 to discuss whether a solution is needed when Group ID(s) change for an SNPN.
What if SIB1 update has new Group ID(s)? Should AS forward this to NAS? Forget about this for now.
Another potential issue is if the neighbor cells for the same SNPN have different Group ID(s). Then it may be necessary to perform a new SNPN selection. However, this is not a likely deployment scenario and thus can be ignored.
Proposal 5: RAN2 to assume that an SNPN will have the same Group ID(s) for all cells in the same registration area.
3. Conclusion
In this document, we have discussed RAN2 impact for providing access to an SNPN with credentials from another entity and propose the following:
Proposal 1: Introduce an optional IE per SNPN in SIB1 to indicate that the cell supports access using credentials from a separate entity for the considered SNPN. This can be added to CellAccessRelatedInfo.
Proposal 2: Introduce an optional IE per SNPN in SIB1 to indicate that the allows registration attempts from UEs that are not explicitly configured to select this SNPN. This can be added to CellAccessRelatedInfo.
Proposal 3: For SNPN selection, the UE reports the following information per SNPN to NAS in addition to the existing SNPN identities for the considered cell:
· Support of access using credentials from a separate entity
· Support of registration attempts from UEs that are not explicitly configured to select this SNPN
· List of broadcasted Group ID(s)
Proposal 4: RAN2 to discuss whether a solution is needed when Group ID(s) change for an SNPN.
Proposal 5: RAN2 to assume that an SNPN will have the same Group ID(s) for all cells in the same registration area.
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