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1
Introduction

During last two RAN2 meetings, mechanisms to support for L2 and L3 UE-to-Network and UE-to-UE Relay in functionalities such as relay (re-)selection, relay discovery, control plane and user plane protocol stacks, QoS, security, service continuity and control plane procedures were discussed. In this contribution, we will go through these mechanisms and make comparison of L2 and L3 UE-to-Network and UE-to-UE Relay respectively, and give our considerations on WI study.

2 Discussion
2.1 Comparison of UE-to-Network Relay
In the following, we make comparison of L2 and L3 UE-to-Network Relay based on the following metrics. The comparison is summarized in Table 1.
Relay (re)selection
The baseline solution for relay (re)selection is applied to both L2 and L3 UE-to-Network Relay. In addition, for RRC_CONNECTED remote UE in L2 UE-to-Network Relay scenario, gNB decision on relay selection/reselection is considered.

Discovery
According to SA2 conclusion, for both L3 and L2 U2N Relay, the standalone discovery procedure (i.e. Model A and Model B) is proposed to adopt. 

For L2 U2N Relay, the Relay UE should be always connected to a SL relay capable gNB. The Remote UE is allowed to transmit discovery message based on pre-configuration when connected to a non-SL relay capable gNB.

For L3 U2N Relay, both the Relay UE and the Remote UE are allowed to transmit discovery message based on pre-configuration when connected to a non-SL relay capable gNB. 
Architecture and Protocol stack

In L2 U2N Relay architecture, the remote UE is visible to the gNB and the 5GC and has its own PDU sessions.  The Uu SDAP/PDCP and RRC are terminated between Remote UE and gNB, while RLC, MAC and PHY are terminated in each link. The adaptation layer placed over RLC sublayer at the Uu interface between Relay UE and gNB is supported for bearer mapping. 

In L3 U2N Relay architecture, baseline architecture (sol#6 in TR 23.752) and N3IWF-based architecture (sol#23) are supported. For baseline architecture, the Remote UE is not visible to the gNB and 5GC. For N3IWF-based architecture, the Remote UE is not visible to the gNB but visible to the 5GC via N3IWF. Separate protocol stacks are supported over PC5 and Uu interface respectively. Adaptation layer is not needed/supported between Relay UE and gNB.
QoS support

For L2 U2N Relay, gNB implementation can handle the QoS breakdown over Uu and PC5 for the end-to-end QoS enforcement. 

For L3 U2N Relay, QoS support mechanism depends on SA2 solutions. No AS impact is identified for SA2 QoS solution#24 and #25 captured in TR 23.752. RAN2 is not intended to study QoS enhancement for L3 U2N Relay. 
Security

For L2 U2N Relay, the security (confidentiality and integrity protection) is enforced at the PDCP layer between the endpoints at the Remote UE and the gNB. The PDCP traffic is relayed securely over two links.

For L3 U2N Relay with baseline architecture, legacy PC5 security and Uu security are supported over each link. But Remote UE’s traffic is exposed at Relay UE, that is, end-to-end security is not supported in this architecture.
For L3 U2N Relay with N3IWF-based architecture, end-to-end security is feasible via IPsec established between Remote UE and the N3IWF.
Service continuity

AS layer solution is supported to guarantee service continuity (i.e. path switch between direct and indirect link) for L2 U2N Relay. While for L3 U2N Relay, service continuity cannot be guaranteed by AS layer solution but left to upper layer solution.
Control plane procedure
For L2 U2N Relay, Remote UE needs to initiate RRC connection establishment with gNB via Relay UE and establish its own PDU sessions/DRBs with the network before user plane data transmission. In addition, Paging, SI forwarding and access control are supported for L2 U2N Relay. 

For L3 U2N Relay, Remote UE uses the network resources (e.g. PDU Session and Network Slice) of the Relay UE's serving network. RRC connection is not supported between Remote UE and gNB. Paging, SI forwarding and access control are not needed. 
Specification impacts

Based on different mechanisms supported for L2 and L3 U2N Relay above, it can be seen that from RAN2’s perspective, L2 U2N Relay has more significant specification impacts than L3 U2N Relay. While L3 U2N Relay depends more on SA2 solutions.
Latency

There is little difference of the end-to-end latency of remote UE’s traffic in L2 architecture and L3 baseline architecture. However, with additional N3IWF function and 5GC function of remote UE, latency of Remote UE’s packet may increase.

Complexity of architecture
Too many IKE signalings need to be exchanged between Remote UE and N3IWF for IPsec tunnel establishment. In addition, the high IP header overhead shall be considered. These lead the N3IWF-based L3 U2N Relay to high complexity and low efficiency. The L3 baseline architecture is less complicated at the expense of security and service continuity.

With advantages in security enforcement and service continuity, the L2 Relay architecture is complicated than L3 baseline architecture but surpasses the L3 N3IWF-based architecture.
Proposal 1: It is suggested to capture the Table 1 of Comparison of L2 and L3 UE-to-Network Relay in the TR 38.836.
Table 1. Comparison of L2 and L3 UE-to-Network Relay
	Comparison aspects
	L2 Relay
	L3 Relay

	
	
	Baseline architecture
	N3IWF based architecture

	Functionality
	Discovery
	The standalone discovery procedure (both Model A and Model B) is supported.
	The standalone discovery procedure (i.e. Model A and Model B) is supported.

	
	Relay (re)selection
	Baseline criteria for relay (re)selection is applied to both L2 and L3 U2N Relay.

For RRC_CONNECTED remote UE, gNB decision on relay (re)selection is considered.
	Baseline criteria for relay (re)selection is applied to both L2 and L3 U2N Relay. 

	
	Visibility of remote UE 
	The remote UE is visible to and reachable by the gNB and 5GC. 

The remote UE has its own PDU sessions.
	Remote UE is not visible to / reachable by the gNB and 5GC.
	Remote UE is not visible to the gNB but visible to the 5GC with N3IWF.

	
	New protocol layer
	A new Adaptation layer placed over RLC sublayer is supported between relay UE and network  for uplink and downlink bearer mapping.
	No new protocol layer is needed.
	No new protocol layer is needed.

	
	QoS support
	gNB implementation can handle the QoS breakdown over Uu and PC5 for the end-to-end QoS enforcement of a particular session established between Remote UE and network. 
	Depends on SA2 QoS solutions: #24) relay UE can obtain a mapping between PQI and 5QI from SMF/PCF; #25) PCF sets separate Uu QoS parameters and PC5 QoS parameters. In addition, #45) is used for QoS support for N3IWF-based architecture.

	
	Security
	Uu SDAP/PDCP and RRC are terminated between Remote UE and gNB. The security is enforced by the PDCP layer between the endpoints at the Remote UE and the gNB. 
	Via legacy Uu security and PC5 security. That is, end-to-end security for remote UE is not supported.
	Security is ensured by IP-sec tunnel established between remote UE and N3IWF ( i.e. solution #23 of TR 23.752). 

	
	Service continuity
	The service continuity can be ensured by AS layer mechanisms.
	No AS layer solution will be studied, and leave it to the upper layer solution.

	
	Connection management
	Remote UE initiates the first RRC message for its connection establishment with gNB via the Relay UE.

The establishment of Uu SRB1/SRB2 and DRB of the Remote UE is subject to legacy Uu configuration procedures for L2 U2N Relay.
	The basic connection setup procedure is based on SA2 solution, and further AS impacts (if any) can be discussed in WI phase.

	
	Paging
	Relay UE monitors the Remote UE's Paging Occasion(s) in addition to its own Paging Occasion(s).
	No need to support.

	
	System information forwarding
	Relay UE can forward the system information to Remote UE via broadcast, groupcast, or dedicated PC5-RRC signalling.

On-demand SI request is supported for Remote UE for all RRC states.
	No need to support.

	Specification
	RAN specification impact
	Higher 
	Lower 

	
	SA2/CN specification impact
	Lower 
	Higher 

	Latency
	There is little difference of the end-to-end latency of remote UE’s traffic in L2 Relay and L3 Relay baseline architecture.
	Whether the end-to-end latency of remote UE traffic can be guaranteed by SA2 solutions is not clear.
	With additional N3IWF function, the latency of remote UE’s packet may be increased.

	Complexity of Architecture 
	With advantages in security enforcement and service continuity, the architecture is complicated than L3 baseline architecture but surpass L3 N3IWF based architecture. 
	The architecture is less complicated at the expense of security and service continuity.
	Too many IKE signallings need to be exchanged between remote UE and N3IWF, which leads to high complexity and low efficiency.

IP header overhead should be considered.


2.2 Comparison of UE-to-UE Relay

In this section, we make comparison of L2 and L3 UE-to-UE Relay based on the following metrics. The comparison is summarized in Table 2.
Relay (re)selection
The baseline criteria for relay (re)selection is applied to both L2 and L3 UE-to-UE Relay. 

Discovery
According to SA2 conclusion, for both L3 and L2 U2U Relay, the standalone discovery procedure (i.e. Model A and Model B) are supported. In addition, Relay discovery integrated into the PC5 unicast link establishment procedure is supported.

Resource pool to transmit discovery message can be either shared with or separated from resource pool for data transmission.
Architecture and Protocol stack

Similar to L2 U2N Relay, for L2 U2U Relay architecture, the termination points of protocol stack are terminated at two Remote UEs. Specifically, the sidelink SDAP/PDCP and RRC are terminated between the source Remote UE and destination Remote UE, while RLC, MAC and PHY are terminated in each PC5 link. The PC5 adaptation layer placed over RLC sublayer over the first and second PC5 hop is supported for bearer mapping and source/destination Remote UE identification. 

For L3 U2U Relay architecture, RAN2 leaves the design of protocol stacks to SA2. 
QoS support

The design of QoS support for both L2 and L3 UE-to-UE Relay are in the scope of SA2. No RAN2 impact of the solution captured in SA2 is identified so far. 
Security

For L2 U2U Relay, the security is enforced at the PDCP layer between the source Remote UE and the destination Remote UE.

For L3 U2U Relay, the security protection is in the scope of SA2 and SA3. No RAN2 impact is identified.
Service continuity

The requirement of service continuity is not for UE-to-UE Relay, during mobility in this release.
Control plane procedure
For L2 U2U Relay, SA2 solution is considered as baseline, further RAN2 impact can be discussed in WI phase.
For L3 U2U Relay, the design is in the scope of SA2, no RAN2 impact is identified.
Specification impacts

Based on the design of the functionality supported for L2 and L3 U2U Relay above, it can be seen that from RAN2’s perspective, L2 U2U Relay has more specification impacts than L3 U2U Relay in protocol stack. While other aspects such as QoS support, security, service continuity and control plane procedure for both L2 and L3 U2U are in the scope of SA2. In another hand, compared to UE-to Network Relay, UE-to-UE Relay has more SA2 specification impacts than RAN2.
Proposal 2: It is suggested to capture the Table 2 of Comparison of L2 and L3 UE-to-UE Relay in the TR 38.836.
Table 2. Comparison of L2 and L3 UE-to-UE Relay
	Comparison aspects
	L2 relay
	L3 relay

	Functionality
	Discovery
	Both Model A and Model B are supported. Relay discovery integrated into the PC5 unicast link establishment procedure is also supported.

	
	Relay (re-) selection
	The baseline criteria are common for L2 and L3 UE-to-UE relay.

	
	New Protocol Layer
	New PC5 Adaptation layer placed over RLC sublayer is supported over both the first and the second PC5 link for bearer mapping and UE identification.
	Depends on SA2 design.

	
	QoS support
	Up to upper layer, e.g. solution#31 in TR 23.752 studied by SA2.
	The design is in the scope of SA2. No RAN2 impact is identified.

	
	Security
	Sidelink SDAP/PDCP and RRC are terminated between two Remote UEs, while RLC, MAC and PHY are terminated in each PC5 link. The security is established at PDCP layer in an end to end manner between two Remote UEs.
	Security protection of L3 UE-to-UE relay is in the scope of SA2 and SA3. No RAN2 impact is identified.

	
	Service continuity
	The requirement of service continuity is not considered for UE-to-UE Relay.

	
	Connection management
	Depends on SA2 solution. Further RAN2 impacts can be discussed in WI phase, if any.
	Depends on SA2 design. No RAN2 impact is identified.

	Specification
	RAN specification impact
	Higher 
	Lower 

	
	SA2/CN specification impact
	Lower 
	Higher 


2.3 Considerations on L2/3 Relay
Based on the above analysis in section 2.1, we can see that for L2 U2N Relay, network is able to distinguish Remote UE and Relay UE and separate RRC connections/context is maintained for relay UE and remote UE. Uu SDAP/PDCP and RRC are terminated between Remote UE and gNB. The end-to-end security is enforced by the PDCP layer between the Remote UE and the gNB. In addition, service continuity can be ensured by AS layer solutions. While for baseline L3 U2N Relay, the Remote UE is not reachable by network. The Remote UE’s data is exposed by Relay UE that the end-to-end security of Remote UE cannot be guaranteed. And the service continuity depends on upper layer solutions. Though the end-to-end security could be guaranteed by L3 U2N Relay with N3IWF via IPsec between remote UE and the N3IWF, the extensive IKE signallings and IP header overhead lead the architecture to high complexity and low efficiency. Moreover, even with N3IWF architecture, service continuity also depends on upper layer solution which is inefficient than L2 U2N Relay with AS layer solutions. Considering the network control of remote UE, end-to-end security of remote UE, service continuity and system performance, we prefer to continue to study L2 UE-to-Network Relay in WI phase. 
Proposal 3: L2 UE-to-Network Relay is preferred to be studied in WI phase.
As the discussion in section 2.2, from RAN2’s perspective, L2 U2U Relay is in advantages of security protection than L3 U2U Relay but has more specification impacts in protocol stack. However, many other aspects such as QoS support, security, service continuity and control plane procedure for both L2 and L3 U2U Relay are depends on SA2 and SA3 solutions. From another perspective, compared to UE-to-Network Relay, UE-to-UE Relay depends more on SA2 design and solutions. So, RAN2 can deprioritize the study of UE-to-UE Relay.
Proposal 4: It is suggested that UE-to-UE Relay is deprioritized.
3 Conclusion
In this contribution, we made comparison of L2 and L3 UE-to-Network and UE-to-UE Relay respectively and made the following proposals:
Proposal 1: It is suggested to capture the Table 1 of Comparison of L2 and L3 UE-to-Network Relay in the TR 38.836.
Proposal 2: It is suggested to capture the Table 2 of Comparison of L2 and L3 UE-to-UE Relay in the TR 38.836.
Proposal 3: L2 UE-to-Network Relay is preferred to be studied in WI phase.
Proposal 4: It is suggested that UE-to-UE Relay is deprioritized.
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