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1. [bookmark: OLE_LINK13][bookmark: OLE_LINK14]Introduction
According to TR 23.700-07: Study on enhanced support of non-public networks, the key issues include to support SNPN along with subscription/credentials owned by an entity separate from the SNPN. This key issue aims at addressing the following points for SNPN along with subscription owned by an entity separate from the SNPN:
-	How to identify the separate entity providing the subscription;
-	Network selection enhancements, including UEs with multiple subscriptions;
-	E.g. how does the UE discover and select an SNPN which provides authentication in an external entity;
-	Architecture enhancements needed to support multiple separate entities, e.g.:
-	What are the interfaces exposed and/or used by SNPN and the separate entity;
-	What is the architecture and solution for a UE accessing a separate entity via SNPN access network;
-	How to exchange authentication signalling between the SNPN and the separate entity, including:
-	Authentication by the PLMN, based on PLMN identities and credentials, for access to the SNPN;
-	Authentication via SNPN to separate entity based on non-3GPP identities (e.g. non-IMSI) and credentials;
-	Mobility scenarios, including service continuity, for:
-	UE moving from SNPN#1 with separate entity#1 to SNPN#2 with separate entity#1 available; and
-	UE moving between SNPN#1 (where separate entity=PLMN) and PLMN.
NOTE:	Security aspects should be defined by SA WG3.
We highlight the aspects with RAN2 impacts in yellow. In this contribution, we analyze them and provide our proposals.
2. Discussion
For the SNPN which supports the external credentials, SIB needs to be enhanced with new information. Firstly, UE needs to read SIB to discover the SNPN which provides authentication in an external entity. If the SNPN broadcasts this indication, UE without the subscription of this SNPN can also read SIB information to find the external credentials related messages. Otherwise, UE treats this network as barred network and ignores the SIB. 
Proposal 1： RAN2 discuss to add the indication of whether support access using credentials from a separate entity in SIB.
Besides the indication of external credentials, the network ID of external entity should also be broadcast in the SNPN. UE has configured with the network ID of subscription. If network IDs of external entity broadcast in the SIB match to the UE subscription, UE could access to the SNPN for service. If multiple network IDs of UE subscription are available, the solution of SA2 in TR 23.700-07 mentioned two priorities as follow:
-	User-controlled prioritized list of preferred SNPNs
-	Home SP-controlled prioritized list of preferred SNPNs and Home SP Groups
SA2 prefers User-controlled prioritized list prior to Home SP-controlled prioritized list. Related conclusion is shown as follow:
NOTE 4:	If the UE has multiple subscriptions owned by different entities separate from the SNPN it is assumed that the subscription to use is selected by implementation specific means (e.g. based on user input) prior to network selection.
We think RAN2 needs to further discuss the relationship between these two priorities. 
Proposal 2： The network ID of external entity should be broadcast by the SNPN supporting external credential.
Proposal 3： RAN2 needs to further discuss the relationship between User-controlled prioritized list of preferred SNPNs and Home SP-controlled prioritized list of preferred SNPNs and Home SP Groups.
The network IDs of external entity can be packed into groups to reduce the radio overhead. SNPN supporting external credentials can just broadcast group ID instead of multiple network ID belong to the group. Since SA2 conclusions agree the usage of group ID in optional way, RAN2 need to support this feature in SIB. Since the maximum number of SNPN is 8, we think the maximum number of group ID should be restricted in this level.
Proposal 4： RAN2 supports the Group IDs (GIDs) in SIB and FFS the maximum number of GIDs.
3. Conclusion
In this contribution, we analyze RAN2 impact of external credentials and have the following proposals:
Proposal 1： RAN2 discuss to add the indication of whether support access using credentials from a separate entity in SIB.
Proposal 2： The network ID of external entity should be broadcast by the SNPN supporting external credential.
Proposal 3： RAN2 needs to further discuss the relationship between User-controlled prioritized list of preferred SNPNs and Home SP-controlled prioritized list of preferred SNPNs and Home SP Groups.
Proposal 4：  RAN2 supports the Group IDs (GIDs) in SIB and FFS the maximum number of GIDs.
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