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Introduction
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]At RAN#90e meeting, a revised WID [1] was approved for R17 eNPN, and one of the objectives in the WID was “Support SNPN with subscription or credentials by a separate entity”, which includes 3 sub-bullets:
	· Support SNPN along with subscription / credentials owned by an entity separate from the SNPN including:
· The broadcasting of information to enable SNPN selection for UEs with subscription/credentials owned by an entity separate from the SNPN [RAN2]
· The associated cell selection/reselection and connected mode mobility support [RAN2/RAN3]
· The necessary modifications over network interfaces (e.g. NG, Xn, F1, E1 etc) [RAN3]


In TR 23700-07 [2], “Support SNPN with subscription or credentials by a separate entity” is the first Key issue of SA R17 eNPN. The RAN objective is to specify the corresponding RAN functionality where necessary. So in this contribution, we would like to illustrate the structure of the “SNPN along with credentials owned by an entity separate from the SNPN”, and to analyze the possible RAN enhancements of this Key issue.
Discussion
Illustration of Key issue#1 of eNPN
In R16, the credential is stay together with SNPN which is a normal network structure. But in R17, it is an SA2 topic to study the “5GS enhancements specifically oriented towards support of SNPN with credentials owned by an entity separate from the SNPN”, which is necessary to enable some of the main use cases for Non-Public Networks, such as wireless connectivity for industry, large residential buildings, campuses, malls, and merged SNPNs, which all contain several specialized and stringent requirements. Many of the relevant use cases may in turn potentially have an impact on the architecture [2]. 
For Key issue#1, many SA solutions are described with different architecture. Some may have RAN impact and some may have not. And even for different SA solutions, some of them may have similar RAN impact. Here we list a typical architecture (Solution#1: Standalone non-public network supporting service providers) for this Key issue for example:


Figure 6.1.1-1: Standalone Non-public network supporting service providers with services provided by the Serving SNPN; Home SP = SNPN
This is one of the typical architecture that the standalone NPN could support service provider for the solution#1 with:
· services provided by the Serving SNPN;
· Home SP = SNPN.
There are all about 4 typical architectures for this solution#1, we can summary them to “The Service Provider owns the subscription of the UE(s) and the SNPN or Visited-SNPN provides access and connectivity for the UE”, the differences among them are listed in the table below:
Table#1 Difference among the 4 typical architectures of Solution#1
	Typical architecture
	Services provided by
	Home SP

	#1
	Serving SNPN
	SNPN

	#2
	Serving SNPN
	PLMN

	#3
	Service Provider(SNPN) via V-SNPN
	SNPN

	#4
	Service Provider(PLMN) via V-SNPN
	PLMN


For the solution#1 of Key issue#1, it is mentioned in [2] that a new SIB indication may be needed:
	If the Rel-17 UE needs to be prevented from attempting to register with a Rel-16 SNPN completely (i.e. not even make a single attempt), then it is proposed to use a new SIB indication (with the meaning "access using Home SP credentials is supported") so that Rel-17 UEs can only attempt to connect to an SNPN using Home SP credentials when this indication is advertised. For introducing this indication, co-ordination with RAN WG2 is required.


Observation 1: ‎ New SIB indication may be needed to support the solution#1 of SA Key issue#1.
Possible RAN impact of Key issue#1
0. [bookmark: OLE_LINK15][bookmark: OLE_LINK16]   Enhancement of broadcast
Since for Key issue#1, many SA solutions may have RAN impact, SA2 concluded and listed all the possible broadcast content in [2]:
	-	SIB will be enhanced as follows, for SNPN only:
-	Indication that "access using credentials from a separate entity is supported"
-	Optionally, supported Group IDs (GIDs)
-	Optionally, an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN
Editor's note:	Need for additional SIB information is FFS.


And then together with the UE configuration received from the network or from the user, the automatic SNPN selection or the manual SNPN selection could be performed at UE side.
For the SIB content as SA2 mentioned [2]:
1) Indication that "access using credentials from a separate entity is supported"
This indication could be used for both automatic and manual SNPN selection. 
For automatic SNPN selection:
	-	UE selects an available and allowable SNPN, which broadcasts "access using credentials from a separate entity is supported" indication and an SNPN ID contained in the user-controlled list (if available)
-    UE selects an available and allowable SNPN which broadcasts "access using credentials from a separate entity is supported" indication and an SNPN ID contained in the separate entity-controlled list (if available)
-	UE selects an available and allowable SNPN which broadcasts "access using credentials from a separate entity is supported" indication and a GID contained in the separate entity-controlled list (if available)


For manual SNPN selection:
	-	For manual SNPN selection the UE presents all available SNPNs, which broadcast the "access using credentials from a separate entity is supported" indication.


From the description of SA2 specification, we can conclude that this indication should be broadcasted for each SNPN for UEs with SNPN subscription or with PLMN subscription. 
Proposal 1: The indication of "access using credentials from a separate entity is supported" should be broadcasted per SNPN.

2) Optionally, supported Group IDs (GIDs)
In the solution#2, the network needs to broadcast a list of supported Home SP (Group) IDs. 
From the description of SA2 specification, A SNPN can be accessed by both UEs using an external PLMN subscription and UEs using an external SNPN subscription, if a Home SP Group ID in the list in UE configuration matches a Home SP Group ID broadcast by an available SNPN, then the UE selects that SNPN.
Therefore, for each SNPN broadcasted in the SIB, an optional supported Group IDs (GIDs) could be enhanced to indicate which Home SP Group could be used for subscription or credentials, based on the support of “access using credentials from a separate entity” for each SNPN.
Proposal 2: The supported Group IDs (GIDs) could be optionally broadcasted per SNPN, if the SNPN is supported to be accessed using credentials from a separate entity.
Further details, number of supported Home SP IDs and number of supported Home SP Group IDs that can be broadcast as well as optimizations will be determined by RAN WG2. For single SNPN, maybe 1~2 Home SP Groups could be configured for Home PLMN and for Home SNPN respectively. Therefore at most 4 Group IDs could be set for each SNPN.
Proposal 3: The max number of supported Group IDs (GIDs) broadcast to the UE can be set to 4 for each SNPN.

3) Optionally, an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN
For this indication,
	NOTE 1:	This refers to UEs that do not have an entry in the user-controlled or the separate entity-controlled lists of preferred SNPNs matching the SNPN's network identity and that do not have an entry in the separate entity-controlled prioritized list of Group IDs matching any of the Group IDs supported by the SNPN.


If there is no explicitly configured to select an available SNPN, another solution of indicate “whether the SNPN allows registration attempts” could be used. If the UE has not found an available and allowable SNPN based on the above, the UE selects an available and allowable SNPN which broadcasts an indication that the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN.
Therefore this indication could also be set for each SNPN respectively.
Proposal 4: The indication of "whether the SNPN allows registration attempts" could be optionally broadcasted per SNPN.

From the analysis above, all of the SIB contents SA2 wants to add are broadcasted per SNPN. How the network broadcast these parameters could be discussed. There are 2 options to include them in the broadcast signaling:
· [bookmark: OLE_LINK3][bookmark: OLE_LINK4]Option 1: Add the parameters of supporting SNPN with subscription or credentials by a separate entity in SIB1;
· Option 2: Define a new SIB to include the parameters of supporting SNPN with subscription or credentials by a separate entity.
For option 1, on one hand, since the npn-IdentityList has already been defined for NPN in R16, the additional parameters could be optionally added following each npn-Identity of SNPN. But there is no extension marker in the IE of NPN-Identity-r16, the additional parameters should be included out of the IE of NPN-Identity-r16. A SNPN index may be needed to identify each SNPN. On the other hand, to consider the size of SIB1, it is better to only include the essential content for SIB1 extension. The R17 eNPN specific SIB enhancement of supporting SNPN with subscription or credentials by a separate entity may include many parameters which are not essential.
NPN-Identity-r16 ::=             CHOICE {
    pni-npn-r16                      SEQUENCE {
        plmn-Identity-r16                PLMN-Identity,
        cag-IdentityList-r16             SEQUENCE (SIZE (1..maxNPN-r16)) OF CAG-IdentityInfo-r16
    },
    snpn-r16                         SEQUENCE {
        plmn-Identity                    PLMN-Identity,
        nid-List-r16                     SEQUENCE (SIZE (1..maxNPN-r16)) OF NID-r16
    }
}
[bookmark: OLE_LINK5][bookmark: OLE_LINK6]For option 2, since the R17 eNPN specific SIB enhancement of supporting SNPN with subscription or credentials by a separate entity may include many parameters which are not essential for the UE, a new SIB could be defined to include such content. If there is no separate entity for SNPN external subscription or credentials, the new SIB will not be broadcasted by the network. Since the SNPN index could already be calculated by receiving SIB1 and the rule is defined in R16, the SNPN index can be directly used to identify each SNPN in the new SIB.
Compare the options above, considering the size and essence of the new parameters of supporting SNPN with subscription or credentials by a separate entity, option 2 of introducing a new SIB seems preferable.
Proposal 5: Define a new SIB to include the R17 eNPN related indications and the Group IDs of supporting SNPN with subscription or credentials by a separate entity suggested by SA2.
Proposal 6: SNPN index calculated from SIB1 can be directly used to identify each SNPN in the new SIB.

To support SNPN selection, some UE configuration will be sent to UE via NAS signaling:
	-	UE configuration
-	User-controlled prioritized list of preferred SNPNs
-	Separate entity controlled prioritized list of preferred SNPNs
-	Separate entity-controlled prioritized list of Group IDs (GIDs)


[bookmark: OLE_LINK13][bookmark: OLE_LINK14]The UE may also only be configured with the separate entity-controlled prioritized list of preferred SNPNs or only the separate entity-controlled prioritized list of Group IDs. If the UE has multiple subscriptions owned by different entities separate from the SNPN it is assumed that the subscription to use is selected by implementation specific means (e.g. based on user input) prior to network selection [2]. Therefore, after UE AS receives the eNPN specific SIB contents, UE AS shall send all the contents to NAS. And together with the UE configuration, UE NAS could perform the automatic SNPN selection or the manual SNPN selection. 
Proposal 7: UE AS sends the received eNPN specific SIB contents to upper layer to assist SNPN selection.
0.    Enhancement of mobility
It is described in KI#1 of [2] that for the mobility aspect, moving between SNPNs and PLMNs with the same separate entity could be supported:
	-	Mobility scenarios, including service continuity, for:
-	UE moving from SNPN#1 with separate entity#1 to SNPN#2 with separate entity#1 available; and
-	UE moving between SNPN#1 (where separate entity=PLMN) and PLMN.


To enable this, the mobility should be considered. The question is that whether the mobility between SNPNs or between SNPN and PLMN with the same separate entity has RAN impact?
It seems the simple way to support the above mobility scenarios is to put the SNPNs, PLMNs using the same separate entity in an “equivalent network list” in NAS. then the legacy mobility mechanism related to equivalent PLMN list could be reused.  But as concluded by SA2, Key Issue #5: Support for equivalent SNPNs is not addressed within Rel-17 timeframe, it is not clear whether such “equivalent network list” will be supported by SA2. If it is not supported, even with the same separate entity to perform Subscription and Credential, if the UE moves between SNPNs or moves between SNPN and PLMN, the initial registration on the target network should always be performed.
To support initial registration on the target network, the legacy procedure(e.g. cell selection) in RAN will be used. There will be no RAN impact.
Since SA2 has not finish the R17 SA eNPN SI, whether there is RAN impact to support the additional mobility scenarios for this KI#1 could be discussed further.
Proposal 8: RAN impact to support the additional mobility scenarios for KI#1 could be discussed further.
Conclusion
According to the above discussion, the observations and proposals for the left issues to address the paging collision for Multi-SIM devices are as follows:
Observation 1: ‎ New SIB indication may be needed to support the solution#1 of SA Key issue#1.
Proposal 1: The indication of "access using credentials from a separate entity is supported" should be broadcasted per SNPN.
Proposal 2: The supported Group IDs (GIDs) could be optionally broadcasted per SNPN, if the SNPN is supported to be accessed using credentials from a separate entity.
[bookmark: _GoBack]Proposal 3: The max number of supported Group IDs (GIDs) broadcast to the UE can be set to 4 for each SNPN.
Proposal 4: The indication of "whether the SNPN allows registration attempts" could be optionally broadcasted per SNPN.
Proposal 5: Define a new SIB to include the R17 eNPN related indications and the Group IDs of supporting SNPN with subscription or credentials by a separate entity suggested by SA2.
Proposal 6: SNPN index calculated from SIB1 can be directly used to identify each SNPN in the new SIB.
Proposal 7: UE AS sends the received eNPN specific SIB contents to upper layer to assist SNPN selection.
Proposal 8: RAN impact to support the additional mobility scenarios for KI#1 could be discussed further.
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