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1. Introduction
In RAN#90 meeting, a new work item for eNPN was agreed with the following scope [1]:
· [bookmark: OLE_LINK1][bookmark: OLE_LINK2]Support SNPN along with subscription / credentials owned by an entity separate from the SNPN including:
· The broadcasting of information to enable SNPN selection for UEs with subscription/credentials owned by an entity separate from the SNPN [RAN2]
· The associated cell selection/reselection and connected mode mobility support [RAN2/RAN3]
· The necessary modifications over network interfaces (e.g. NG, Xn, F1, E1 etc) [RAN3]
· Support UE onboarding and provisioning for NPN including:
· The UE onboarding relevant parameter broadcast from SIB [RAN2]
· The associated cell selection/reselection, cell access control and the connected mode mobility support [RAN2/RAN3]
· The necessary modifications over network interfaces (e.g. NG, Xn, F1, E1 etc) [RAN3]
· [bookmark: OLE_LINK3][bookmark: OLE_LINK4]Support of IMS voice and emergency services for SNPN [RAN2] 
· Broadcasting of relevant parameters [RAN2]
NOTE: The above sub-bullets for the SA2 objectives may be non-exhaustive and are subject to further discussion depending on SA2 updates if any.

In this contribution, we will focus on the highlighted yellow parts, i.e. system information enhancement to enable SNPN selection for UEs with subscription/credentials owned by an entity separate from the SNPN and the associated cell selection/reselection procedure.
1. Enhancement to enable SNPN selection for UEs with subscription/credentials owned by an entity separate from the SNPN 
This issue is called Key Issue#1 by SA2, to avoid any misalignment between RAN2 and SA2 and also make the RAN2 discussion more efficient, we propose to use Key Issue#1 instead of ‘Enhancement to enable SNPN selection for UEs with subscription/credentials owned by an entity separate from the SNPN’ when RAN2 discuss this issue.
Proposal 1: Use the terminology ‘Key Issue#1’ to represent the issue on ‘Enhancement to enable SNPN selection for UEs with subscription/credentials owned by an entity separate from the SNPN’ in RAN2 minute.
2.1 System information enhancement for Key Issue#1
SA2 Group finished the eNPN study item phase in SA2#142-e meeting and summarized the possible RAN impact on system information for UEs with an SNPN subscription in [2]:
SIB will be enhanced as follows, for SNPN only:
-	Indication that "access using credentials from a separate entity is supported"
-	Optionally, supported Group IDs (GIDs)
-	Optionally, an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN
Editor's note:	Need for additional SIB information is FFS.
NOTE 1:	This refers to UEs that do not have an entry in the user-controlled or the separate entity-controlled lists of preferred SNPNs matching the SNPN's network identity and that do not have an entry in the separate entity-controlled prioritized list of Group IDs matching any of the Group IDs supported by the SNPN.
NOTE 2:	The number of supported Group IDs that can be broadcast will be determined by RAN2.

The recommendation from SA2 conclusion is very clear, the three listed parameters above should be reflected into the system information. The first key point is that what is the granularity when these parameters are specified. Based on requirements from SA2 TR, we think these parameters are configured per SNPN. 
For UEs with a PLMN subscription, the SIB enhancements are the same as above, the difference is that for this case, to enable a UE with PLMN subscription to select an SNPN, the UE needs to enter SNPN access mode as described in SA2 TR [2].
Proposal 2: To address Key Issue#1 in RAN2, the following parameters should be reflected into SIB per SNPN:
-Indication that "access using credentials from a separate entity is supported"
-Optionally, supported Group IDs (GIDs)
-Optionally, an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN
FFS: whether SIB1 or a separate SIB is used.
Regarding to the number of supported Group IDs, SA2 think RAN2 can make the decision. We don’t have strong view, the maximum number can be 4, 8, 16. Maybe the input from CT4 is also needed for the size of GID.
Proposal 3: The maximum number of supported Group IDs in SIB can be 4, 8, 16.
Once the system information is enhanced for Key Issue#1, RAN2 can further consider the potential impact for ANR feature.
Proposal 4: RAN2 can further study the impact for ANR once system information is enhanced for Key Issue#1.
2.2 Cell selection/reselection enhancement for Key Issue#1
Whenever UE performs cell selection/reselection, the searched or candidate cell must be a suitable cell, otherwise the UE shall not select that cell for normally camping. The parameters introduced for Key Issue#1 in SIB may have impact for suitable cell definition.
Proposal 5: RAN2 can further study the impact on suitable cell criteria if the system information is enhanced for Key Issue#1.
Studying 5GS enhancements specifically oriented towards support of SNPN with credentials owned by an entity separate from the SNPN is necessary to enable some of the main use cases for Non-Public Networks, such as wireless connectivity for industry, large residential buildings, campuses, malls, and merged SNPNs, which all contain several specialized and stringent requirements.
In R16, to speed up CAG neighbour cell searching procedure for intra/inter-frequency, additional PCI range list is configured in SIB3/SIB4 respectively. When it comes to Key Issue#1, if the SNPN network used for third party credential is deployed on the same frequency as the public PLMN network, UE may waste the time to detect the PCI range for public PLMN network if UEs prefer to select the SNPN network used for third party credential like the use cases for concert, because UE can get better performance if the wanted SNPN network can be searched as fast as possible.
Public PLMN network, legacy NPN network and SNPN network used for third party credential can be deployed in the same area, UE may have some preference during cell selection/reselection for some use cases, e.g. factory, campuses, malls.
Proposal 6: RAN2 can further study the following issues for NPN cell searching:
Issue1: If both public PLMN network, legacy NPN network and SNPN network used for third party credential are deployed on the same frequency, how to enable UE to achieve fast cell selection/reselection for the wanted SNPN?
Issue2: If both public PLMN network, legacy NPN network and SNPN network used for third party credential are deployed in the same area, how dose UE choose the network for cell selection/reselection?
2.3 Connected mode mobility enhancement for Key Issue#1
From RAN2 perspective, the connected mode mobility enhancement for Key Issue#1 should be firstly discussed by RAN3/SA2. RAN2 can wait more input from RAN3/SA2 before initiating the discussion.
Proposal 7: RAN2 can wait more input from RAN3/SA2 before initiating the discussion for connected mode mobility enhancement for Key Issue#1.
1. Conclusion
In conclusion, we propose the followings:
Proposal 1: Use the terminology ‘Key Issue#1’ to represent the issue on ‘Enhancement to enable SNPN selection for UEs with subscription/credentials owned by an entity separate from the SNPN’ in RAN2 minute.
Proposal 2: To address Key Issue#1 in RAN2, the following parameters should be reflected into SIB per SNPN:
-Indication that "access using credentials from a separate entity is supported"
-Optionally, supported Group IDs (GIDs)
-Optionally, an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN
FFS: whether SIB1 or a separate SIB is used.
[bookmark: _GoBack]Proposal 3: The maximum number of supported Group IDs in SIB can be 4, 8, 16.
Proposal 4: RAN2 can further study the impact for ANR once system information is enhanced for Key Issue#1.
Proposal 5: RAN2 can further study the impact on suitable cell criteria if the system information is enhanced for Key Issue#1.
Proposal 6: RAN2 can further study the following issues for NPN cell searching:
Issue1: If both public PLMN network, legacy NPN network and SNPN network used for third party credential are deployed on the same frequency, how to enable UE to achieve fast cell selection/reselection for the wanted SNPN?
Issue2: If both public PLMN network, legacy NPN network and SNPN network used for third party credential are deployed in the same area, how dose UE choose the network for cell selection/reselection?
Proposal 7: RAN2 can wait more input from RAN3/SA2 before initiating the discussion for connected mode mobility enhancement for Key Issue#1.
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