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1 Introduction

In RAN#86, a new study item on support of reduced capability NR devices [1] has been approved. In RAN2#111e, following agreements have been made on RedCap UE’s identification and access control.

Agreements:

1. An indication in system information is needed to indicate whether a REDCAP UE can camp on the cell. FFS whether the indication is explicit or implicit. 

2. UAC mechanism also apply to REDCAP UEs.

3. System information indicates whether REDCAP operation is allowed/barred on a frequency. FFS reuse the legacy intraFreqReselection or introduce separate flag

4. Further discuss enhancement of UAC for REDCAP UEs, including e.g.:


a. define new Access Identity for REDCAP UEs


b. define new Access Categories for REDCAP UEs


(for any final decision we need to check with SA1 and/or CT1)

In this contribution, we provide our further views on the access control for RedCap UEs.
2 Discussion 
In RAN2#111e, the concept of RedCap device type has been agreed and the following principle in yellow is confirmed, i.e. to minimize the device type number.

Agreements:

1. At least for device type identification and access restriction (including initial access), the network needs to know whether the UE is redCap UE or not. FFS on whether based on explicit or implicit signalling.

2. The existing UE capabilities framework is used as baseline to indicate the capabilities of a RedCap UE (this does not imply anything on the reporting of the device type, if the need for a device type will be agreed)

3. The number of device types should be minimised, to reduce market fragmentation, and introduced only where essential to control UE accesses and differentiate them from legacy R15/R16 and non-Redcap R17 UEs, (e.g. number of Tx/Rx antennas, maximum supportable BW, etc.). The exact composition of the set of L1 capabilities of the device type can be discussed by RAN1

4. Discuss in normative phase on whether to signal (and in case how) a Device type and its associated capabilities (the reduced set of capabilities) is captured in specifications, and whether device type is indicated as part of UE capability;

Regarding the access control, RAN2#111e made some initial agreements on cell barring mechanism for RedCap UEs as below.
Agreements:

1. An indication in system information is needed to indicate whether a REDCAP UE can camp on the cell. FFS whether the indication is explicit or implicit. 

The above FFS part can be further elaborated with the below two options:

· Option 1: To introduce separate cellBarred indication in SIB for RedCap UEs;
· Option 2: Cell barring (or not barring) for RedCap UEs is implicitly indicated by the absence (or presence) of some radio resource configuration.
We understand that feasibility of option 2 is mainly up to RAN1’s decision. For example, RAN1 is now discussing whether to configure a separate initial BWP or separate PRACH resources for RedCap UE’s initial access, but there is no agreement till now. Option 1 is more like a higher layer solution and do not rely on any RAN1 discussion.
Given that the number of RedCap device types is still open, we think the ultimate number may have impact on the down selection between the above two options. For example, if only one RedCap device type is to be defined, then both options are feasible, and we should wait for RAN1’s decision. That is, if RAN1 decides to introduce separate radio resource configuration (e.g. initial BWP or PRACH resource) for RedCap UEs, then we can go for option 2 and no need to introduce new cellBarred indication. However, if more than one RedCap device type are eventually introduced, we are not sure whether in some cases network would like to bar access only for some RedCap device type while not to bar the other. This kind of finer cell barring could be beneficial, e.g. in case of radio congestion, high-end RedCap devices can still get the chance for access, while low-end RedCap devices need to wait until congestion is gone. We don’t think RAN1 is considering to define multiple radio resource configuration, like multiple initial BWPs or multiple PRACH resources, for RedCap UEs, and therefore option 2 seems not so feasible. Instead, option 1 would be more straightforward to define separate cellBarred indication for each device type. One may argue that barring certain RedCap device type can be realized by UAC control, but we think UAC check would be a bit late since UAC check is performed upon service request. Barring at this stage will force UE to search for other cells for camping, which will take some time, and will increase the latency for service request.  
Proposal 1 If more than one RedCap device type are defined, RAN2 discuss the need of device type-specific cell barring and consider the option of separate cell barring indication in SIB. 
In RAN2#112-e meeting, early identification of RedCap UEs in Msg3 was discussed and the reasons are captured in chairman’s notes as shown below.
Agreements:

1.
Whether it is needed to identify RedCap UEs during Msg3 from RAN2 perspective or not depends on the following two aspects:

-
Whether Msg4/5 special handing for RedCap UE is needed, pending RAN1

-
Whether there is a need to reject part of RedCap UEs in addition to cell barring and UAC mechanism
For the first aspect, we agree that it is totally up to RAN1 to evaluate and to the best of our knowledge, RAN1 has not concluded on that. For the second aspect, some companies argued during email discussion that network may want to reject some RedCap UE’s access and thus early identification in Msg3 is needed. However, Msg3 so far can only indicate cause value. If network’s rejection is based on the cause value and the RedCap UE type, it could have been done earlier in the access initialization phase, e.g. during UAC check, because the RedCap UE type corresponds to some specific access identity and the cause value is just related to the access category. In our understanding, UAC enhancement for RedCap UEs can well serve the same purpose. Regarding UAC enhancement for RedCap UEs, RAN2 can send LS to SA1 to ask SA1’s opinions. 
Proposal 2 Do not consider early identification of RedCap UEs in Msg3, from RAN2’s perspective.

Proposal 3 On UAC enhancement for RedCap UEs, RAN2 send LS to SA1 and ask SA1’s opinions. 
3 Conclusion
Based on the discussion in section 2 we have following proposals:
Proposal 1
If more than one RedCap device type are defined, RAN2 discuss the need of device type-specific cell barring and consider the option of separate cell barring indication in SIB.
Proposal 2
Do not consider early identification of RedCap UEs in Msg3, from RAN2’s perspective.
Proposal 3
On UAC enhancement for RedCap UEs, RAN2 send LS to SA1 and ask SA1’s opinions.
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