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1 Introduction
RAN2 made a good progress on L3 relay in RAN2#112-e [1] and captured the agreements in TR 38.836 [2]. However, there are still some Editor Notes in current TR. In this contribution, we discuss how to address these remaining issues. Specifically, the following issues are discussed:

· Editor note on QoS of L3 U2N relay in TR 38.836:
Editor note: whether other QoS solution (e.g. whether gNB can perform PDB split) is introduced depends on SA2.  
· Editor note on security of L3 U2N relay in TR 38.836:

Editor note: whether the SA2 captured solutions can satisfy the security requirement depends on SA3.
· Editor note on control plane procedure of L3 U2N relay in TR 38.836:

Editor note: whether new PC5-S signaling is also introduced depends on SA2.
· Editor note on security of L3 U2U relay in TR 38.836:
Editor Note: Whether the SA2 captured solutions can satisfy the security requirement depends on SA3.
· Whether to de-prioritize DAPS-like HO in L3 U2N relay
Proposal 1-6: R2 deprioritize the scenario where remote UE has the simultaneous transmission of one QoS flow with both source and target path for the optimization of “almost 0ms interruption” (e.g. DC-like mobility, DAPS-like mobility and AS layer make-before-break-like mobility), in both L2 and L3 relay.

Proposal 3-2: FFS: R2 attempt to study the AS layer solution to guarantee the service continuity in L3 U2N relay.
2 Discussion  

2.1 Editor note on QoS of L3 U2N relay in TR 38.836
As we mentioned in Section 1, current TR 38.836 captured SA2 solution#24 and solution#25 on QoS handing of L3 U2N relay, still has one Editor Note:

Section 4.6.2 of TR 38.836 
SA2 captured two solutions for QoS support of L3 UE-to-Network Relay:

1)
PCF sets separate Uu QoS parameters and PC5 QoS parameters in solution#25 of TR 23.752 [6].

2)
End-to-End QoS support in solution#24 of TR 23.752 [6], where relay UE can obtain a mapping between PQI and 5QI from SMF/PCF.

No AS impact is identified for SA2 QoS solution#24 and #25 captured in TR 23.752 [6], for which legacy PC5-RRC procedure can be reused. RAN2 can consider in WI phase SA2 conclusions on QoS solutions, including whether it is sufficient to enforce E2E QoS via legacy PC5-RRC reconfiguration of SLRB and resource allocation.

Remote UE doesn’t need to provide information on which QoS flows need to be relayed to UE-to-network Relay UE in AS layer. RAN2 don’t intend to study QoS enhancement for L3 UE-to-Network Relay. And RAN2 don’t intend to study the forward compatibility solution for multi-hop support.
Editor note: whether other QoS solution (e.g. whether gNB can perform PDB split) is introduced depends on SA2.  
According to current SA2 TR 23.752 [3], the SA2 conclusion on QoS of L3 U2N relay is copied below:    
For QoS handling, following aspects in Solution #24 and Option #2 of Solution #25 are selected as basis for normative work:
-
L3 Relay can be configured with the 5QIs and PQIs mapping. Based on the mapping or, in case of a non-configured mapping of a requested QoS parameter, based on its implementation, the L3 relay translates the Uu QoS parameters to PC5 QoS parameters and vice versa.

-
To support the dynamic QoS handling, relay UE determines the Uu QoS parameters and PC5 QoS parameters by taking into account the end-to-end QoS requirements provided by remote UE based on its configured QoS mapping information or, in case of a non-configured mapping of a requested QoS parameter, based on its implementation, and initiates PDU session modification procedure and L2 link modification procedure to setup corresponding QoS Flows over Uu and PC5.

-
The SMF of the L3 Relay provides the corresponding QoS rules and flow level QoS parameters to the L3 Relay as part of the PDU session establishment or modification procedures as defined in TS 23.502 [8], clause 4.3.2 and 4.3.3. Alternatively, reflective QoS control over Uu as defined in TS 23.501 [6], clause 5.7.5.3 can be leveraged for dynamic QoS handling of Remote UE to save on signalling between SMF and L3 Relay.

-
Based on signalled QoS rules (via SMF) or derived QoS rules (Uplink Uu via reflective QoS), the UE-to-Network Relay may use the L2 Link Modification procedures as defined in TS 23.287 [5], clause 6.3.3.4 to either move the corresponding ProSe service(s) to the mapped existing PC5 QoS flow or to set up a new PC5 QoS flow.

As can be seen, SA2 also concluded to use Solution#24 and Solution#25 as basis of QoS of L3 U2N relay, and it is SMF to provide the QoS split between Uu and PC5 links.  

Observation 1: TR 38.836 captured SA2 Solution#24 and Solution#25 for QoS of L3 U2N relay but left one Editor note whether SA2 will introduce other QoS solutions.

Observation 2: SA2 has concluded to use Solution#24 and Solution#25 as basis of QoS of L3 U2N relay, and it is SMF to provide the QoS split between Uu and PC5 links.
Then, in our understanding, current TR 38.836 is aligned with conclusion of SA2 TR 23.752 on L3 U2N QoS, and the Editor note can be removed. Note that in normative phase, RAN2 can always study AS impact if SA2 introduce new QoS solution.
Proposal 1: Remove the following Editor Note on QoS handling in L3 U2N relay in Section 4.6.2 of TR 38.836:
“Editor note: whether other QoS solution (e.g. whether gNB can perform PDB split) is introduced depends on SA2.”
2.2 Editor note on security of L3 U2N relay in TR 38.836
Current TR 38.836 has captured SA2 solution#23 as E2E security solution but has the following Editor’s Note on the requirement of Security depending on SA3:

SA2 captured two solutions for security support of L3 UE-to-Network Relay:

1)
Via legacy Uu security and PC5 security;

2)
Via N3IWF in solution #23 of TR 23.752 [6];

Solution#23 of TR 23.752 [6] with N3IWF is feasible to meet end-to-end security requirements.
Editor note: whether the SA2 captured solutions can satisfy the security requirement depends on SA3.   
Observation 3: Current TR 38.836 has captured SA2 solution#23 as E2E security solution but has one Editor Note on the requirement of Security depending on SA3.
According to current SA2 TR 23.752 [3], the SA2 conclusion on security of L3 U2N relay is copied below:  
-
Security aspects require confirmation from SA WG3.
NOTE 1:
The procedures to support authentication of Remote UE and Relay UE by the network will be determined by SA WG3.

-
For the Remote UE to use the network resources (e.g. PDU Session and Network Slice) of the Relay UE's serving network, the network-controlled authorization procedures will be determined in the normative phase with coordination with SA WG3. The alignment with the associated security procedures to authenticate the Remote UE and Relay UE will be carried out in normative phase via coordination with SA WG3.

-
The secondary authentication for a Remote UE will be determined by SA WG3. The alignment with the associated security procedures for secondary authentication of the Remote UE will be carried out in normative phase via coordination with SA WG3.
Considering SA2 has captured similar text on security aspects, we think the Editor note in TR 38.836 can be changed into a normal text because it is clear that this aspect will be studied in normative phase based on SA3 input.  
Observation 4: SA2 has concluded that security aspects of L3 U2N relay require confirmation from SA3.

Proposal 2: In Section 4.6.3 of TR 38.836, change the following Editor Note on Security of L3 U2N relay to normal text:

      “Editor note: whether the SA2 captured solutions can satisfy the security requirement depends on SA3”

2.3 Editor note on control plane procedure of L3 U2N relay
Current TR 38.836 [2] captured one flow chart to illustrate the control plane procedure of L3 U2N relay, still has one Editor note on new PC5-S signaling depending on SA2. 
The basic connection setup procedure is illustrated in Figure 4.6-4 which is based on Figure 6.6.2-1 in TS 23.752 [6]. Among them, the following procedures are identified with RAN2 impacts:

-
Step 2: the discovery procedure, which is described in Section 4.2.

-
Step 3: the relay (re)selection procedure, which is described in Section 4.3.

-
Step 4: Rel-16 NR V2X PC5-RRC establishment procedure is reused to setup a secure unicast link between Remote UE and Relay UE before unicast traffic relaying.

Further AS impacts (if any) can be discussed in WI phase.
Editor note: whether new PC5-S signaling is also introduced depends on SA2.

This Editor note is related to whether SA2 will introduce new PC5-S signaling to establish unicast PC5 link between relay and remote UE. 

Observation 5: Current TR 38.836 has one Editor note that whether SA2 will introduce new PC5-S signaling to establish unicast PC5 link between relay and remote UE.

According to current SA2 TR 23.752 [3], the SA2 conclusion on procedure of L3 U2N relay is copied below: 
-
For L3 Relay discovery procedure, it is proposed to adopt the standalone discovery procedure (i.e. Model A and Model B), and, the additional information advertised by Relay UE as described in Sol#28 as the basis for normative work.
6.28.1.2
PC5 connection establishment
After UE-to-Network Relay discovery, the Remote UE may decide to establish a PC5 connection with a UE-to-Network Relay. The PC5 connection establishment reuses the Direct Communication procedure as described in clause 6.3.3 of TS 23.287 [5], with the following enhancements:

-
The Remote UE determines the PDU session requirements (e.g. S-NSSAI, DNN, PDU Session Type, SSC mode) and includes the PDU session requirements in the Direct Communication Request message during the PC5 connection establishment procedure. How to determine the PDU session requirements is based on, e.g. URSP rules (pre-configured or received from PCF during previous Remote UE registration procedure as step 0 in Figure 6.6.2-1). The Remote UE only provides standardized S-NSSAI (as specified in clause 5.15.2 of TS 23.501 [6]) in the Direct Communication Request when the Remote UE and the UE-to-Network Relay belong to different HPLMNs.

NOTE 1:
The privacy aspects of transporting PDU session parameters using an unsecured PC5 Direct Communication Request message need to be coordinated with SA WG3.

NOTE 2:
The Remote UE doesn't need to provide all PDU session requirements. When some PDU session requirements are not provided, the UE-to-Network Relay can use the default PDU session parameters. The default parameters are preconfigured or provisioned via URSP rules as specified in solution#38.

-
Upon receiving a Direct Communication Request message, the UE-to-Network Relay may decide to establish a new PDU session or modify an existing one for the traffic of the Remote UE, based on the PDU session requirements received from the Remote UE. For example, if the UE-to-Network Relay receives PDU session requirements (DNN-A) and there is an existing PDU session with DNN-A, the UE-to-Network Relay may associate the Direct Communication Request to the existing PDU session.

NOTE 3:
It is up to implementation if the UE-to-Network Relay uses default PDU session parameters or rejects the Direct Communication Request when the PDU session requirements cannot be satisfied or understood.

As can be seen, Solution#28 is concluded to be design basis where the PC5 connection establishment reuses the Direct Communication procedure of Rel-16 V2X. Thus, no new PC5 signaling is introduced by SA2, and the corresponding Editor Note in TR 38.836 can be removed.   
Observation 6: SA2 concluded to use Solution#28 as design basis of PC5 connection establishment which reuses the Direct Communication procedure of Rel-16 V2X. 
Proposal 3: Remove the following Editor Note on control plane procedure of L3 U2N relay in Section 4.6.5 of TR 38.836:

“Editor note: whether new PC5-S signaling is also introduced depends on SA2.”
2.4 Editor note on security of L3 U2U relay in TR 38.836
Current TR 38.836 [2] has one Editor note on security of L3 U2U relay in TR 38.836:
5.6.3
Security

Security protection of L3 UE-to-UE relay is in the scope of SA2 and SA3. No RAN2 impact is identified. 

Editor Note: Whether the SA2 captured solutions can satisfy the security requirement depends on SA3.
Similar to our discussion on security of L3 U2N relay, we think this Editor Note in TR 38.836 can be changed into a normal text because it is clear that this aspect will be studied in normative phase based on SA3 input.  
Proposal 4: In Section 5.6.3 of TR 38.836, change the following Editor Note on Security of L3 U2U relay to normal text:

      “Editor Note: Whether the SA2 captured solutions can satisfy the security requirement depends on SA3.”
2.5 Whether to de-prioritize DAPS-like HO in L3 U2N relay
In RAN2#111-e [4], service continuity of L3 U2N relay was not discussed due to lack of time. Then, it was discussed in post-meeting email discussion#621 [5]. However, the following summary proposal on service continuity of L3 U2N relay was not discussed due to lack of time:
Proposal 1-6: R2 deprioritize the scenario where remote UE has the simultaneous transmission of one QoS flow with both source and target path for the optimization of “almost 0ms interruption” (e.g. DC-like mobility, DAPS-like mobility and AS layer make-before-break-like mobility), in both L2 and L3 relay.
Please note that majority companies agreed there is no HO concept for L3 U2N relay because remote UE is invisible to gNB. 
Observation 7: During email discussion, majority companies agreed there is no HO concept for L3 U2N relay because remote UE is invisible to gNB.
For sake of procedure, we would like to confirm whether it is the common understanding in RAN2.

Proposal 5: RAN2 confirm that there is no HO concept for L3 U2N relay because remote UE is invisible to gNB.
Then for Proposal 1-6, we think it looks quite odd because:
· As we indicated in Observation 7, majority company think there is no concept of HO for L3 U2N relay. Then the statement on “almost 0ms interruption” is confusing because it is well known for HO enhancement. 
· The statement “simultaneous transmission of one QoS flow with both source and target path” is misleading because QoS flow is an E2E concept but we are discussing AS solution. 
· In LTE ProSe, relay operation supported simultaneous paths and is handled by UE higher layers without AS impacts. Similar approach should be followed by NR L3 U2N relay.
Observation 8: The statement “simultaneous transmission of one QoS flow with both source and target path” is misleading because QoS flow is an E2E concept but we are discussing AS solution
Observation 9: In LTE ProSe, relay operation supported simultaneous paths and is handled by UE higher layers without AS impacts. Similar approach should be followed by L3 U2N relay. 
Based on above analysis, we propose to remove “L3 relay” in Proposal 1-6. 
Proposal 6: RAN 2 confirm to only deprioritize the scenario for L2 U2N relay where remote UE has the simultaneous transmission with both source and target path for the optimization of “almost 0ms interruption” (e.g. DC-like mobility, DAPS-like mobility and AS layer make-before-break-like mobility)
Finally, as indicated in our companion contribution [6], although we proposed to address / fix some small issues in this contribution, we don’t think they will change the conclusion that both L3 UE-to-Network and UE-to-UE Relay are feasible from RAN2 perspective.

Proposal 7: RAN2 conclude that both L3 UE-to-Network Relay and L3 UE-to-UE Relay are feasible from RAN2 perspective
The TP to capture all proposals in this contribution can be found in Appendix.
3 Conclusion
In this contribution, we discuss all the remaining issues to finalize L3 relay in SI phase. And the TP to capture all proposals in this contribution can be found in Appendix.
Observation 1: TR 38.836 captured SA2 Solution#24 and Solution#25 for QoS of L3 U2N relay but left one Editor note whether SA2 will introduce other QoS solutions.

Observation 2: SA2 has concluded to use Solution#24 and Solution#25 as basis of QoS of L3 U2N relay, and it is SMF to provide the QoS split between Uu and PC5 links.

Observation 3: Current TR 38.836 has captured SA2 solution#23 as E2E security solution but has one Editor note on the requirement of Security depending on SA3.

Observation 4: SA2 has concluded that security aspects of L3 U2N relay require confirmation from SA3.

Observation 5: Current TR 38.836 has one Editor note that whether SA2 will introduce new PC5-S signaling to establish unicast PC5 link between relay and remote UE.

Observation 6: SA2 concluded to use Solution#28 as design basis of PC5 connection establishment which reuses the Direct Communication procedure of Rel-16 V2X. 
Observation 7: During email discussion, majority companies agreed there is no HO concept for L3 U2N relay because remote UE is invisible to gNB.

Observation 8: The statement “simultaneous transmission of one QoS flow with both source and target path” is misleading because QoS flow is an E2E concept but we are discussing AS solution
Observation 9: In LTE ProSe, relay operation supported simultaneous paths and is handled by UE higher layers without AS impacts. Similar approach should be followed by L3 U2N relay. 
Proposal 1: Remove the following Editor Note on QoS handling in L3 U2N relay in Section 4.6.2 of TR 38.836:

“Editor note: whether other QoS solution (e.g. whether gNB can perform PDB split) is introduced depends on SA2.”
Proposal 2: In Section 4.6.3 of TR 38.836, change the following Editor Note on Security of L3 U2N relay to normal text:

      “Editor note: whether the SA2 captured solutions can satisfy the security requirement depends on SA3”

Proposal 3: Remove the following Editor Note on control plane procedure of L3 U2N relay in Section 4.6.5 of TR 38.836:

      “Editor note: whether new PC5-S signaling is also introduced depends on SA2.”
Proposal 4: In Section 5.6.3 of TR 38.836, change the following Editor Note on Security of L3 U2U relay to normal text:

      “Editor Note: Whether the SA2 captured solutions can satisfy the security requirement depends on SA3.”
Proposal 5: RAN2 confirm that there is no HO concept for L3 U2N relay because remote UE is invisible to gNB.
Proposal 6: RAN 2 confirm to only deprioritize the scenario for L2 U2N relay where remote UE has the simultaneous transmission with both source and target path for the optimization of “almost 0ms interruption” (e.g. DC-like mobility, DAPS-like mobility and AS layer make-before-break-like mobility)
Proposal 7: RAN2 conclude that both L3 UE-to-Network Relay and L3 UE-to-UE Relay are feasible from RAN2 perspective
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Appendix (TP to capture proposals on L3 U2N relay)

4.6.2
QoS

The basic QoS support mechanism for L3 UE-to-Network Relay is illustrated in Figure 4.6-3 from TR 23.752 [6].
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Figure 4.6-3: basic QoS support mechanism of L3 UE-to-Network Relay captured in [6]

SA2 captured two solutions for QoS support of L3 UE-to-Network Relay:

1)
PCF sets separate Uu QoS parameters and PC5 QoS parameters in solution#25 of TR 23.752 [6].

2)
End-to-End QoS support in solution#24 of TR 23.752 [6], where relay UE can obtain a mapping between PQI and 5QI from SMF/PCF.

No AS impact is identified for SA2 QoS solution#24 and #25 captured in TR 23.752 [6], for which legacy PC5-RRC procedure can be reused. RAN2 can consider in WI phase SA2 conclusions on QoS solutions, including whether it is sufficient to enforce E2E QoS via legacy PC5-RRC reconfiguration of SLRB and resource allocation.

Remote UE doesn’t need to provide information on which QoS flows need to be relayed to UE-to-network Relay UE in AS layer. RAN2 don’t intend to study QoS enhancement for L3 UE-to-Network Relay. And RAN2 don’t intend to study the forward compatibility solution for multi-hop support.

4.6.3
Security

SA2 captured two solutions for security support of L3 UE-to-Network Relay:

1)
Via legacy Uu security and PC5 security;

2)
Via N3IWF in solution #23 of TR 23.752 [6];

Solution#23 of TR 23.752 [6] with N3IWF is feasible to meet end-to-end security requirements. Whether the SA2 captured solutions can satisfy the security requirement depends on SA3.

4.6.4
Service Continuity

For service continuity in L3 UE-to-Network relay, RAN2 makes working assumption that no AS layer solution will be studied to guarantee the service continuity, and leave it to the upper layer (e.g. application layer) solution. This does not exclude studying some enhancements in mobility scenario for other purposes.
4.6.5
Control Plane Procedure

Editor note: Service continuity related CP procedure is captured in 4.6.4.
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Figure 4.6-4: basic connection setup procedure of L3 UE-to-Network Relay based on Figure 6.6.2-1 of [6]

The basic connection setup procedure is illustrated in Figure 4.6-4 which is based on Figure 6.6.2-1 in TS 23.752 [6]. Among them, the following procedures are identified with RAN2 impacts:

-
Step 2: the discovery procedure, which is described in Section 4.2.

-
Step 3: the relay (re)selection procedure, which is described in Section 4.3.

-
Step 4: Rel-16 NR V2X PC5-RRC establishment procedure is reused to setup a secure unicast link between Remote UE and Relay UE before unicast traffic relaying.

Further AS impacts (if any) can be discussed in WI phase.

Appendix 2 (TP to capture proposals on L3 U2U relay)

5.6
Layer-3 Relay

5.6.1
Architecture and Protocol Stack

RAN2 leaves the design of protocol stacks for L3 UE-to-UE Relay to SA2 (TR 23.752 [6]).
5.6.2
QoS

No RAN2 impact of the solution captured in SA2 TR 23.752 [6] (solution#31) is identified and the design is in the scope of SA2.
5.6.3
Security

Security protection of L3 UE-to-UE relay is in the scope of SA2 and SA3. No RAN2 impact is identified. Whether the SA2 captured solutions can satisfy the security requirement depends on SA3.

5.6.4
Control Plane Procedure

No RAN2 impact of the solutions captured in SA2 TR 23.752 [6] (e.g. solution#10 and solution#32) is identified and the design is in the scope of SA2.
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