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[bookmark: _Ref488331639]Introduction 
In RAN2#112, the following agreement has been reached:
Agreements:
1	 RAN2 to agree following additional sub-feared events:
3.	External feared events, e.g.
-	Spoofing
-	Jamming/interference
4.	UE faults
-	GNSS receiver measurement error
-	Hardware faults
2	 RAN2 to confirm the need to capture the table on feared events and corresponding assistance data in the TR; the actual handling of these events is FFS.
In this contribution, we discuss the integrity for RAT-independent positioning methods.
[bookmark: _Ref178064866]Discussion
Integrity in legacy 3GPP LPP
The current LPP specification, the GNSS assistance data broadcasted to UE through positioning system information includes the real time integrity information, i.e. GNSS-RealTimeIntegrity. The GNSS-RealTimeIntegrity is used by the location server to provide parameters that describe the real-time status of the GNSS constellations. 


Figure 1 Existing Integrity Mechanism in 3GPP
A list of unhealthy signals/SVs can be provided to UE via GNSS-RealTimeIntegrity. According to the real-time status of the GNSS satellites, UE can omit the measurement result of unhealthy satellites to avoid inaccuracy position estimation.
GNSS-RealTimeIntegrity ::= SEQUENCE {
	gnss-BadSignalList	GNSS-BadSignalList,
	...
}

GNSS-BadSignalList ::= SEQUENCE (SIZE(1..64)) OF BadSignalElement

BadSignalElement ::= SEQUENCE {
	badSVID			SV-ID,						
	badSignalID		GNSS-SignalIDs	OPTIONAL,	-- Need OP
To properly assess the positioning estimate uncertainty, there is a need for more detail integrity information, as listed in [3].
Therefore, new IEs can be defined to flag the presence of network-detected integrity faults, enabling fault and fault-free conditions to be accommodated in support of the 5G positioning use cases. Examples of network-detected faults using GNSS services include satellite feared events such as loss of signal, clock errors and constellation failures; atmospheric feared events such as large ionospheric and tropospheric gradients; and GNSS base station events such as multipath, RF interference and observation data loss. 
And furthermore, the expected output can be more concrete than just satellite availability, there are other positioning KPI, e.g., TIR, AL, TTA, Integrity Availability and protection level.
1. [bookmark: _Toc53233481][bookmark: _Toc61269389]The existing IEs in LPP is not sufficient to reach the target of R17 Positioning work on integrity.
Enhanced Integrity information delivery
On the other hand, regardless of the specific IEs that is to be delivery by 3GPP, to help the UEs on deriving the integrity result, during this study, it is worthwhile to look into the methodology on how for the network to deliver the network assistance data. It can be generally divided into two types as follows.
Firstly, similar to the behavior of received in SBAS system, by receiving the assistance information from the network, UE determines the integrity related result itself. 


Figure 2 Enhanced Integrity Method (UE-based)
Here the assumption is the assistance information comes from 3rd entity, i.e., sourced outside of 3GPP, including:
· KPI information, e.g., TIR, AL, TTA and etc.
· Fear event information, e.g., feared events in the correction data, feared events in transmitting the data to the UE, and external feared events.
In case of MO-LR, there is no motivation for reporting this result to LMF, i.e., the report is for internal APP, so that if assistance information (step-2) is provided via system information, there is no need for LPP session.
[bookmark: _Toc61269391]RAN2 study UE-based solution for integrity, which includes procedures of 1) LMF sending KPI to UE (for MT-LR), 2) LMF sending assistance information to UE, and 3) UE report integrity result to LMF (for MT-LR).
Secondly, for UE-assist solution, 


Figure 2 Enhanced Integrity Method (UE-assisted)
Different from UE-based method, here in UE-assisted method, the assistance information comes from UE to LMF, including UE feared events, while the others (e.g., feared events in the correction data, feared events in transmitting the data to the UE, and external feared events) come from external entity. 
Besides, the KPI info report from UE to LMF, and the integrity result from LMF to UE is needed.
[bookmark: _Toc61269392]RAN2 study UE-assisted solution for integrity, which includes procedures of 1) UE sending KPI to LMF (for MO-LR), 2) UE sending assistance information to LMF, and 3) LMF report integrity result to UE (for MO-LR).
Conclusion
Based on the discussion above, we have the following observation
Observation 1	The existing IEs in LPP is not sufficient to reach the target of R17 Positioning work on integrity.

we have the following proposals:
Proposal 1	RAN2 study UE-based solution for integrity, which includes procedures of 1) LMF sending KPI to UE (for MT-LR), 2) LMF sending assistance information to UE, and 3) UE report integrity result to LMF (for MT-LR).
Proposal 2	RAN2 study UE-assisted solution for integrity, which includes procedures of 1) UE sending KPI to LMF (for MO-LR), 2) UE sending assistance information to LMF, and 3) LMF report integrity result to UE (for MO-LR).
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