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1	Introduction
In [1], RAN plenary has decided to down-scope the integrity study of Rel.18 to RAT-independent positioning methods and mainly GNSS. While respecting this decision, in this contribution we would like to emphasize why we think it is still needed to include the Industrial IoT (IIoT) within the integrity use-cases. We also provide a TP which can be cooperated in the TR if agreed.  
[bookmark: _Ref178064866][bookmark: _Toc45799204]2	Discussion
As it has been already discussed in [2], the Automotive and Rail use-cases are agreed to be included in the TR. However, in the same discussion there is a concern whether to include the IIoT use-case in section 9.2.3 or not. We believe that this use-case shall remain in the TR for the following three reasons:
1. Industrial IoT is one of the main focuses of this SI, and hence covering the positioning integrity support of this use-case even for a limited outdoor region of it is still well in the scope of this study item.
2. We already know that positioning integrity support is much more important for use-cases within ultra-reliable and low latency communication, similar to Automotive use-case, the industrial IoT use-case needs to provide high integrity positioning performance.
3. While IIoT is mainly an indoor use-case, we should not forget the fact that there are many industries in which Automated Guided Vehicles (AGV) such as forklifts are being used in outdoor spaces such as ports or construction buidlings, and hence the discussion of GNSS based positioning integrity support would be still relevant for this use-case as well.

Observation 1	In [2], one proposal is to omit the IIoT use-case from the TR due to the down scope of RAT-based positioning integrity. 
Observation 2	There are many industry scenarios in which the forklifts and the AGVs are being used outdoor and hence the discussion of GNSS positioning integrity support would be still valid.
Proposal 1	RAN2 to agree to keep the IIoT use-case within the TR.
Proposal 2	RAN2 to agree with the TP in this contribution to be added to the TR.
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3	Conclusion
In the previous sections we made the following observations: 
Observation 1	In [2], one proposal is to omit the IIoT use-case from the TR due to the down scope of RAT-based positioning integrity. 
Observation 2	There are many industry scenarios in which the forklifts and the AGVs are being used outdoor and hence the discussion of GNSS positioning integrity support would be still valid.
Based on the discussion in the previous sections we propose the following:
[bookmark: _In-sequence_SDU_delivery]Proposal 1	RAN2 to agree to keep the IIoT use-case within the TR.
Proposal 2	RAN2 to agree with the TP in this contribution to be added to the TR.
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5	Text Proposal
[bookmark: _mc8y6rb7p77k]<-------------------------------------------Start of text proposal--------------------------------------------->
[bookmark: _Toc46319432]9.2.3		Industrial IoT
[bookmark: _1i6ko7i6w8u3]Industries have automated many processes, secured wireless connectivity which empowers factory automation, making industrial automation possible on a much larger scale. These applications have extremely demanding connectivity requirements and require very accurate indoor positioning and distinct architecture and security attributes. These varying use case requirements range from environmental sensors and trackers for inventory and supply management to more demanding connectivity for Automated Guided Vehicles (AGV), to the most demanding real-time sensors and robotics on the assembly line which are typically wired. The following user stories involve both network-assisted and UE-assisted positioning integrity KPI handling. Moreover, there are scenarios in which these devices would be located indoor or outdoor.
[bookmark: _Toc46319433]9.2.3.1		Path and Zone Identification for AGV
Positioning integrity is a key input to determining whether an AGV such as a forklift, in a factory or an open space such as ports or construction buildings, is traveling on the narrow halls within lots of different machinery, aside from the demanding positioning accuracy, the trust needs to be assigned for the path and the zone of its movements. AGV not running into anything unexpectedly is something that needs to be assured. This requires that the AGV, which is the UE in this use-case, to determine with a high degree of integrity which path it can travel within its defined work task. One can also consider that an industrial scenario can have several different zones in which different levels of integrity can be defined, and hence depending on demand of the works in each zone the positioning methods and integrity KPIs can be defined in respect to those. Once again, the positioning system should remain available unless the PL exceeds the AL, in which case the system should be unavailable and the corresponding AGV functionality on the vehicle is disengaged. The set AL for such use-case depends on how large and how densely equipped the factory is, and hence it is reasonable to assume that it can be set to some value between 0.5m to 3m depending on the controlled area use-case and demands.
To avoid an integrity event, any feared event with an occurrence probability higher than the TIR (i.e. >1x10-7/hr) needs to be detected and mitigated within the TTA. If a feared event occurs at the network or UE, both node should be capable of determining its effect on the PL relative to the AL, within the required TTA, such that the position estimation whether at the network side or reported by the UE remains fault-free (i.e. even if the fault-free position leads to the system being unavailable). 
The IIoT use-case is mainly considered in a controlled area and hence both the UE and the network are fully cooperating and have the same goals which is to maximize the performance gains. Therefore, in this use-case both the UE and the network can be responsible for monitoring localized events which need to be detected in the shortest time possible. In the IIoT use case, the TTA shall be stringent (e.g. 100ms in some cases) for supplying integrity assistance data, that has still a strong synergy with the low latency of the 3GPP communications.
<--------------------------------------------End of text proposal-------------------------------------
