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[bookmark: _Ref488331639]Introduction 
In [1], one of the objectives for NR positioning enhancement SID is to study the integrity of assistance data and position information:
2.	Study solutions necessary to support integrity and reliability of assistance data and position information: [RAN2]
a.	Identify positioning integrity KPIs and relevant use cases.
b.	Identify the error sources, threat models, occurrence rates and failure modes requiring positioning integrity validation and reporting. 
c.	Study methodologies for network-assisted and UE-assisted integrity.
NOTE 4:	Objective 2 is applicable to GNSS positioning methods.
In this contribution, we discuss the integrity for RAT-independent positioning methods.
[bookmark: _Ref178064866]Discussion
As defined in [2], measure of the trust in the accuracy of the position-related data provided by the positioning system and the ability to provide timely and valid warnings to the UE and/or the user when the positioning system does not fulfil the condition for intended operation.
Integrity in legacy 3GPP LPP
The current LPP specification, the GNSS assistance data broadcasted to UE through positioning system information includes the real time integrity information, i.e. GNSS-RealTimeIntegrity. The GNSS-RealTimeIntegrity is used by the location server to provide parameters that describe the real-time status of the GNSS constellations. A list of unhealthy signals/SVs can be provided to UE via GNSS-RealTimeIntegrity. According to the real-time status of the GNSS satellites, UE can omit the measurement result of unhealthy satellites to avoid inaccuracy position estimation.
GNSS-RealTimeIntegrity ::= SEQUENCE {
	gnss-BadSignalList	GNSS-BadSignalList,
	...
}

GNSS-BadSignalList ::= SEQUENCE (SIZE(1..64)) OF BadSignalElement

BadSignalElement ::= SEQUENCE {
	badSVID			SV-ID,						
	badSignalID		GNSS-SignalIDs	OPTIONAL,	-- Need OP
To properly assess the positioning estimate uncertainty, there is a need for more detail integrity information, as listed in [3].
Therefore, new IEs can be defined to flag the presence of network-detected integrity faults, enabling fault and fault-free conditions to be accommodated in support of the 5G positioning use cases. Examples of network-detected faults using GNSS services include satellite feared events such as loss of signal, clock errors and constellation failures; atmospheric feared events such as large ionospheric and tropospheric gradients; and GNSS base station events such as multipath, RF interference and observation data loss. 
1. [bookmark: _Toc53233481][bookmark: _Toc53579192]The existing IEs in LPP is not sufficient to reach the target of R17 Positioning work on integrity.
Enhanced Integrity information delivery
On the other hand, regardless of the specific IEs that is to be delivery by 3GPP, to help the UEs on deriving the integrity result, during this study, it is worthwhile to look into the methodology on how for the network to deliver the network assistance data.
Which can be generally divided into two types:
Firstly, similar to the behavior of received in SBAS system, by receiving the assistance information from the network, UE determines the integrity related result itself. Here the assumption is the assistance information comes from 3rd entity, i.e., sourced outside of 3GPP. Different from legacy UE-B solution for positioning, there is no motivation for reporting this result to LMF, i.e., the report is for internal APP, and thus no need for NAS connection.
[bookmark: _Toc53585229]RAN2 study UE-based solution for integrity estimation, i.e., UE bases on the assistance data delivered by network to derive the integrity result for its internal APP.
Secondly, for UE-assist/network-assisted solution, besides the functionality for network delivering assistance data, additionally UE/RAN provides input on the integrity information, instead of 3rd entity. Essentially, this is for UE/RAN to play the role of reference station as in traditional SBAS system.
There could be two variations for this:
· The output of LMF is similar to the case above, i.e., still in the form of assistance data, and it is the UE who derive the final integrity result; or
· The output of LMF is the final integrity result, and thus save the calculation at UE side
Both variations can be studied.
[bookmark: _Toc53585230]RAN2 study UE-assisted/RAN-assisted solution for integrity estimation, i.e., UE/RAN provides the input in order for LMF to derive the assistance data, which is further delivered to UE.
Conclusion
Based on the discussion above, we have the following observation
Observation 1	The existing IEs in LPP is not sufficient to reach the target of R17 Positioning work on integrity.

we have the following proposals:
Proposal 1	RAN2 study UE-based solution for integrity estimation, i.e., UE bases on the assistance data delivered by network to derive the integrity result for its internal APP.
Proposal 2	RAN2 study UE-assisted/RAN-assisted solution for integrity estimation, i.e., UE/RAN provides the input in order for LMF to derive the assistance data, which is further delivered to UE.
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