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1. Introduction
In RAN2#111e, companies have agreed to use TIR, AL and TTA as integrity KPIs. RAN2 also confirmed 4 kinds of error sources in the RAT-independent positioning in 3GPP system. Based on the agreements, the intention of this contribution is to share some views on how to implement the integrity KPI and error source parameters in the use cases.
2. Integrity KPIs
RAN2 have already made a consensus about the integrity KPIs and will implement them in the GNSS NR positioning. But how to implement these integrity KPIs in use cases has not been discussed yet. From our point of view, there are two alternatives in this issue.
The integrity KPIs should be configured as the service requirement in the use cases. 
Before the 3GPP system decides which GNSS methods should be used for the positioning services, the integrity KPI should be treated as a kind of service requirements. If one GNSS method can not fulfill the required KPIs, this method should not be selected as an alternative positioning method.
Similar logic is used when GNSS positioning service is performing. If an integrity KPI of current used GNSS method is changed due to some reasons(e.g. change of error sources) and the KPI does not fulfill the service requirement, this GNSS method may not be used until its integrity KPIs fulfill the service requirement again.
Integrity KPIs(TIR, AL and TTA) may be treated as a kind of assistance data.
Beside the above alternative, the integrity KPIs can also be treated as a kind of positioning assistance data. Whether network need to transmit the integrity KPIs to UE depends on the  requirement. When UE is performing GNSS positioning method, UE can require the integrity KPI assistance data in different use cases. How to use the integrity KPI may be case by case and also based on UE’s implementation.
Proposal 1: The following two usages of integrity KPI shall be considered:
· Alt 1: Integrity KPIs(TIR, AL, and TTA) is configured as the service requirement, with which the NW can determine the location method accordingly.
· Alt 2: Integrity KPIs(TIR, AL, and TTA) is provided as assistance data, with which the UE can determine whether the assistant data is available or not and derive the integrity KPI for the location calculated.
3. Transportation of error source factors
The error source factors about ionospheric, clock correction, signal phase bias, etc in the GNSS field can be transmitted separately via either LPP message or pos-SIB in R-16. Considering the legacy mechanism works well, we should re-use the current mechanism to transport the error source factors for potential new added ones in R-17. In other words, all possible factors of each error source can be transported to UE via either LPP or pos-SIB. These factors may be used for more accuracy location result calculation.
Proposal 2: The error source factor can be configured to UE by both LPP message and broadcast(pos-SIB). No new mechanism is needed.
4. Conclusion and proposals
Proposal 1: The following two usages of integrity KPI shall be considered:
· Alt 1: Integrity KPIs(TIR, AL, and TTA) is configured as the service requirement, with which the NW can determine the location method accordingly.
· Alt 2: Integrity KPIs(TIR, AL, and TTA) is provided as assistance data, with which the UE can determine whether the assistant data is available or not and derive the integrity KPI for the location calculated.
Proposal 2: The error source factor can be configured to UE by both LPP message and broadcast(pos-SIB). No new mechanism is needed.
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6. Annex
Agreements in RAN2#111e NR positioning enhancements 
Agreements:
1.	Agree to adopt the Target Integrity Risk (TIR), Alert Limit (AL) and Time-to-Alert TTA) as the Integrity KPIs.
2.	Agree to the following definitions of the KPIs:
Target Integrity Risk (TIR)	
The probability that the positioning error exceeds the Alert Limit (AL) without warning the user within the required Time-to-Alert (TTA).
NOTE: The TIR is usually defined as a probability rate per some time unit (e.g. per hour, per second or per independent sample).
Alert Limit (AL)
The maximum allowable positioning error such that the positioning system is available for the intended application. If the positioning error is beyond the AL, operations are hazardous and the positioning system should be declared unavailable for the intended application to prevent loss of integrity.
NOTE: When the AL bounds the positioning error in the horizontal plane or on the vertical axis then it is called Horizontal Alert Limit (HAL) or Vertical Alert Limit (VAL) respectively.
Time-to-Alert (TTA)
The maximum allowable elapsed time from when the positioning error exceeds the Alert Limit (AL) until the function providing position integrity annunciates a corresponding alert.
3.	Agree to include the PL integrity definition with the following baseline; FFS if updates are needed.
Protection Level: 
The PL is a statistical upper-bound of the positioning error that ensures that, the probability per unit of time of the true error being greater than the AL and the PL being less than or equal to the AL, for longer than the TTA, is less than the required TIR.
NOTE: When the PL bounds the positioning error in the horizontal plane or on the vertical axis then it is called Horizontal Protection Level (HPL) or Vertical Protection Level (VPL) respectively.
4.	The additional definitions are FFS on a ‘need-to-define’ basis.
5.	Agree to study the Automotive, IIoT and Rail use cases as illustrative examples.
6.	Agree to the Skeleton for Section 9 of TR 38.857.

Agreements:
Proposal 2: Error source for RAT-dependent positioning methods should be studied under RAN1. Send an LS to RAN1 to trigger the study on error sources for RAT-dependent positioning methods for positioning integrity
Proposal 3: RAN2 can independently study the error sources for RAT-independent positioning methods.
Proposal 5: RAN2 confirms that 4 possible sources of feared events are applicable for RAT-independent positioning in 3GPP system. 
1.	Faults in the correction data e.g.
	a.	Incorrect computation by the provider
	b.	External feared event impacting the provider
2.	Faults in transmitting the data to the UE, e.g.
	a.	Data integrity faults
3.	External feared events, e.g.
	a.	Satellite feared events
	b.	Atmospheric feared events
	c.	Multipath
4.	UE faults
RAN2 to study positioning in idle/inactive mode, on-demand PRS and latency analysis in the study phase.





