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1. Introduction
The WI on NR positioning enhancement has been approved in RAN#88e(RP-200928)[1], and the following objectives have been agreed in WID:
----------------------------------objectives in RP-200928----------------------------------------------
1. Study enhancements and solutions necessary to support the high accuracy (horizontal and vertical), low latency, network efficiency (scalability, RS overhead, etc.), and device efficiency (power consumption, complexity, etc.) requirements for commercial uses cases (incl. general commercial use cases and specifically (I)IoT use cases as exemplified in section 3 above (Justification)):
a. Define additional scenarios (e.g. (I)IoT) based on TR 38.901 to evaluate the performance for the use cases (e.g. (I)IoT). [RAN1]
b. Evaluate the achievable positioning accuracy and latency with the Rel-16 positioning solutions in (I)IoT scenarios and identify any performance gaps. [RAN1]	
c. Identify and evaluate positioning techniques, DL/UL positioning reference signals, signalling and procedures for improved accuracy, reduced latency, network efficiency, and device efficiency.
Enhancements to Rel-16 positioning techniques, if they meet the requirements, will be prioritized, and new techniques will not be considered in this case. [RAN1, RAN2]
NOTE 1:	Sidelink is not part of this objective.
NOTE 2:	Involve RAN4 for validating assumptions for the systems evaluations where appropriate.
NOTE 3:	The commercial use cases and requirements are applicable to a limited geographic area.
2. Study solutions necessary to support integrity and reliability of assistance data and position information: [RAN2]
a. Identify positioning integrity KPIs and relevant use cases.
b. Identify the error sources, threat models, occurrence rates and failure modes requiring positioning integrity validation and reporting. 
c. Study methodologies for network-assisted and UE-assisted integrity.
NOTE 4:	Objective 2 is applicable to both, RAT-dependent and RAT-independent positioning methods.
------------------------------------objectives in RP-200928-------------------------------------------
In this contribution, we would like to discuss the integrity monitoring procedure and the potential interface. 
2. Discussion
To support integrity and reliability of assistance data and position information in 3GPP, from system architecture aspect, one issue is which NW entity should be responsible for the integrity information collection. Considering the different kinds of integrity monitor systems have already been deployed in GNSS since decades years, these existing systems can be used as external data source for the integrity information. For example, the SBAS, GBAS and ABAS have already been deployed in the aviation field for the integrity issues[3].
· SBAS stands for the Satellite Based Augmentation System. The information including the integrity-related message and others information(e.g corrections) is broadcast by the geostationary satellites. Reception point can use the information for the integrity. 
· GBAS stands for Ground Based Augmentation System.This architecture is based on many ground elements. Integrity related information is transmitted from the local ground elements to the reception point. This system can also be used to improve the accuracy of the positioning result.
· ABAS stands for Aircraft Based Augmentation System. This is only used for integrity checking. It is based on the RAIM(Receiver Autonomous Integrity Monitoring) or AAIM(Airborne Autonomous Integrity Monitoring).
From architecture aspect, two alternatives can be considered:
· Alt1: Introduce a 3GPP NW node for the integrity information collection, and specify the interface between the new NW node and existing NW node.
· Alt2: Leave the integrity information collection function to non-3GPP node, and leave the interface between the external NW node and 3GPP NW node to implementation.
In NW assistant GNSS, since we never specify where the GNSS assistant information come from, we think similar mechanism can be used for the integrity information as well. And we can assume the integrity information is collected by an external NW entity, and the external NW entity can be connected to E-SMLC with some kind of private interface. 
One figure for example is shown as follow:


Figure 1: Positioning architecture with integrity and reliability of assistance data and position information
Based on the views above, we give our proposals as follow:
Proposal 1: The integrity information collection function will be performed by a non-3GPP NW entity.
Proposal 2: The interface between the integrity information collection entity and 3GPP NW node will be left to implementation.
3. Conclusion
Based on the analysis above, we give our proposals as follow:
Proposal 1: The integrity information collection function will be performed by a non-3GPP NW entity.
Proposal 2: The interface between the integrity information collection entity and 3GPP NW node will be left to implementation.
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