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1 
Introduction


In [Post111-e][913] discussion, potential solutions to ensure only intended use cases use RedCap UEs were discussed. Before further discuss the details, we would like to clarify how to ensure intended use cases for RedCap UEs.
2
Discussion

In [Post111-e][914] discussion, the following is proposed: 


To ensure matching the intended use cases used by RedCap UEs, it is important to clarify the meaning of “intended use cases” and how we match the intended use cases between UE and network. . 
According to potential solutions discussed in [Post111-e][914], some companies think that intended use cases for RedCap UEs could be distinguished based on establishment causes in Msg3. However, in our view, the establishment cause may not be sufficient for matching intended use cases because the establishment cause only distinguishes high level of service types such as video call, emergency, high priority access, SMS, etc, but the details of the service cannot be identified by the establishment cause. For example, the establishment cause “mo-VideoCall” does not distibguish whether the request is for those intended for RedCap UEs such as Industrial wireless sensors, Video surveillance, Wearables, etc, or others such as Internet streaming service inended for non-RedCap NR devices.
Proposal 1. Clarify the meaning of “intended use cases” e.g. whether it is a group of applications categorized in three RedCap use cases (e.g. Industrial wireless sensors, Video surveillance and Wearables) or a group of service types (e.g. services excluding high priority access, SMS, etc.).
Another considertion is the need of signalling to identify the UE as RedCap UE during connection establishment for matching inended use cases. The intention of the signaling is to allow RAN to reject a request for services that are not allowed for RedCap UEs. However, we think a RedCap UE already knows which service is supproted or not by itself and hence will not request services not allowed for RedCap UEs. This is similar to NB-IoT, where an NB-IoT UE may not transmit a RRC connection request for emergency call because the functions not supported by NB-IoT is specified in TS 36.300. Hence, the need of identifying RedCap UEs via establishment cause should be be further clarified. 
Proposal 2. Clarify the need of identifying RedCap UEs via establishment cause for matching intended use cases.
3
Conclusion

In this contribution, we propose the following:
Proposal 1. Clarify the meaning of “intended use cases” e.g. whether it is a group of applications categorized in three RedCap use cases (e.g. Industrial wireless sensors, Video surveillance and Wearables) or a group of service types (e.g. services excluding high priority access, SMS, etc.).
Proposal 2. Clarify the need of identifying RedCap UEs via establishment cause for matching intended use cases.
Proposal 5: Regarding how ensure the RedCap UE is only used for intended use cases, following potential solutions are considered in the SI phase (other solutions are not precluded), and to be captured in the TR. The decision should be made in WI phase. 


Option 1: 


One potential problem could be when a RedCap UE requests a service that does not match the RedCap UE type. This would be similar to if e.g. an NB-IoT UE requested a video call to be set up. RAN can already reject an RRC connection establishment attempt e.g. based on the establishment cause provided in Msg3 or through higher layer mechanisms.


RAN can reject an RRC connection establishment attempt for a RedCap UE if the service the UE requested is not allowed for the RedCap UE. That is, the RAN needs to identify whether the UE is a RedCap UE or not, and be aware of the requested service, e.g. based on the cause value or other ways. 





Option 2: subscription validation


During RRC connection setup, UE indicates it is a RedCap UE to core network, e.g. 


•	UE includes this indication in its NAS signaling message to core network; or


•	UE informs this indication during its RRC connection establishment procedure to RAN; RAN then informs core network of UE’s RedCap type in its Initial UE Context message to core network.





After network receives UE’s RedCap indication, it validates UE’s indication against its subscription plan, which includes information such as the set of services allowed for the UE. Based on the outcome of this validation, network then decide whether to accept or reject UE’s registration request. For example, network may reject UE if UE indicates RedCap but its subscription does not include any RedCap-specific services.





Option 3. Verification of RedCap UE


Network can additionally perform capability match procedure between UE’s reported radio capabilities and the set of capability criteria associated with UE’s RedCap type, to prevent a hacked or misconfigured UE from falsely reporting as a RedCap UE. 








