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1. Introduction
During the latest RAN2 meeting #111-e, agreements [1] were achieved to study the slice based RACH configuration and possible access barring. In the following email discussions, companies are invited to share opinions on the use cases or intentions for slice based RACH configuration or RACH parameters prioritization. 
In this contribution, the discussions are mainly about the candidate solutions for slice based RACH configuration. In addition, the motivation of the slice based enhancement for UAC is proposed.
2. Discussion
2.1 Slice based RACH configuration
In Rel-15/16, there is no RACH resource differentiation supported by RAN slicing and leads to the consequence that the access attempt on the currently “slice shared” RACH resources for one slice would affect the access for another slice. In a typical scenario where slices supporting multiple services (e.g., both eMBB and mMTC slices) are deployed, it is beneficial to differentiate UEs intended for different slices at the access stage, for instance, to partition RACH resources to avoid eMBB becoming congested due to a surge of mMTC connection requests. 
During the latest RAN2 meeting #111-e, argeements[1] were achieved as below:
RAN2 will study slice-based RACH resources/configuration and RACH parameters prioritization to enable UE’s fast access for the intended slice. 
In phase 2 of the email discussion, some companies have the concern that the slice-based RACH resource partitioning may cause fragmentation of RACH resources, which will worsen the usage of limited RACH resources. However, from our perspectives, the slice-based RACH resource isolation would be beneficial in certain use cases, e.g., for business scenarios (e.g., factory, hospital), RACH resource hard isolation will achieve high performance, e.g., the URLLC type UE(s) will not be affected by the access of normal UE(s). On the other side, for normal scenarios, dynamic RACH resource isolation will relieve the impacts to normal UE(s), e.g., the RACH resource can be allocated to URLLC type UE(s) on demand.
In addition, the slice-based RACH parameters prioritization will meet the service requirements of different slices. For example, a shorter contention resolution timer may meet the delay-sensitive requirement of URLLC slices. And the maximum number of RACH preamble transmission (i.e., preambleTransMax) may be different for different slices. For slices with high-reliability requirements, a larger preambleTransMax may be configured.
Furthermore, slice-based RACH resource isolation or preamble discrimination could also be a complement to the slice-based access control. By associating the slice (group) ID with the preamble, the gNB can identify the target slice during the RACH procedure, implementing slice-based early admission control and service differentiation.
Proposal 1: Slice based RACH resources/configuration and RACH parameters prioritization could be supported by RAN.

2.2 Slice based Access Barring
In Release 15, it is stated in TS 38.300[2] Section 16.3 that, “By means of the unified access control (see clause 7.4), operator-defined access categories can be used to enable differentiated handling for different slices.” That is, the slice is strongly associated with one access category in the UAC scheme.
According to the existing definitions of access categories 0~10 in TS 24.501[3] Section 4.5, access category 1 is for delay-tolerant service, access category 2 is for emergency service, access category 3 is for MO signalling resulting from other than paging, etc. However, the access category today defined is too limited to reflect slices supporting different services. New access categories may be defined by the operator, e.g., access category 32 is associated with slice #1, access category 33 is associated with slice #2, etc.
However, we observe that a slice may include one or more services, and thus one or more categories are assigned. For example, a slice is associated with access category 32 and also access category 0 due to MT access. In this case, it is possible that one access category may be used for controlling slice or non-slice services, so it may lead to inefficient AC for slice purposes.
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Proposal 2: The enhancement of Access control mechanism considering RAN slices could be studied.
3. Conclusion
In this contribution, we mainly discuss the candidate solutions for slice based RACH configuration, and the motivation of the slice based enhancement for UAC. It is proposed:
Proposal 1: Slice based RACH resources/configuration and RACH parameters prioritization could be supported by RAN.
Proposal 2: The enhancement of Access control mechanism considering RAN slices could be studied.
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