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1  Introduction
For Rel-17, a study item for NR positioning enhancements has been approved. One of the primary objectives for such enhancements is to address location requirements resulting from new applications and industry verticals, including Industrial IoT. 

NR Positioning in Rel-17 should evaluate and specify enhancements applicable to IIoT use cases where positioning with high accuracy, reliability, and integrity are required. In this paper, we discuss positioning requirements based on use cases for IIoT, e.g. Smart Grid, Agriculture, Oil/Gas Industries, etc. and retaining these use cases within the scope of the TR with regard to integrity and reliability of positioning data. 

According to the most recently approved revised SID [1], here are the targets of this discussion:
2. Study solutions necessary to support integrity and reliability of assistance data and position information: [RAN2]
a. Identify positioning integrity KPIs and relevant use cases.
b. Identify the error sources, threat models, occurrence rates and failure modes requiring positioning integrity validation and reporting. 
c. Study methodologies for network-assisted and UE-assisted integrity.

2	 Discussion

[bookmark: _Hlk54166433]2.1 Open Issues from [Post111-e][626][POS] Email Discussion
In this section, we discuss the open issue regarding the possibility of IoT use cases being descoped from the study and the sub-clause 9.2.3 removed. From phase 2 of the email discussion, the following proposal was discussed:
Proposal 7:	Remove the IoT Use Case (Section 9.2.3) from the Skeleton TR.
There was no consensus on the above proposal, with about half of the respondents supporting the proposal, and half against.

2.2 Rationale for retaining Industrial IoT use cases

The following key arguments for keeping IIoT use cases in the TR:
· Emphasis of IIoT use cases in the justification and scope of the Study Item [1]
· The argument to remove IIoT use cases specifically seems to be a result of the decision at RAN #89 e-meeting to remove RAT-dependent integrity from the study item scope. However, this connection is not entirely valid. 
· Industrial IoT verticals extend outdoors as opposed to only the traditional factory floor/warehouse scenarios for industry use cases. There are many IIoT devices/UEs used in various industries that include, but not limited to: Construction, Agriculture/forestry/fishing (smart farming), Oil/Gas industries, Smart cities (traffic, electric and water systems, waste management, public safety, schools) See, e.g. TR 22.804 [2] and 22.872 [3]. 
· Note that some of these verticals may overlap with the requirements for automotive and rail use cases that are already defined. 
· In any of these industries, many of the IIoT devices may be outdoors and equipped with a GNSS receiver. 
· According to the SID, For IIoT Use Cases (e.g., [2]):
· position accuracy < 0.2 m 
· To achieve these accuracy levels, integrity and reliability of positioning data are essential. 
· In addition to a GNSS receiver, IIoT devices may have additional sensors or other RAT-independent positioning technologies enabled for hybrid location determination.
· For IIoT use cases, there are applications which are payment critical, safety and liability critical (workforce), and regulatory critical. The specific KPIs for IIoT use cases should also be included in Table 9.4.2. 
· IIoT use cases may have unique requirements given some of the positioning data may become stale and less useful for applications.
Observation 1: Industrial IOT use cases have many applications, require high positioning accuracy, and in turn require positioning integrity and reliability. 
Observation 2: IIoT use cases do not exclusively involve indoor-only deployments, where GNSS is not available and RAT-dependent positioning methods are solely leveraged.
Observation 3: IIoT devices in outdoor scenarios may be equipped with GNSS receivers and other hybrid positioning capabilities.
Observation 4: The current heading for IIoT use cases, should be renamed as such, e.g. IIoT or (I)IoT. 
Proposal 1: RAN2 agrees to keep the sub-clause 9.2.3 for IoT use cases.
Proposal 2: RAN2 agrees to the Text Proposal against TR 38.857 section 9.2  using the baseline from the Phase 2 [Post111-e][626][POS] Email Discussion.
2.3 Text Proposal for TR 38.857 Section 9.2
See below for a TP for section 9.2 using the baseline text from Phase 2 of the email discussion. 

--------------------------------------------------Start Text Proposal--------------------------------------------------
9.2	Use Cases
RAT-Independent GNSS integrity monitoring has a long operational history in the field of civil aviation [11][12][13][14]. The integrity framework examined in this study extends beyond aviation, to address a broader suite of use case and architectural considerations for the 3GPP system. These concepts are further illustrated by the use case descriptions and KPIs provided below, including a particular focus on safety-critical and liability-critical applications, requiring the capability to validate the estimated position with greater trust. 
Automotive, and Rail and IIoT have been highlighted as two industriesthree verticals which implement the most demanding safety-standards for positioning integrity. The following use case descriptions outline key integrity concepts and implications for users that require positioning integrity within their positioning system. An extended list of application examples is provided in the Use Cases Summary.

9.2.1		Automotive
[bookmark: _Toc46319433]9.2.1.1 Road-Level Identification and Road-User Charging
Positioning integrity is a key input to determining whether a road vehicle is traveling on a highway or a neighbouring access road (e.g. a collector-distributor lane). For example, consider a manufacturer wanting to ensure their Advanced Driver-Assistance Systems (ADAS) only activates when the vehicle is on a highway. This requires the UE to determine with a high degree of integrity which road the vehicle is traveling on, in order to avoid the potential for unintended ADAS functionality on the access road (or conversely to ensure the appropriate functionality has been activated on the highway). The road vehicle may also be subject to road-user charging with fees that vary depending which road is used, also requiring positioning integrity validation. 
Consider an access road that is within 3 metres of a freeway, with a corresponding AL of 3 metres and TIR of 1 x10-7/hr specified by the vehicle manufacturer. The road vehicle connects to an integrity service provider via the mobile network to request UE-Based integrity assistance data. The assistance data is applied by the UE alongside its local positioning measurements in order to compute the real-time PL. So long as the PL remains below the AL, the positioning system is available and functioning as intended, and the road-level identification can be made safely. If the PL exceeds the AL, the impacted positioning system should be declared unavailable on the vehicle and a road-level determination is not possible. For example, a network-detected fault can be flagged in the integrity assistance data, resulting in a larger PL computed by the UE. 

[bookmark: _Toc46319434]9.2.1.2 Lane-Level Identification
The same concepts and methods from 9.2.1.1 also apply to validating the lane in which the vehicle is traveling. Lane change warnings and manoeuvres are a crucial input to enabling various Levels of autonomy [32] which are illustrated in the 5GAA use case requirements [15], such as an AL of 1.5m and TIR of 1x10-7/hr or lower [10]. 
The ability to handle faults almost instantaneously on a road vehicle is absolutely critical in order to recover the situation and avoid a potential collision between lanes. The UE is responsible for monitoring localized events which need to be detected in the shortest time possible, i.e. ‘highly dynamic’ feared events (e.g. multipath, cycle slips and satellite feared events in the case of GNSS). The network is therefore used to monitor the low dynamic threats, which are less time-critical but still depend on a reliable communication channel with the UE. In the automotive and other 5G positioning use cases, the TTA is also far more stringent (e.g. 100ms in some cases) compared with an aviation TTA of 6 seconds (or slower) for precision approaches. Hence, the low latency of the 3GPP communications presents a strong synergy for supplying integrity assistance data that is secure and assured.
Once again, the positioning system should remain available unless the PL exceeds the AL, in which case the system should be unavailable and the corresponding ADAS functionality on the vehicle disengaged. To avoid an integrity event, any feared event with an occurrence probability higher than the TIR (i.e. >1x10-7/hr) needs to be detected and mitigated within the TTA[footnoteRef:1]. The UE application is typically responsible for issuing alerts to inform the preventative or remedial actions required by the positioning system.  [1:  NOTE: If the lane-level requirement was simply specified by the accuracy estimate (e.g. <1.5m at the 95th percentile), 5% of the estimated positions may still be impacted by feared events which far exceed the required AL, potentially leading to an integrity event. Integrity KPIs are instead used to define probabilities of failure over a given period of time rather than relying on the combined statistical distribution of the estimated positions (which are potentially contaminated by fault and fault-free events that go undetected). The integrity methodologies allow an integrity risk to be allocated based on the probability of occurrence for each feared event, and then quantified as a contribution to the total TIR. This ensures only the integrity-validated positions are included in the positioning estimate, meaning the nominal accuracy should be easily achieved.] 

If a feared event occurs at the network or UE, the positioning system should be capable of determining its effect on the PL relative to the AL, within the required TTA, such that the position reported by the UE remains fault-free (i.e. even if the fault-free position leads to the system being unavailable). The TTA therefore represents the ability of the system to recover before being impacted by a potential integrity event. For some use cases, the TTA may simply be set to zero depending on the implementation requirements. 

9.2.2		Rail
	[Editor's Note: These use cases are FFS.]


9.2.3		Industrial IoT
As opposed to consumer-oriented Internet of Things (IoT), Industrial IoT (IIoT) use cases predominantly focus on operational, safety, and financially beneficial applications of the IoT ecosystem for businesses, infrastructure, and various industries. IIoT integrity/reliability requirements are essential given various safety, payment, and regulatory critical applications. The following IIoT use cases excludes use cases that require RAT-dependent indoor positioning. 
There are many outdoor IIoT devices/UEs requiring GNSS (RAT-independent positioning) used in various industries that include, but not limited to: Construction, Agriculture/forestry/fishing (smart farming), Oil/Gas industries, and Smart cities (traffic, electric and water systems, waste management, public safety, schools) derived from [22.804] [22.872].
[Editor's Note: Definition of these IIoT use cases are FFS.]

9.2.4		Use Case Summary
Table 9.2.4 is adapted from [9] and supplemented by [8][10]. It summarises the typical KPI ranges to be expected on implementation for the Automotive and Rail categories. Importantly, the KPIs are illustrative only; KPIs are typically specified by the positioning system owner on implementation (e.g. a vehicle OEM), taking into consideration the 3GPP and non-3GPP components of the system. 

	AUTOMOTIVE EXAMPLES

	APPLICATION CATEGORIES
	TIR
	AL
	TTA

	Safety-Critical Applications
· Warnings (red light, obstacle, queue, curve speed, blind spot lane change, pedestrians etc)
· Automated Driving (lane-level or better)
· Emergency Brake Assist
· Forward Collision Avoidance
	Typical range: 
≥10-8/hr to ≤10-6/hr
	Typical range: ≥1.5m to <5m
	Typically ranges from 100s of milliseconds to <10 seconds

	Payment Critical Applications
· Road User Charging (RUC)
· Pay Per Use Insurance
· Taxi Meter
· Parking Fee Calculation
	Typical range: 
≥10-6/hr to ≤10-4/hr
	Typical range: ≥1.5m to <25m
	

	Regulatory Critical Applications
· Hazardous Material Tracking
· E-Call
· Geofencing (e.g. low emission zone)
	
	
	

	Smart Mobility 
· Freight and Fleet Management
· Cargo/Asset Management
· Vehicle Access/Clearance
· Emergency Vehicle Priority
· Speed Limit Information
· In-Vehicle Signage
· Reduce Speed Warning
· Dynamic Ride Sharing
	
	
	

	RAIL EXAMPLES

	[bookmark: _Hlk54258644]APPLICATION CATEGORIES
	TIR
	AL
	TTA

	Safety-Critical Applications 
· Absolute Positioning
· Train Awakening
· Cold Movement Detector
· Track Identification
· Level Crossing Protection
· Train Integrity and Train Length Monitoring
	Typical range: 
≥10-9/hr to ≤10-8/hr
	Typical range: ≥2.5m to <25m
	Typically 
<7s

	Liability-Critical Applications 
· Trackside Personal Protection
· Management of Emergencies
· Train Warning Systems
· Infrastructure Charging
· Hazardous Cargo Monitoring
· On-Board Train Monitoring and Recording Unit
· Traffic Management Systems
	TBD
	Typical range: ≥25m to <62.5m
	Typically ranges from seconds to <30s

	IIOT EXAMPLES

	APPLICATION CATEGORIES
	TIR
	AL
	TTA

	[FFS]
	[FFS]
	[FFS]
	[FFS]


Table 9.2.4: KPI examples for the Automotive, IIoT, and Rail use cases [8][9][10]. 
(NOTE: KPIs are defined by the positioning system owner on implementation)
---------------------------------------------------End Text Proposal-------------------------------------------------


3  Conclusion
In this contribution, we observed that integrity and reliability of positioning information for IIoT use cases in the baseline TR is an exemplary case for the requirements and to fully address the objectives for the study item. To summarize, the following observations and proposals were examined:
Observation 1: Industrial IOT use cases have many applications, require high positioning accuracy, and in turn require positioning integrity and reliability. 
Observation 2: IIoT use cases do not exclusively involve indoor-only deployments, where GNSS is not available and RAT-dependent positioning methods are solely leveraged.
Observation 3: IIoT devices in outdoor scenarios may be equipped with GNSS receivers and other hybrid positioning capabilities.
Observation 4: The current heading for IIoT use cases, should be renamed as such, e.g. IIoT or (I)IoT. 
Proposal 1: RAN2 agrees to keep the sub-clause 9.2.3 for IoT use cases.
Proposal 2: RAN2 agrees to the Text Proposal against TR 38.857 section 9.2  using the baseline from the Phase 2 [Post111-e][626][POS] Email Discussion.
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