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1	Introduction
In this paper, we study the methodologies for network-assisted and UE-assisted integrity, and we also motivate why we believe that it is relevant to define integrity classification to better support different use-cases. This is a modified version of [1] in which we now omit the discussion of RAT-dependent positioning integrity as it has been down-scoped in the previous RAN plenary [2].
[bookmark: _Ref178064866][bookmark: _Toc45799204]2	Discussion
In order for the UE and the network to assess the integrity of the positioning estimation, it is critical that they both have the same definitions and rules of how to set their integrity KPIs, and also to transfer this knowledge and the related parameters in the most optimum way.
The integrity level can be e.g. a target/ or an estimated achievable or predicted/ or already achieved integrity level. The integrity level can be determined based on a wide range of parameters such as QoS, different detected error sources, speed of the UE, weather condition, mobility behavior of the UE, coverage and capacity condition of the network, etc.
In Fig. 1, we try to explain a simple integrity level classification in an example with four different levels, of high, medium, low and no integrity support for both UE and the network. The network and a UE may support the operation at all or a subset of levels, which may also be a part of their respective capabilities.
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Fig. 1 A simple example of integrity level classification
· No integrity: It can mean that the system has no means to assess the integrity level of the positioning estimation. As there is no systematic way, there is no way to justify the reliability and/or timeliness (actuality) of the obtained position estimation from the UE or the network.
· Low integrity: It can mean that the integrity KPIs and thresholds are defined; however, the AL and PL are set with large offset such that the system rarely has any issue with unavailability or misleading operation. The position error can also be quite high while both the network and the UE are not alerted about it.  
· Medium integrity: It can mean that the integrity KPIs and thresholds are defined, and the AL and PL are set such that sometimes the system may provide failure errors due to unavailability of proper position estimation, or notifying on the potential of misleading information, etc. 
· High integrity: It can mean that the integrity KPIs and thresholds are defined, and the AL and PL are set such tight that unless the positioning error is below some small amount, the system would not accept the performance and there is a need to repeat the measurement or add extra positioning technique to improve the position estimation. So as long as the system reports a position estimation, it is quite highly guaranteed that it is a very reliable value. 
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Observation 1	By a proper integrity level classification, it is possible to set a more clear definition for the UE and the network to assess the received integrity KPIs and estimations for any use-case. 
In [3], ESA has provided several tables in respect to safety integration level classification for the Railway use-case and also positioning integrity requirements for different Road applications. We have brought back again these tables in the Appendix of this contribution, to highlight the fact that in the already defined integrity use-cases in road and railway applications, it has been already considered to have different classification in terms of integrity KPI ranges in which different application should respond to. 
We also believe that similar type of potential should be considered in a general term between the network and the UE to define how they can relate the integrity KPI targets to the intended integrity classification. Of course, the number of classification level would remain upon implementation based on the use-case which would be considered and other standardization levels in different regions, countries and networks. For example in the first tables provided in the Appendix, the positioning integrity column is exactly the integrity level classification that we are referring to and in this case it has 3 levels, while in the second table the safety integrity is the similar concept and it has 5 levels, while one of these levels is basically to have “no integrity” support.  
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Fig. 2 Mapping of integrity KPIs and classifications
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Fig.3 Different PL representations [3]
According to Fig.3, we acknowledge the fact that it is important to support different representations of KPIs such as PL and AL depending on different use-cases. For a proper integrity support in respect to both UE-based and UE-assisted setups, it is important that the UE identifies which KPI representation and what integrity classification it can belong to with some capability signaling.

RAN2 shall study and agree on providing information on different representations of PL and AL in the TR. 
Conclusion
In the previous sections we made the following observations: 
Observation 1	By a proper integrity level classification, it is possible to set a more clear definition for the UE and the network to assess the received integrity KPIs and estimations for any use-case. 
Based on the discussion in the previous sections we propose the following:
1. RAN2 to agree on providing the information on integrity level classification in the TR. 
[bookmark: _In-sequence_SDU_delivery]RAN2 shall study and agree on providing information on different representations of PL and AL in the TR. 
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High Integrity

Medium Integrity

Integrity KPIs and thresholds are defined, and the
AL and PL are set such tight that unless the
positioning error is below some small amount, the
system would not accept the performance and
there is a need to repeat the measurement or add
extra positioning technique to improve the
position estimation. So as long as the system
reports a position estimation, it is quite highly
guaranteed that it is a very reliable value.

Low Integrity No Integrity

System has no means to assess the integrity
level of the positioning estimation. As there is
no systematic way, there is no way to justify
the reliability and/or timeliness (actuality) of
the obtained position estimation from the UE
or the network.





image2.png
[ J
| __—" HighIntegrity

— @
Measurements

Positioning Medium Integrity
Integrit
Funcion Mapping of \
integrity KPIs
Assistance Data and
classifications

Low Integrity

No Integrity





image3.png




image4.png
Along
Protection Level

Across.
- Protection Level




image5.png
Application Position Application Position
categorles RPN Integrity EEE Applications Integrity
Safety Critical | Red light violation warning 3 Smart mobility for | Road navigation with lane level
ications
Aol Queue warning 3 isers safityand | postoning
PS—— B Speed imitation information 1
S— h I vehicle signage 1
f— B Electronic horizon 1
[ —— N Reduce speed warning 1
Emergency electronic brake light 2 Donot pass waming !
‘Oversize vehicle warning 2 ‘Green Light Optimal Speed Advisory 2
360°all around view 3 Automated parking !
Blind spot ane change warning 3 Tallgate advisory 2
Pedestrians In crossroads 3 Lane departure warning syste !
Wrongeay ding 5 Slow orstationary vehidle 1
Cooperative Intersection collision N Trafficjam ahead warning !
avoidance Induding raliways Connected ecodriving 1
‘Automatic speed limitation 2 Snowplough n operation T
Emergency brake assit syste, 3 Dynamic ride sharing 1
forward collsion avoidance
Stolen vehicl recovery 1
Automatic driving 3
Autonomous car 3
Synchronization 3
Position Integrity | 1 meanslow: PL>25m at IR=10exp-4
Payment Critical | Road User Charging 2
Applications
Payas you drve Insurance 2 2medium reseved to payment rtical
[E— p applications: PL25m, at IR=10exp-4
3means high applied to safety criical applications:
Toximeter ! PL<2.5m atIR=10exp-6
Parking fee calculation 2
PL (protection level; IR (integityrisk)
Regulatory Digital Tachograph 2
Crtical
applications | Hazardous MatertalTracking 2
ecall 2
Geo-fencing (low emission zone )
area, forbbiden ares, alert)
Smart Frelght and fleet management 1
mobility traffic
management | Cargo/asset management 1
Vehicle access/clearance control 1
Floating Car Data 1
Origin-Destination survey 1
Dynamic speed harmonization 1
Emergency vehicle priority 1
Bus and tram priority at trafic

lights*





image6.png
SIL Classification

Safety On Demand Mode Continuous Mode Consequence
tegrity (Low demand mode) (High demand mode) of a failure

Probability of Tolerable Hazard
Level Availability failure on Demand Rate per hour
(failure/demand) and function
SiL4 >99.99% =10%to<10* =107to <10® Several possible dead people
in surrounding community
SIL3 99.99% =10%to <102 =10%to <107 Several possible dead people
SiL2 99% -99.99% 210°t0<10? 210710 <10° Possible serious wounded
people or one dead person
siL1 90% -99% 210?t0 <107 2100 <10° Possible minor wounds
SiLo No requirement N/A





