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1. Introduction
[bookmark: _GoBack]In RAN2#111-e, the UAC for REDCAP UEs was discussed and the UAC mechanism was decided to apply to REDCAP UEs [1]. But the details for enhancement of UAC for REDCAP UEs were left as shown below:
Agreements:
1. An indication in system information is needed to indicate whether a REDCAP UE can camp on the cell. FFS whether the indication is explicit or implicit. 
2. UAC mechanism also apply to REDCAP UEs.
3. System information indicates whether REDCAP operation is allowed/barred on a frequency. FFS reuse the legacy intraFreqReselection or introduce separate flag
4. Further discuss enhancement of UAC for REDCAP UEs, including e.g.:
	a. define new Access Identity for REDCAP UEs
	b. define new Access Categories for REDCAP UEs
	(for any final decision we need to check with SA1 and/or CT1)

Based on the agreements, we present our views on the detailed UAC enhancement for REDCAP UEs in this contribution.
2. [bookmark: Proposal_Beacon]Discussion
Refer to the legacy principles, to perform the access restriction on the REDCAP UEs, the following issues need to be considered.
Case 1: is a common restriction for the REDCAP UEs applicable?
The legacy mechanism of ‘cellBarred’ is a simple and efficient one. But the legacy mechanism cannot differ the devices with reduced capabilities from the regular devices. Considering the objective of the SI which is to allow operators to restrict their access, there is the necessity to distinguish the REDCAP NR devices from the regular devices. As we analysed in another contribution [2], the REDCAP NR devices should be distinguished from the regular NR devices and the distinction could be based on the device type of REDCAP. Then the gNB could control the access of all REDCAP UEs through the separate indication in the system information broadcast message which indicates whether the REDCAP UEs are allowed to access to the cell or not.  The indication could be included in MIB or SIB1. However, there is only 1 spare bit left in MIB, so that we have to very cautious for which purpose it should be used. On the other hand, in Rel-16 the “cellBarred” indication is used for all Rel-15/16 types of UEs, from smartphones to IIOT devices. Therefore, it would look odd if a separate Redcap indication is defined in MIB. As result, a staggered approach with a separate cellBarred-like indication in SIB1 looks more reasonable.
Proposal 1: Restriction for all REDCAP UEs accessing to a cell is supported by broadcasting a separate cellbarred-like IE for REDCAP UEs in SIB1.
Case 2: is partial barring for the REDCAP devices needed?
[bookmark: OLE_LINK2]On the other hand, according to the updated SID in RAN#88e, the requirements for REDCAP use cases are summarized in Table 1. There is different requirement for each use case which is more like the traffic requirement of the regular NR device. 
Table 1 REDCAP use case requirements
	Use cases
	Reference bit rate
	Latency
	Reliability
	Battery life

	Industrial wireless sensors 
	<2Mbps
	<100ms;
5-10ms for safety related sensors.
	99.99%
	At least few years. 

	Video surveillance
	2-4Mbps for economic video;
7.5-25Mbps for high-end video
	<500ms
	99%-99.9%
	NA

	Wearables
	5-50Mbps in DL, 2-5Mbps in UL.
peak data rate <=150Mbps in DL, <=50Mbps in UL.
	NA
	NA
	<= 1-2 weeks



Referring to the UAC procedure in NR system, overload and access are controllable and the basic rule is that which access attempts are allowed and the access probability are controllable. It was already agreed to apply UAC also to REDCAP UEs. In addition, it was agreed that we should minimise the number of device types. The device type is used to identify the REDCAP device which is more like an Access Identity. And the use cases illustrated in the SID are more like the Access Categories. Then it is possible that parts of the devices or use cases can be admitted to system depending on network load situation or the UE traffic.
The NR UAC-like procedure can realize the function of “partial barring” for the REDCAP UEs. However, some additional mechanism are needed to enhance for “partial barring” of the REDCAP UEs e.g. including that the network broadcasts the barring control information associated to the REDCAP UEs or use cases, and then the REDCAP UE determines whether an access attempt is authorized based on the barring information broadcasted for the selected PLMN by performing access barring check for an access attempt. It can work well for the purpose of partial barring by performing UAC-like procedure for the access attempt from a REDCAP UE.  
For the two potential alternatives, defining new ACs for the REDCAP use cases can provide finer granularity for the access control when multiple REDCAP use cases are supported in the same cell. It can be realized by broadcasting the UAC parameter e.g. access probability corresponding to each of use cases. But the implementation is relatively complex especially considering of the objective of UE complexity reduction.
Proposal 2: Defining new Access Categories associated with the use cases of REDCAP UEs to control the access of the REDCAP UEs is relatively complex. And it is not aligned with the objective of UE complexity reduction.
Considering the alternative of defining one new Access Identity for REDCAP UEs, then the network can control the access of all the REDCAP UEs as a whole and differentiate it from the access of legacy UEs. It is simple to implement, although the granularity of the access control may not be fine enough from the perspective of use cases. 
Proposal 3: It is simple to control of the REDCAP UEs to access to the network by defining new Access Identity for REDCAP UEs. 

                                                                                             
3. Conclusion
As a summary, we have the following proposals on the cell restriction and detailed UAC enhancement for REDCAP UEs:
Proposal 1: Restriction for all REDCAP UEs accessing to a cell is supported by broadcasting a separate cellbarred-like IE for REDCAP UEs in SIB1.
Proposal 2: Defining new Access Categories associated with the use cases of REDCAP UEs to control the access of the REDCAP UEs is relatively complex. And it is not aligned with the objective of UE complexity reduction. 
Proposal 3: It is simple to control of the REDCAP UEs to access to the network by defining new Access Identity for REDCAP UEs.   
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