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1. Introduction
In this paper, we want to discuss some problems that caused by the current “NPN-only” cell definition, and provide a solution to it.
2. Discussion
2.1 Problems with the current “NPN-only” cell definition 
Now the NPN-only cell was defined as below:
	NPN-only Cell: A cell that is only available for normal service for NPNs' subscriber. An NPN-capable UE determines that a cell is NPN-only Cell by detecting that the cellReservedForOtherUse IE is set to true while the npn-IdentityInfoList IE is present in CellAccessRelatedInfo.


Obviously, the definition from the UE side and the network side would be different:
· From the network side the “NPN-only” cell means a cell that is only available for normal service for NPNs' subscriber. It has no relation to the value of cellReservedForOtherUse, e.g. if this cell can be accepted by the UE with the emergency service, the cellReservedForOtherUse would be set to False, otherwise, it will set the cellReservedForOtherUse to True.
· From the UE side, only the cell that setting the cellReservedForOtherUse as True can be taken as the NPN-only cell.
Observation 1: The NPN-only cell definition from the UE side and the network side are inconsistent.
For example there is a CAG A with Cell 1~6, and a CAG B with cell 7~12, the CAG A and the CAG B are from the different PLMNs. For the cell 1/2/3/7/8/9, cellReservedForOtherUse was set to False, which allows the non-subscriber to access with limited service, while for the cell 4/5/6/10/11/12, the cellReservedForOtherUse was set to True. We assume that the cell 1~6 share the same system Info, while the cell 7~12 have the different SIs from the cell 1~6.
Based on the current NPN-only cell definition and the SI validity check method as below, there would be 2 problems:
	The UE shall:
1>	delete any stored version of a SIB after 3 hours from the moment it was successfully confirmed as valid;
1>	for each stored version of a SIB:
2>	if the areaScope is associated and its value for the stored version of the SIB is the same as the value received in the si-SchedulingInfo for that SIB from the serving cell:
3>	if the UE is NPN capable and the cell is an NPN-only cell and the first NPN identity included in the NPN-IdentityInfoList, the systemInformationAreaID and the valueTag that are included in the si-SchedulingInfo for the SIB received from the serving cell are identical to the NPN identity, the systemInformationAreaID and the valueTag associated with the stored version of that SIB:
4>	consider the stored SIB as valid for the cell;
3>	else if the first PLMN-Identity included in the PLMN-IdentityInfoList, the systemInformationAreaID and the valueTag that are included in the si-SchedulingInfo for the SIB received from the serving cell are identical to the PLMN-Identity, the systemInformationAreaID and the valueTag associated with the stored version of that SIB:
4>	consider the stored SIB as valid for the cell;


(1) Even the cell 1~6 share the same SIs with the same area ID and the same value tag, the UE have to receive the system Information when the UE move from cell 1~3 to cell 4~6;
(2) For the cell 1/2/3/7/8/9, for that from the UE side, it was not NPN-only cells, the UE that has both CAG1/CAG2 in the allowed CAG list will take the legacy cellAccessRelatedInfo info as reference when check the validity of the SI. Obviously such kind of info maybe not accurate, if the Ran nodes of the CAG A and B set the same PLMN/ systemInformationAreaID /valueTag in the legacy cellAccessRelatedInfo, the UE may adopt the stored version when the UE move from the cell 1/2/3 to Cell 7/8/9.
Observation 2: The current NPN-only cell definition may cause mistake on the SI validity check.
Besides, the NPN-only cell was also adopted for the network index as below:
	npn-IdentityInfoList
The npn-IdentityInfoList is used to configure a set of NPN-IdentityInfo elements. Each of those elements contains a list of one or more NPN Identities and additional information associated with those NPNs. The total number of PLMNs (identified by a PLMN identity in plmn -IdentityList), PNI-NPNs (identified by a PLMN identity and a CAG-ID), and SNPNs (identified by a PLMN identity and a NID) together in the PLMN-IdentityInfoList and NPN-IdentityInfoList does not exceed 12, except for the NPN-only cells. In case of NPN-only cells the PLMN-IdentityList contains a single element that does not count to the limit of 12. The NPN index is defined as B+c1+c2+…+c(n-1)+d1+d2+…+d(m-1)+e(i) for the NPN identity included in the n-th entry of NPN-IdentityInfoList and in the m-th entry of NPN-Identitylist within that npn-IdentityInfoList entry, and the i-th entry of its corresponding NPN-Identity, where
- B is the index used for the last PLMN in the PLMN-IdentittyInfoList; in NPN-only cells B is considered 0;
- c(j) is the number of NPN index values used in the j-th NPN-IdentityInfoList entry;
- d(k) is the number of NPN index values used in the k-th npn-IdentityList entry within the n-th NPN-IdentityInfoList entry;
- e(i) is
    - i if the n-th entry of NPN-IdentityInfoList entry is for SNPN(s);
    - 1 if the n-th entry of NPN-IdentityInfoList entry is for PNI-NPN(s).


Similarly, for the cell that is only available for normal service for NPNs' subscriber but set the cellReservedForOtherUse to False, there would be 11 NPN IDs at most, obviously this is also not the RAN2’s intention. 
Obviously, these problems are all caused by the inconsistent NPN-only definition at the UE and the network side.
Observation 3: With the current NPN-only cell definition, the cell that is only available for normal service for NPNs' subscriber but set the cellReservedForOtherUse to False, can only be shared by 11 NPN IDs at most.
For the above field description, we also can see that at the UE side, for the cells that are only available for normal service for NPNs' subscriber, the different indexing methods would be adopted for the cells with the different cellReservedForOtherUse values. Thus it also requires the RAN nodes adopt the different indexing methods for the cells with the different cellReservedForOtherUse values, otherwise, the RAN node may select the wrong Network ID.
Observation 4: For the cells that are only available for normal service for NPNs' subscriber, the RAN node shall adopt the different indexing methods for the cells with the different cellReservedForOtherUse values, otherwise, the RAN node may select the wrong Network ID.
2.2 Solutions
Based on the above discussion, we need a solution to guarantee that the definition at both the UE side and the network side are consistent. During the previous discussion, companies suggest to a dummy value for the PLMN of the legacy cellAccessRelatedInfo. As described in [1], the MCC 999 was assigned by ITU for the non-public networks
	PLMN IDs reserved for use by private networks can be used for non-public networks, e.g. based on mobile country code (MCC) 999 as assigned by ITU).


Observation 5: The non-public network (e.g. SNPN) can adopt 999 as the MCC.
Though it said that the (MCC) 999 is assigned for the non-public network, it also means that the (MCC) 999 would not be used by the public network, thus here we also can set the MCC of PLMN in the legacy cellAccessRelatedInfo to 999 for the cell that is only available for normal service for NPNs' subscriber. Then for the non-NPN-capable UE, it will not take it as a “registered or the selected” PLMN and for the NPN-capable UE, it will further check the npn-IdentityInfoList. 
Proposal 1: Set the MCC of PLMN in the legacy cellAccessRelatedInfo to 999 for the cell that is only available for normal service for NPNs' subscriber. 
Based on the proposal 1, the NPN-only cell definition can be set based on MCC of PLMN in the legacy cellAccessRelatedInfo.
Proposal 2: Change the NPN-only cell definition as below:
	NPN-only Cell: A cell that is only available for normal service for NPNs' subscriber. An NPN-capable UE determines that a cell is NPN-only Cell by detecting that the MCC of PLMN in the legacy cellAccessRelatedInfo is set to 999 while the npn-IdentityInfoList IE is present in CellAccessRelatedInfo.


The CR based on the proposal 2 was also included in [4]
Besides, in the current spec, e.g. 38300, for the NPN-only cell, we use the wording “PLMN is forbidden” as the requirement to the PLMN in the legacy cellAccessRelatedInfo. However this wording would also cause confusion, for that in the NAS layer/SA protocol [2][3], there is a definition on the forbidden PLMN as below, which is used for the case that the network reject the UE with cause #11. In other words, only when the UE was rejected by the network, the PLMN would be taken as the forbidden PLMN.
	24501:
[bookmark: _Toc20232577][bookmark: _Toc27746667]5.3.13A	Forbidden PLMN lists
In N1 mode, two lists of forbidden PLMN are managed independently per access type, i.e., 3GPP access or non-3GPP access.:
-	the list of "forbidden PLMNs" as defined in 3GPP TS 23.122 [5] is applicable for 3GPP access in N1 mode. The same list is used by 5GMM for 3GPP access, EMM, GMM and MM (see 3GPP TS 24.301 [15] and 3GPP TS 24.008 [12]), regardless whether the UE is operating in single-registration mode or dual-registration mode.
....
#11	(PLMN not allowed).
	The UE shall set the 5GS update status to 5U3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.2.2) and shall delete any 5G-GUTI, last visited registered TAI, TAI list and ngKSI. The UE shall delete the list of equivalent PLMNs and reset the registration attempt counter and store the PLMN identity in the "forbidden PLMN list". ...


Furthermore, considering the roaming case, it’s hard to find a forbidden PLMN for all of the UEs from different countries. Thus if the proposal 2 was agreed, we think it’s better to adopt a clear MCC value e.g. 999 instead of wording of “forbidden PLMN”.
Proposal 3: If the above proposals were agreed, change the wording “forbidden PLMN” for the NPN-only case to “the PLMN with MCC 999”. 
The CR based on the proposal 3 was also included in [5]
Proposal 4: If the above proposals can be agreed, agree the CR in [4] [5]. 
3. Conclusion and proposals
With the above analysis, we have the following proposals:
Observation 1: The NPN-only cell definition from the UE side and the network side are inconsistent.
Observation 2: The current NPN-only cell definition may cause mistake on the SI validity check.
Observation 3: With the current NPN-only cell definition, the cell that is only available for normal service for NPNs' subscriber but set the cellReservedForOtherUse to False, can only be shared by 11 NPN IDs at most.
Observation 4: For the cells that are only available for normal service for NPNs' subscriber, the RAN node shall adopt the different indexing methods for the cells with the different cellReservedForOtherUse values, otherwise, the RAN node may select the wrong Network ID.
Observation 5: The non-public network (e.g. SNPN) can adopt 999 as the MCC.
Proposal 1: Set the MCC of PLMN in the legacy cellAccessRelatedInfo to 999 for the cell that is only available for normal service for NPNs' subscriber. 
Proposal 2: Change the NPN-only cell definition as below:
	NPN-only Cell: A cell that is only available for normal service for NPNs' subscriber. An NPN-capable UE determines that a cell is NPN-only Cell by detecting that the MCC of PLMN in the legacy cellAccessRelatedInfo is set to 999 while the npn-IdentityInfoList IE is present in CellAccessRelatedInfo.


Proposal 3: If the above proposals were agreed, change the wording “forbidden PLMN” for the NPN-only case to “the PLMN with MCC 999”. 
Proposal 4: If the above proposals can be agreed, agree the CR in [4] [5]. 
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