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1	Introduction
The study item on the support of reduced capability NR devices for use cases such as industrial wireless sensors, video surveillance, and wearables [1] has the following objective among others:
	· Study functionality that will allow devices with reduced capabilities to be explicitly identifiable to networks and network operators, and allow operators to restrict their access, if desired [RAN2, RAN1].



RAN2 has made the following agreements in RAN2#111-e [2]:
	Agreements:
· An indication in system information is needed to indicate whether a REDCAP UE can camp on the cell. FFS whether the indication is explicit or implicit. 
· UAC mechanism also apply to REDCAP UEs.
· System information indicates whether REDCAP operation is allowed/barred on a frequency. FFS reuse the legacy intraFreqReselection or introduce separate flag
· Further discuss enhancement of UAC for REDCAP UEs, including e.g.:
a. Define new Access Identity for REDCAP UEs
b. Define new Access Categories for REDCAP UEs
(for any final decision we need to check with SA1 and/or CT1)



After the previous round of RAN meetings, the topics of RedCap UE identification and access control have been further discussed in RAN2 email discussion [914]:
* [Post111-e][914][REDCAP] UE identification and access restrictions (Huawei)
Scope: Discuss UE identification and access restrictions, addressing open issues from the meeting, taking into account possible RAN1 agreements and identifying possible solutions
Intended outcome: email discussion summary
      Deadline: Thursday OCT 15 0700 UTC (please respect this deadline)

RAN1 has made the following agreements [2] in RAN1#102-e:
	[bookmark: _Hlk49352463]Agreements:
· Further study the options for identification of RedCap UEs, including the following indication methods:
· Opt. 1: During Msg1 transmission, e.g., via separate initial UL BWP, separate PRACH resource, or PRACH preamble partitioning.
· Opt. 2: During Msg3 transmission. 
· Opt. 3: Post Msg4 acknowledgment. 
· E.g., during Msg5 transmission or part of UE capability reporting.
· Opt. 4: During MsgA transmission (subject to support of if 2-step RACH)
· Other options are not precluded.
· Note: This study intends to establish feasibility of, and pros and cons for the identified options from RAN1 perspective, without any intention of down-selection without guidance from RAN2.

Conclusion:
· RAN1 to wait for further progress in RAN2 on the issues of temporary access barring and congestion control



In this contribution we provide further explanation on our views provided in email discussion [Post111-e][914] and further propose to capture analysis in TR 38.875 for the UE identification and access control options from RAN2 point of view.
[bookmark: _Ref178064866]2	Discussion
2.1	Early identification of RedCap UEs 
In general, the gNB will be aware of the UEs radio capabilities after the connection establishment procedure once RRCSetupComplete has been received and the gNB has received the radio capabilities from AMF, or, especially in the case when a radio capability container is not available in AMF, after the security activation and the completion of network initiated UE capability transfer procedure (TS 38.331 clause 5.6.1).
The discussion in this contribution focuses on the situation where early capability indication is required, i.e., the potential case where the gNB should be made aware that a particular UE is a RedCap UE before the gNB is aware of the UE capabilities, which in general happens after RRCSetupComplete has been received by the network. 
In RAN2#111-e, the question about when to possibly identify RedCap UEs was discussed in an offline discussion [110] (summary: R2-2008192) and the discussion has continued in email discussion [914]. The following options have been discussed regarding through which message an early indication could be conveyed:
-	Option 1: Msg1, e.g. separate initial UL BWP or PRACH partitioning or separate PRACH resource configuration
-	Option 2: Msg3
-	Option 3: Msg5 (or later) 
-	Option 4: MsgA for 2-step RA
Note that the same alternatives are under discussion in RAN1 as well.
If successful scheduling and reception of Msg2 and/or Msg3 during the initial access relies on gNB knowledge of the UE being a RedCap UE, an early indication in Msg1 would be needed. This need is being discussed in RAN1 and depends e.g. on whether coverage enhancements are used, which would require special handling of Msg2/Msg3, or if RedCap UEs require scheduling using different bandwidth compared to legacy NR UEs. The discussion of the details on the need for such mechanisms is outside of RAN2 scope, and the existing RAN2 procedures should work as specified unless RAN1 indicates a change is needed for initial access (e.g. for scheduling Msg2/Msg3). From pure RAN2 perspective, there doesn’t seem to be need for an early indication in Msg1, but if one is required, there will be RAN2 impact on configuring such indication.
[bookmark: _Toc54181268]RAN1 is discussing whether early indication is needed for configuring transmission parameters for Msg2/3 transmission.
[bookmark: _Toc54181269]Without further RAN1 input, there doesn’t seem to be a need to introduce early RedCap identification in Msg1 from pure RAN2 point of view.
However, even if Msg3 is always scheduled in a way which supports RedCap operation in the cell (e.g. taking possible BW restriction into account), for Msg4 and Msg5 we think the scheduling should take into account the minimal capabilities of RedCap UEs e.g. regarding supported transmission BW. Also, for the possibility for the network to reject an RRC request from a RedCap UE, we think an indication should be provided in Msg3. Such a situation could be e.g. temporary congestion where gNB may want to prioritize the access of other types of UEs, and when it is not purposeful to use other mechanisms, e.g. change SI indication whether cell has enabled RedCap usage (assuming such indication would be specified).
[bookmark: _Toc54181270]It would be beneficial from RAN2 perspective to specify early indication in Msg3.
However, until it is understood whether an early indication is needed and if, at which step of initial access or connection establishment procedures, we would like to keep the door open for all options. It is possible that early indication would be preferable in some specific deployments and configurations but not needed in other ones. In such case we would be open to the possibility for the network to configure which option to use for a possible early indication.
[bookmark: _Toc54181271]The best option for early indication may vary from scenario to scenario, thus it should be possible for the network to configure which option to use.
To help with the eventual decision, we propose to capture the different options and analysis in the TR: 
[bookmark: _Toc53350378][bookmark: _Toc54181272]In the TR, capture feasibility/pros/cons for different options from RAN2 perspective, considering the input in the table in this contribution.


	Option
	Feasibility/pros/cons from RAN2 perspective

	Option 1: Msg1
	Feasibility:
· Yes, from RAN2 point of view. 
Pros:
· Msg2/3/4/5 transmission parameters can be optimized for RedCap and non-RedCap UEs, respectively
· Msg2 and Msg3 can be scheduled using the UE supported BW and appropriate coverage compensation.
· Does not necessarily require any additional bits in Msg3 or a further indication
Cons:
· Increased PRACH resource consumption/fragmentation. The fragmentation could multiply if Msg1 indication is further used for RedCap UE identification, Small Data transmission and slicing, possibly leading to resource depletion. 
· Configuration complexity, especially if multiple features in the cell require PRACH fragmentation.

	Option 2: Msg3
	Feasibility:
· Yes, from RAN2 point of view. 
Pros:
· Msg4/5 transmission parameters can be optimized for RedCap and non-RedCap UEs, respectively.
· No increased PRACH resource consumption/fragmentation.
· gNB can be aware UE is a RedCap UE before capability signalling.
· gNB would be able to reject connection establishment request based on UE being a RedCap UE. 
Cons:
· Msg2/3 transmission parameters cannot simultaneously be optimized for RedCap and non-RedCap UEs, if there would be a need to.
· Requires at least one bit in Msg3 and potentially a larger Msg3 TBS. Currently, in RRC signalling there are only one spare bit left in ASN.1 for the relevant RRC messages. 

	Option 3: Msg5+
	Feasibility:
· Yes, however later indication (than Msg1/Msg3) would not be needed to resolve any particular issue as UE capabilities are available.  
Pros:
· No need to use resources or make specification changes for earlier indications in Msg1 or Msg3. 
Cons:
· Msg2/3/4/5 transmission parameters cannot simultaneously be optimized for RedCap and non-RedCap UEs, if there would be a need to.
· gNB would receive UE capabilities after Msg5 in any case, thus scheduling of data traffic would benefit from proper configuration regardless whether there is indication in Msg5 or not. 

	Option 4: MsgA
	Feasibility:
· Yes
Pros:
· MsgB and Msg5 transmission parameters can be optimized for RedCap and non-RedCap UEs, respectively
· Pros for UE indication in MsgA preamble part are similar as for Option 1
· Pros for UE indication in MsgA PUSCH part are similar as for Option 2
Cons:
· Cons for UE indication in MsgA preamble part are similar as for Option 1
· Cons for UE indication in MsgA PUSCH part are similar as for Option 2



2.2	Access control and restriction of RedCap UEs
For access control and restriction, the following options have been discussed e.g. in email discussion [914]:
· Cell barring, either
· explicit, e.g. a new bit indicating whether cell has enabled RedCap use in the cell in SIB1 
· implicit, e.g. presence of PRACH configuration for RedCap UEs
· Access barring through UAC
· either using Access Identities or Access Categories

UAC
We can further check with CT1 and SA1 whether Access Identities or Categories would be more suitable for indicating the RedCap UE type or use case. From RAN2 perspective, we could capture following analysis as baseline in TR 38.875 (TS 22.261 clause 6.22 to be used as reference):
Access Identities (AI): AIs currently have 16 possible code points, where 3-10 are reserved for future use. Currently Multimedia Priority Service and Mission Critical Service have Access Identity numbers, as do legacy EPC Access Classes 11-15 which are mapped to AIs 11-15. For RedCap, one of the reserved values could be taken into use, which would correspond to equating one AI as RedCap access and/or UE type. If AI is used to indicate RedCap UE, updates to the UAC algorithm and access barring check are needed to properly check for barring of RedCap UE. Corresponding changes are needed for ASN.1.
Access Categories (AC): Currently AC 0-10 are in explicit use, where 11-31 are reserved to be standardized and 32-63 are based on operator classification. ACs map to specific types of access attempts, and AC 1 maps to delay tolerant service which may be relevant for RedCap UEs. A RedCap supporting different services and access attempt could map into different ACs, or AC 1 if it supports delay tolerant service. Thus, one RedCap specific AC might not be enough to capture the intention of the existing UAC mechanism. Thus, if AC is to be used, there might be need to define multiple ACs for RedCap. One possibility can be to define “RedCap access attempt” which would map to one AC. If AC is used without a RedCap specific AI, there doesn’t seem to be need to update the UAC algorithm in TS 38.331.
Other access control methods
In addition, as discussed in our previous contribution to RAN2#111-e R2-2006912, especially in the case when separate PRACH resources, separate RACH configuration, or separate preambles are configured for RedCap UEs, the random access configuration could be more “restrictive” compared to non-RedCap random access. For example, the number for maximum attempts or the back-off timer could be configured separately between RedCap and non-RedCap RA. 

[bookmark: _Toc54181273]In the TR, capture analysis for different options for access control and restriction of RedCap UEs from RAN2 perspective, including cell barring, access barring through UAC and possibility to configure different random access parameters for RedCap UEs.

Conclusion
In the previous sections we made the following observations: 
Observation 1	RAN1 is discussing whether early indication is needed for configuring transmission parameters for Msg2/3 transmission.
Observation 2	Without further RAN1 input, there doesn’t seem to be a need to introduce early RedCap identification in Msg1 from pure RAN2 point of view.
Observation 3	It would be beneficial from RAN2 perspective to specify early indication in Msg3.
Observation 4	The best option for early indication may vary from scenario to scenario, thus it should be possible for the network to configure which option to use.

Based on the discussion in the previous sections we propose the following:
Proposal 1	In the TR, capture feasibility/pros/cons for different options from RAN2 perspective, considering the input in the table in this contribution.
Proposal 2	In the TR, capture analysis for different options for access control and restriction of RedCap UEs from RAN2 perspective, including cell barring, access barring through UAC and possibility to configure different random access parameters for RedCap UEs.
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