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1 Introduction

An email discussion#914 about the UE identification and access restrictions was held after the RAN2#111e meeting. This contribution will further discuss the UE identification and access restrictions.

2 Discussion

During the email discussion, whether to identify RedCap UEs is needed during MSG1/MSG3/MSG5/MSGA is discussed separately.  
For MSG1 most companies agree that it depends on RAN1 whether it needs to identify RedCap UEs via RACH resources. Because the argument is mainly about schedule msg2/3 or larger initial BWP, so the decision should be made by RAN1.

For MSG3, the main arguments are about whether larger BWP is needed for RedCap UE and whether network can reject the redcap UE based on the load and its strategy upon msg3. The opinions from the participant on this issue are split. Some further discussion is needed.
Considering the 2 main arguments: For the case, the network can reject the RedCap UE based on the load and its strategy upon reception MSG3. It seems it is RAN2 work, but to identify the RedCap is not the only solution for this scenario. As UAC is supported for RedCap to control the access restrictions which is agreed last meeting, so if the network wants to prevent the RedCap UE from accessing the Cell for specified service, the network can realize it by setting suitable UAC parameters to control the RedCap UE’s access. So from RAN2 perspective, the network doesn’t need to identify the RedCap UE during MSG3, for the sake of the RedCap UE rejection. 
Observation 1 
Network can control the RedCap UE access the cell via setting suitable UAC parameters for RedCap UE instead of rejecting the RedCap UE via identifying the RedCap UE during MSG3. 
For another argument, i.e. larger BWP used for RedCap UE, whether it is supported is not decided by RAN2, it should be RAN1 issue either; so whether to identify RedCaps is needed during MSG3 also depends on RAN1 discussion.

Observation 2 
It depends on RAN1 whether to identificiation of RedCaps based on MSG3 is needed. From RAN2 perspective it is not necessary to identify the RedCap UEs during MSG3.
For MSG5, almost all the participant it doesn’t need to identify the RedCap UE during MSG5, the UE capability report should be enough.  

For MSGA, the analysis is similar with MSG1/MSG3.

So whether identify RedCap UEs is needed during the initial access procedure should be decided by RAN1, and from RAN2 perspective, it is no needed to identify the RedCap UE during MSG5. There may be a need to identify a UE for proper UE capability interpretation, which is a separate topic as we discussed in [2]. So only MSG1/MSG3/MSGA needed to be discussed by RAN1 to decide the necessity for identify RedCap UE during initial access.
Proposal 1
Whether it is necessary to identify RedCap UE during MSG1/MSG3/MSGA should be decided in RAN1. It is not needed to identify the RedCap UE during MSG5 from RAN2 perspective.

3 Conclusion
This contribution discusses the identification and access restriction for devices with reduced capabilities, and we propose:

Observation 1 
Network can control the RedCap UE access the cell via setting suitable UAC parameters for RedCap UE instead of rejecting the RedCap UE via identifying the RedCap UE during MSG3. 
Observation 2 
It depends on RAN1 whether to identificiation of RedCaps based on MSG3 is needed. From RAN2 perspective it is not necessary to identify the RedCap UEs during MSG3.
Proposal 1
Whether it is necessary to identify RedCap UE during MSG1/MSG3/MSGA should be decided in RAN1. It is not needed to identify the RedCap UE during MSG5 from RAN2 perspective.
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