Page 4
Draft prETS 300 ???: Month YYYY
3GPP TSG-RAN WG2 #112e	R2-2009228 
Electronic meeting, November 2nd – 13th 2020

Agenda Item:	8.7.4
Source:	Ericsson
Title:	Remaining aspects for discovery
Document for:	Discussion, Decision
1	Introduction
In post email discussion [Post111-e][623][Relay] Remaining issues on relay discovery (OPPO), companies have expressed views on the below issues.
[Post111-e][623][Relay] Remaining issues on relay discovery (OPPO)
	Scope: Discuss the remaining issues on relay discovery:
· Need for MAC and/or PHY solution to differentiate discovery messages
· Need for separate resource pool for discovery messages
· Handling of potential cases where the serving gNB is not sidelink-capable
· Conditions for discovery for UE-to-UE relay
· FFS points in the discovery conclusions from RAN2#111-e
	Intended outcome: Summary to next meeting
	Deadline:  Long
However, during the email discussion, firstly, we have observed some issues for which companies have diverse views, therefore, we would like to have further analyses in this paper on these issues. Secondly, there are also some remaining issues which were not thoroughly discussed which may cause intensive RAN2 efforts and need to be discussed in SI phase. 
Therefore, in this paper, we discuss these two aspects and analyze potential RAN2 impacts introduced by these issues. 
[bookmark: _Ref178064866]2	Discovery remaining issues
2.1 Discovery model


Figure 1: UE-to-Network Relay discovery and selection
As captured in solution#19 in TS 23.752, the Model A and Model B procedure in solution #1 are applied for UE-to-Network Relay discovery. In Model A, UE-to-Network Relay announces the discovery message which includes relay related information. In Model B, Remote UE requests relay related information in discovery solicitation message, UE-to-Network Relay sends discovery response message which matches the information in discovery solicitation message.
In Model A, the UE-to-Network Relay includes at least the following information in discovery announce message:
-	Service and application information that is enabled or authorised to be relayed.
-	Group information the UE-to-Network Relay can provide the relay service.
-	Slicing information (e.g. Allowed NSSAI) the UE-to-Network Relay is enabled or authorised to be relayed.
-	DNN information the UE-to-Network Relay is authorised to access.
-	The HPLMN or VPLMN for the UE-to-Network Relay.
When the Remote UE is triggered e.g. by an upper layer application or by the user to monitor proximity of other UEs for the interested group(s) and/or interested applications, and if the Remote UE is authorised to perform the monitoring procedure for the group(s) and/or applications, then the Remote UE monitors the discovery message. The Remote UE verifies the security protection element using the provisioned security parameters corresponding to the application. If the verification of the security protection element succeeds, the service is successfully discovered by the monitoring UE. The Remote UE may then notify the application layer using the result of the discovery.
In Model B, the Remote UE includes at least requested information for the relay in discovery solicitation message, the information listed in discovery announcement message of Model A can also be included in discovery solicitation message. The UE-to-Network Relays receiving the discovery solicitation message determine to send discovery response message if they can provide the relay connection associated with the information in the discovery solicitation message. And the UE-to-Network Relay includes the associated information in discovery response message.
Based on the above texts, it is observed that Model A is supported by Relay UE, while Model B is supported by Remote UE.
[bookmark: _Toc54292644]As captured in TS 23.752, Relay UE can initiate a discovery using Model A. 
[bookmark: _Toc54292645]As captured in TS 23.752, Remote UE can initiate a discovery using Model B.  
From technical potential perspective, it is also feasible to let Remote UE to initiate a discovery procedure using discovery model A. However, in Model A, Remote UE would be required to send the announcement message periodically, which is not power efficient. Meanwhile, a UE which can operate as a Relay UE, would be implicitly required to have sufficient power to support relaying of the data from the remote UE. In this case, Model A would be sufficient for Relay UE. In Model B, the Remote UE can send solicitation message in an on-demand fashion, i.e., Model B procedure is started when a discovery event is being triggered. A Remote UE triggers a discovery procedure to find target relay UE in case the Remote UE needs to change to an indirect path. Model B would be more suitable for Remote UE than Model A. 
[bookmark: _Toc54292646]It is sufficient for Relay UE to initiate a discovery procedure only using Model A. 
[bookmark: _Toc54292647]It is sufficient for Remote UE to initiate a discovery procedure only using Model B. 
Meanwhile, allow Remote UE or Relay UE to initiate discovery using both models would impose additional operational complexity.  Therefore, we would like to propose that 
[bookmark: _Toc54292658]To reduce design complexity, RAN2 confirms to capture the below texts in the TR 38.836
a. [bookmark: _Toc54292659]Relay UE initiates a discovery only using Model A.
b. [bookmark: _Toc54292660]Remote UE initiates a discovery only using Model B.
Meanwhile, both Model A and Model B are supported for a service or application, or a group of UEs, since there will be both potential Remote UE and Relay UE involved with the service, application or in the group.
[bookmark: _Toc54292661]Model A and Model B can be applied at the same time for a same service, application or a group.
2.2 separate or shared resource pool for discovery
In [1], it was highlighted by companies that, with separate resource pool, it would lead to unnecessary resource fragmentation, since the discovery resource pool will not be reused for data transmission. Meanwhile, discovery message has relatively small size, and long transmission periodicity. A separate resource pool would also cause low resource utilization efficiency.
[bookmark: _Toc54292648]Discovery with separate resource pool may lead to unnecessary resource fragmentation, and low resource utilization efficiency. 
It was also highlighted that there will be a risk of unnecessary signaling overhead due to the support of dedicated resource pool for discovery.
[bookmark: _Toc54292649]Discovery with separate resource pool may lead to unnecessary signaling overhead. 
In [1], it was also argued that separate resource pool may improve power consumption if RX UE can reduce monitoring discovery message assuming it is a sparse resource pool. As pointed out in the post email discussion [627] that it is also not difficult for shared resource pool as long as RX UE knows how often it should monitor discovery message.
[bookmark: _Toc54292650]Separate resource pool and shared resource pool can lead to the same power consumption for RX UE. 
In [1], one main argument for supporting separate resource pool is that different power control parameters can be applied to discovery. In our view, discovery and data transmission are typically performed in different time phases, meaning that discovery message is typically transmitted alone.  So, with shared resource pool, it is also feasible to apply particular treatment (e.g., power control scheme) for discovery if it is justified.
[bookmark: _Toc54292651]With shared resource pool for discovery, it is also feasible to apply particular treatment (e.g., different power control scheme) for discovery. 
Another argument is that separate resource pool can already differentiate discovery message from the first place implicitly. RAN2 may therefore no need to define AS mechanism to distinguish discovery message from PC5-S and other traffic. However, supporting separate resource pool for discovery would affect RAN1 so that additional standardization efforts would be required for RAN1. 
[bookmark: _Toc54292652]Supporting separate resource pool would also require additional standardization efforts for RAN1. 
As a general summary, the benefits with separate resource pool for discover pool are unclear. Meanwhile, RAN2 has already agreed to transmit discovery message over SL communication channel.  It would be very natural to let discovery and SL communication to share a common resource pool.
[bookmark: _Toc54292653]It is natural to let discovery and SL communication to share a common resource pool since discovery is transmitted over SL communication channel. 
Therefore, we would like to propose that 
[bookmark: _Toc54292662]RAN2 agrees to only support shared resource pool (i.e., shared with SL communication) for discovery.
2.2 How to distinguish discovery from existing SL signalling and traffic
In post email discussion [Post111-e][623][Relay], there are several options discussed. They are highlighted as the below
· Option1: PHY layer solution only
· Option2: MAC layer solution only
· Option3: both PHY and MAC solutions

In our views, Option 1 is not contradicting with Option 2, therefore, both can be supported.
For Option 1, without changing the existing SCI format, a special ID (e.g., HARQ process ID or destination ID) can be defined to identify discovery message, in this way, the RX UE can already identify discovery message upon reception of a SCI signaling, then UE can skip decoding PSSCH channel if the UE is not interested to monitor discovery. Meanwhile, RAN1 impact can be minimized. However, whether or not Option 1 should be adopted should be decided by RAN1. RAN2 can send a LS to RAN1 for asking the feasibility of Option 1.
[bookmark: _Toc54292663]RAN2 sends LS to RAN1 for asking the feasibility of Option 1, i.e., whether a special ID can be introduced in the existing SCI format to identify discovery message.
For Option 2, its benefit is that, it will not affect RAN1. 
Regardless which option is adopted, it is necessary to define a new SL SRB (e.g., SL SRB4) for discovery. Since the UE may have both existing SL SRB signaling and discovery message supported. In this case, reuse an existing SL SRB would make it difficult to distinguish discovery from existing SL SRB signaling. 
[bookmark: _Toc54292664]RAN2 defines a new SL SRB (e.g., SL SRB4) for discovery message.
Accordingly, a new LCID needs to be defined in the MAC to identify MAC SDUs from the new SL SRB.
[bookmark: _Toc54292665]A new LCID needs to be defined in the MAC to identify MAC SDUs from the new SL SRB.
An example of the new LCID is illustrated in the below table.
	Index
	LCID values

	0
	SCCH carrying PC5-S messages that are not protected

	1
	SCCH carrying PC5-S messages "Direct Security Mode Command" and "Direct Security Mode Complete"

	2
	SCCH carrying other PC5-S messages that are protected

	3
	SCCH carrying PC5-RRC messages

	4
	SCCH carying discovery messages

	5–19
	Identity of the logical channel

	20–61
	Reserved

	62
	Sidelink CSI Reporting

	63
	Padding



In the existing specification, the LCH priority of SL SRBs is 1 i.e. the highest priority. For discovery LCH, it is enough to reuse the same rule as in the existing spec, i.e., set discovery LCH priority as 1. In this case, all SL SRBs have the same priority level, i.e., the highest priority. In case a UE has both discovery message and other SL SRBs available, the UE needs to ensure them to be equally served in the LCP.
[bookmark: _Toc54292666]Discovery LCH has the same LCH priority as existing SL SRBs, i.e., 1.
[bookmark: _Toc54292667]In case UE has both discovery message and other SL SRBs available, the UE LCP needs to ensure they are served equally.
2.3 Security aspect
In RAN2#111-e, one security issue on discovery was highlighted in [2]. It was note that SA2 has agreed security protection of discovery message can be provided via 5G DDNMF at upper layers (i.e. supported via PC5 discovery protocol). Therefore, it was suggested to not perform security (i.e., integrity) protection in PDCP for discovery. Meanwhile, the ciphering function can be also disabled since the discovery procedure should be open between remote UEs and relay UEs. We think the suggestion is reasonable. In addition, it is beneficial to reduce PDCP processing time by disabling security protection in PDCP. This would be beneficial to achieve latency reduction for delay critical public safety services. We would like to echo the suggestion that
[bookmark: _Toc54292654]It is unnecessary to apply security protection in PDCP, since DDNMF is already available to provide security protection for discovery message. 
[bookmark: _Toc54292655]Disabling security protection in PDCP is beneficial to reduce PDCP processing time for delay critical public safety services. 
[bookmark: _Toc54292668]RAN2 confirms that discovery messages can be protected via DDNMF, therefore security protection (i.e., ciphering and integrity protection) is not performed in PDCP for discovery.
[bookmark: _Ref189046994]3 Conclusion
In the previous sections we made the following observations: 
Observation 1	As captured in TS 23.752, Relay UE can initiate a discovery using Model A.
Observation 2	As captured in TS 23.752, Remote UE can initiate a discovery using Model B.
Observation 3	It is sufficient for Relay UE to initiate a discovery procedure only using Model A.
Observation 4	It is sufficient for Remote UE to initiate a discovery procedure only using Model B.
Observation 5	Discovery with separate resource pool may lead to unnecessary resource fragmentation, and low resource utilization efficiency.
Observation 6	Discovery with separate resource pool may lead to unnecessary signaling overhead.
Observation 7	Separate resource pool and shared resource pool can lead to the same power consumption for RX UE.
Observation 8	With shared resource pool for discovery, it is also feasible to apply particular treatment (e.g., different power control scheme) for discovery.
Observation 9	Supporting separate resource pool would also require additional standardization efforts for RAN1.
Observation 10	It is natural to let discovery and SL communication to share a common resource pool since discovery is transmitted over SL communication channel.
Observation 11	It is unnecessary to apply security protection in PDCP, since DDNMF is already available to provide security protection for discovery message.
Observation 12	Disabling security protection in PDCP is beneficial to reduce PDCP processing time for delay critical public safety services.


Based on the discussion in the previous sections we propose the following:
Proposal 1	To reduce design complexity, RAN2 confirms to capture the below texts in the TR 38.836
a.	Relay UE initiates a discovery only using Model A.
b.	Remote UE initiates a discovery only using Model B.
Proposal 2	Model A and Model B can be applied at the same time for a same service, application or a group.
Proposal 3	RAN2 agrees to only support shared resource pool (i.e., shared with SL communication) for discovery.
Proposal 4	RAN2 sends LS to RAN1 for asking the feasibility of Option 1, i.e., whether a special ID can be introduced in the existing SCI format to identify discovery message.
Proposal 5	RAN2 defines a new SL SRB (e.g., SL SRB4) for discovery message.
Proposal 6	A new LCID needs to be defined in the MAC to identify MAC SDUs from the new SL SRB.
Proposal 7	Discovery LCH has the same LCH priority as existing SL SRBs, i.e., 1.
Proposal 8	In case UE has both discovery message and other SL SRBs available, the UE LCP needs to ensure they are served equally.
Proposal 9	RAN2 confirms that discovery messages can be protected via DDNMF, therefore security protection (i.e., ciphering and integrity protection) is not performed in PDCP for discovery.
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