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1 Introduction
RAN2 discussed L3 relay in RAN2#111-e [1] and captured the agreements in TR 38.836 [2]. Then, post-meeting email discussion#621 further discussed service continuity of L3 relay [3]. However, we still have some FFS / Editor’s Notes captured in TR 38.836 on QoS handling, security and U2U relay, and some summary proposals in [3] need some further discussion. In this contribution, we discuss these remaining issues. Specifically, the following issues are discussed:

· FFS on QoS handling in TR 38.836:
Editor note: RAN2 can discuss AS impacts related to SA2 specified QoS solutions.
Editor note: RAN2 further discuss whether it is sufficient to enforce E2E QoS via legacy PC5 RRC reconfiguration of SLRB and resource allocation.
· FFS on security in TR 38.836:

Editor note: whether the SA2 captured solutions can satisfy the security requirement depends on SA3.  
Editor note: RAN2 will evaluate any impact in RAN2 scope from these solutions.
· FFS on control plane procedure of L3 U2N relay in TR 38.836:

Editor note: FFS if there is RAN2 impact to support the related control plane procedures.
Editor note: RAN2 will further consider procedures with RAN2 impact.

· Missing parts of L3 U2U relay in TR 38.836:
Sections of “QoS” (5.6.2), “Security” (5.6.3) and “Control Plane Procedure” (5.6.4) are currently blank in TR 38.836.
· Proposals needs further discussion on service continuity
Proposal 1-6: R2 deprioritize the scenario where remote UE has the simultaneous transmission of one QoS flow with both source and target path for the optimization of “almost 0ms interruption” (e.g. DC-like mobility, DAPS-like mobility and AS layer make-before-break-like mobility), in both L2 and L3 relay.

Proposal 3-2: FFS: R2 attempt to study the AS layer solution to guarantee the service continuity in L3 U2N relay.
2 Discussion  

2.1 FFS on QoS handling in TR 38.836
As we mentioned in Section 1, current TR 38.836 has the following 2 FFSs / Editor’s Notes on QoS handing of L3 U2N relay:

Editor note: RAN2 can discuss AS impacts related to SA2 specified QoS solutions.
Editor note: RAN2 further discuss whether it is sufficient to enforce E2E QoS via legacy PC5 RRC reconfiguration of SLRB and resource allocation.
In current SA2 TR 23.752 [4], there are two following QoS handling solutions captured for L3 U2N relay:   
1)
Solution#25: PCF sets separate Uu QoS parameters and PC5 QoS parameters;

2)
Solution#24: End-to-End QoS support, where relay UE can obtain a mapping between PQI and 5QI from SMF/PCF.

Note that RAN2 has agreed that RAN2 don’t intend to study QoS enhancement for L3 UE-to-Network Relay. Thus, we only need to discuss the AS impact of the above two solutions in SA2 TR:
· For Solution#25, no new AS procedure is required because gNB and relay can independently reconfigure Uu/PC5 bearers via legacy AS procedures. 
· For Solution#24, we also think no new AS procedure is required. According to TR 23.752, relay can obtain a mapping between PQI and 5QI from core network (SMF/PCF). With such QoS mapping, we think it is up to relay UE implementation to calculate the updated QoS profile. And then relay can accordingly enforce E2E QoS via legacy PC5 RRC procedure including SLRB reconfiguration and the bearer mapping.          
Observation 1: Relay can enforce E2E QoS via legacy PC5 RRC procedure based on the mapping between PQI and 5QI obtained, or PC5 QoS parameter from core network. Signaling details can be discussed in WI phase.
Based on above analysis, we propose to remove the two Editor Notes on QoS handling, and capture that no new AS procedure is required to support QoS handling in RAN2 TR 38.836. 
Proposal 1: Remove the following 2 Editor Notes on QoS handling in L3 U2N relay:
“Editor note: RAN2 can discuss AS impacts related to SA2 specified QoS solutions.

Editor note: RAN2 further discuss whether it is sufficient to enforce E2E QoS via legacy PC5 RRC reconfiguration of SLRB and resource allocation.”
Proposal 2: In TS 38.836, capture “Relay can enforce E2E QoS via legacy PC5 RRC procedure based on the mapping between PQI and 5QI, or PC5 QoS parameter obtained from core network”.
2.2 FFS on security in TR 38.836
Current TR 38.836 has the following FFSs / Editor’s Notes on the requirement of Security in L3 U2N relay:

Editor note: whether the SA2 captured solutions can satisfy the security requirement depends on SA3. 
SA3 has sent reply LS to SA2 [6] to indicate that E2E security solution of L3 U2N relay (i.e. solution#23) is feasible to meet end-to-end security requirements for the remote UE:   

SA3 did a preliminary analysis of the UE-to-Network Relay, Layer-3 Relay detailed in solution #6 and #23 vs Layer-2 Relay detailed in solution #7, against the key issues and potential security requirements agreed in Version 0.1.1 of the SA3 TR 33.847 and concluded both solution#23 and solution #7 are feasible to meet end-to-end security requirements for the Remote UE.
Observation 2: SA3 has sent reply LS to SA2 (S3-202689) to indicate that E2E security solution of L3 U2N relay (i.e. solution#23) is feasible to meet end-to-end security requirements for the remote UE
So, the above Editor note can be removed, and the conclusion should be captured in RAN2 TR.
Proposal 3: In TS 38.836, capture “SA3 concluded solution#23 with N3IWF is feasible to meet end-to-end security requirements for the remote UE”, and remove the following FFS:
“Editor note: whether the SA2 captured solutions can satisfy the security requirement depends on SA3.” 
Meanwhile, current TR 38.836 has the following FFSs / Editor’s Notes on RAN2 impact of Security in L3 U2N relay:

Editor note: RAN2 will evaluate any impact in RAN2 scope from these solutions.
In current RAN2 TR 38.836, there are two following security solutions captured for L3 U2N relay:   

· Legacy separate Uu security and PC5 security;

· E2E solution via N3IWF in solution #23 of TR 23.752;
There were some offline discussions about AS impact in RAN2#111-e which is summarized in Rapporteur report [5]. Basically, companies raised the below 3 impacts related to the E2E security solution with N3IWF (Solution#23):

1) Whether remote UE and relay UE need to and how to differentiate NAS and UP traffic
· NAS signaling is generally transmitted over SRB. But in N3IWF solution, it may need to send over DRB; 
· Some company had concern that if NAS and UP traffic are not differentiated in AS, the QoS of NAS signaling may not be guaranteed
2) Whether need to differentiate security traffic and non-security traffic in AS layer
· Some company had concern whether AS needs to differentiate security traffic and non-security traffic, considering N3IWF will increase the latency of security traffic
3) IP header overhead caused by N3IWF solution
· Some company had concern on the increased overhead due to extra IP header needed (e.g. IPSec layer)
We provide our view on these points one by one:

· For 1), it is our understanding that both NAS and UP traffics should be sent over Uu/PC5 DRB because both are transmitted via IPSec tunnel. However, please note that LTE and NR have specified multiple solutions to send control signaling over DRB, e.g. IMS signaling. Hence, we don’t see any issue to send both NAS and UP traffics over DRB. Furthermore, we agree that it is useful for QoS handling if NAS and UP traffic can be differentiated in AS. However, we also believe the AS differentiation can be achieved by assigning different 5QI for NAS and UP traffic and mapping to different DRB, which is also like IMS. In short, we don’t think new AS procedure is required to differentiate NAS and UP traffics with N3IWF.
Observation 3: In E2E security solution with N3IWF, both NAS and UP traffics can be sent over Uu/PC5 DRB because both are transmitted via IPSec tunnel. And similar to IMS, their AS differentiation can be achieved by assigning different 5QI for NAS and UP traffic and mapping to different DRBs. 
· For 2), first we think it is general principle that whether higher layer ciphered or not should be transparent to AS layer, i.e. PC5/Uu doesn’t need to be aware whether the traffic is ciphered by IPSec. Secondly, the differentiation can be achieved in PDU session level. Please note that SA2 had discussed that multiple PDU Sessions can be configured on relay UE by core network in solution#23 [4]. In short, we don’t think new AS procedure is required to differentiate security traffic and non-security traffic with N3IWF.
Observation 4: In E2E security solution with N3IWF, no new AS procedure is required to differentiate security traffic and non-security traffic with N3IWF because: 
1) According to general principle, whether higher layer ciphered or not should be transparent to AS layer;

2) Their differentiation can be achieved in PDU session level. Please note that SA2 had discussed that multiple PDU Sessions can be configured on relay UE by core network in solution#23.
· For 3), we agree that there is IP header overhead when N3IWF solution is used. This overhead is due to the IP headers introduced by the outer IP header and inner IP header. The L3 remote UE end-to-end NAS and UP traffic is sent over the hop-by-hop PC5 and Uu connections of the relay UE. Each hop has PDCP layer terminating between the end points of the corresponding hop. That is, PC5 PDCP is terminated between the remote UE and relay UE and the Uu PDCP is terminated between the relay UE and the gNB. NR Rel-16 Uu and PC5 PDCP ROHC supports “ESP/IP profile” and can be used with N3IWF solution to compress the outer IP header on each hop. ROHC cannot compress the inner IP as it is invisible after IPSec (looks like payload to ROHC). Thus, we think that the discussion on IPSec layer and inner IP header overhead is not in RAN2 scope and should be left to SA2 discussion. We think that in response to the overhead issue for N3IWF solution, RAN2 can at least conclude that ROHC can be used on PC5 PDCP and Uu PDCP to reduce the overhead due to outer IP header for the N3IWF solution.
Based on above analysis on 1) and 2), we think no new AS procedure is required to support N3IWF solution. Thus, we can remove the Editor Notes.
Proposal 4: RAN2 confirm that no new AS procedure is required to support E2E security solution with N3IWF, and accordingly remove the following Editor Note on Security in L3 U2N relay:

“Editor note: RAN2 will evaluate any impact in RAN2 scope from these solutions.”
And based on analysis on 3), we propose to leave it to SA2 on evaluation of overhead issue for the inner IP header of IPSec. 
Observation 5: In E2E security solution with N3IWF, PC5 PDCP is terminated between the remote UE and relay UE and the Uu PDCP is terminated between the relay UE and the gNB. PDCP ROHC “ESP/IP profile” can be used to compress the outer IP header on each hop.
Proposal 5: For E2E security solution with N3IWF, RAN2 conclude that outer IP header on each hop can be compressed by ROHC "ESP/IP profile” and leave the discussion on the overhead issue caused by inner IP header of IPSec to SA2.
2.3 FFS on control plane procedure of L3 U2N relay in TR 38.836
Current TR 38.836 [2] has the following 2 FFSs / Editor’s Notes on Security of L3 U2N relay:

Editor note: FFS if there is RAN2 impact to support the related control plane procedures.
Editor note: RAN2 will further consider procedures with RAN2 impact.

Note that RAN2 TR has captured the following AS impacts on control plane procedures:
-
Step 2: the discovery procedure, which is described in Section 4.2.

-
Step 3: the relay (re)selection procedure, which is described in Section 4.3.

-
Step 4: Rel-16 NR V2X PC5-RRC establishment procedure is reused to setup a secure unicast link between Remote UE and Relay UE before unicast traffic relaying.

For other RAN2 impacts, we think we only need to further capture that “relay can enforce E2E QoS via legacy PC5 RRC procedure based on the mapping between PQI and 5QI obtained from core network” for step 4 as discussed in Section 2.1. 
Observation 6: As discussed in QoS handling and Security, there is no further RAN2 impact to support control plane procedure of L3 U2N relay, rather than enforcing E2E QoS via legacy PC5 RRC procedure based on obtained mapping between PQI and 5QI, or PC5 QoS parameter. 
We don’t expect further RAN2 impacts to support control plane procedure of L3 U2N relay. If any, we think discuss in WI phase. Thus, we propose:  
Proposal 6: For control plane procedure of L3 U2N relay:
· For step 4, further capture that “relay can enforce E2E QoS via legacy PC5 RRC procedure based on the mapping between PQI and 5QI, or PC5 QoS parameter obtained from core network”.
· Remove the following two Editor Notes:
“Editor note: FFS if there is RAN2 impact to support the related control plane procedures.

Editor note: RAN2 will further consider procedures with RAN2 impact.”
· Further AS impacts (if any) can be discussed in WI phase
2.4 Missing parts of L3 U2U relay in TR 38.836
In current TR 38.836 [2], sections of “QoS” (5.6.2), “Security” (5.6.3) and “Control Plane Procedure” (5.6.4) are all blank because there was no related discussion. 
Note that SA2 TR 23.752 [4] has captured two L3 U2U solutions: 
· Solution#10 based on IP routing  
· Solution#32 based on IPv6 link-local addresses
As we can see, both solutions have only impact on IP layer, which are transparent to AS layer. 
Observation 7: The SA2 TR 23.287 captured the two L3 U2U solution: Solution#10 based on IP routing and Solution#32 based on IPv6 link-local addresses, which are transparent to AS layer.
Hence, we don’t think there is any RAN2 impacts need to be captured in RAN2 TR, and thereby we can conclude that RAN2 can leave the QoS, Security and control plane procedure to SA2. 
Proposal 7: RAN2 confirm that L3 U2U solutions (i.e. Solution#10 and Solution#32 in TR 23.287) has no RAN2 impacts and leave the design to SA2. RAN2 capture the conclusion in RAN2 TR 38.836 
2.5 Proposals needs further discussion on service continuity
In RAN2#111-e [1], service continuity of L3 U2N relay was not discussed due to lack of time. Then, it was discussed in post-meeting email discussion#621 [3]. However, the following 2 summary proposals on service continuity of L3 U2N relay still need some discussion because no consensus was made:
Proposal 1-6: R2 deprioritize the scenario where remote UE has the simultaneous transmission of one QoS flow with both source and target path for the optimization of “almost 0ms interruption” (e.g. DC-like mobility, DAPS-like mobility and AS layer make-before-break-like mobility), in both L2 and L3 relay.

Proposal 3-2: FFS: R2 attempt to study the AS layer solution to guarantee the service continuity in L3 U2N relay.
We would like to share our consideration one by one:
· For Proposal 3-2, we think that the wording “guarantee” is misleading. It is our understanding that majority companies agreed there is no HO concept for L3 U2N relay because remote UE is invisible to gNB. 
Observation 8: During email discussion, majority companies agreed there is no HO concept for L3 U2N relay because remote UE is invisible to gNB.
For sake of procedure, we would like to confirm whether it is the common understanding in RAN2.

Proposal 8: RAN2 confirm that there is no HO concept for L3 U2N relay because remote UE is invisible to gNB.
And it is also our understanding that majority company actually had consensus that higher layer solutions captured by SA2 TR 23.287 can guarantee the service continuity of L3 U2N relay during email discussion [3]. And the only controversial part is whether RAN2 need to study some RAN solution as enhancement on top of existing SA2 solutions. 
Observation 9: During email discussion, majority companies actually had consensus that higher layer solutions captured by SA2 TR 23.287 can guarantee the service continuity of L3 U2N relay. And the only controversial part is whether RAN2 need to study some RAN solution as enhancement on top of existing SA2 solutions
Our preference is that SA2 higher layer solutions are sufficient for L3 U2N relay. Meanwhile, we also understand some companies want to study some RAN solution as its enhancements. We are fine to study RAN enhancement as long as RAN2 can agree SA2 solution as baseline and RAN enhancement is treated as low priority. 
Proposal 9: RAN2 confirm that the upper layer (e.g. application layer) solutions in TR 23.287 are baseline to guarantee the service continuity of L3 U2N relay and RAN solution can be studied as enhancement with low priority, which is reflected in RAN2 TR.
· For Proposal 1-6, we think it looks quite odd because:
1) As we indicated in Observation 7, majority company think there is no concept of HO for L3 U2N relay. Then the statement on “almost 0ms interruption” is confusing because it is well known for HO enhancement. 
2) The statement “simultaneous transmission of one QoS flow with both source and target path” is misleading because QoS flow is an E2E concept but we are discussing AS solution. 
3) In LTE ProSe, relay operation supported simultaneous paths and is handled by UE higher layers without AS impacts. Similar approach should be followed by NR L3 U2N relay.
Observation 10: The statement “simultaneous transmission of one QoS flow with both source and target path” is misleading because QoS flow is an E2E concept but we are discussing AS solution
Observation 11: In LTE ProSe, relay operation supported simultaneous paths and is handled by UE higher layers without AS impacts. Similar approach should be followed by L3 U2N relay. 
Based on above analysis, we propose to remove “L3 relay” in Proposal 1-6. And we think Proposal 9 and Proposal 7 make everything clear.  

Proposal 10: RAN 2 deprioritize the scenario where remote UE has the simultaneous transmission with both source and target path for the optimization of “almost 0ms interruption” (e.g. DC-like mobility, DAPS-like mobility and AS layer make-before-break-like mobility) in L2 relay
The TP to capture all proposals in this contribution can be found in Appendix.
3 Conclusion
In this contribution, we discuss all the remaining issues to finalize L3 relay in SI phase. And the TP to capture all proposals in this contribution can be found in Appendix.
Observation 1: Relay can enforce E2E QoS via legacy PC5 RRC procedure based on the mapping between PQI and 5QI, or PC5 QoS parameter obtained from core network. Signaling details can be discussed in WI phase.

Observation 2: SA3 has sent reply LS to SA2 (S3-202689) to indicate that E2E security solution of L3 U2N relay (i.e. solution#23) is feasible to meet end-to-end security requirements for the remote UE
Observation 3: In E2E security solution with N3IWF, both NAS and UP traffics can be sent over Uu/PC5 DRB because both are transmitted via IPSec tunnel. And similar to IMS, their AS differentiation can be achieved by assigning different 5QI for NAS and UP traffic and mapping to different DRBs. 
Observation 4: In E2E security solution with N3IWF, no new AS procedure is required to differentiate security traffic and non-security traffic with N3IWF because: 

1) According to general principle, whether higher layer ciphered or not should be transparent to AS layer;

2) Their differentiation can be achieved in PDU session level. Please note that SA2 had discussed that multiple PDU Sessions can be configured on relay UE by core network in solution#23.
Observation 5: In E2E security solution with N3IWF, PC5 PDCP is terminated between the remote UE and relay UE and the Uu PDCP is terminated between the relay UE and the gNB. PDCP ROHC “ESP/IP profile” can be used to compress the outer IP header on each hop.
Observation 6: As discussed in QoS handling and Security, there is no further RAN2 impact to support control plane procedure of L3 U2N relay, rather than enforcing E2E QoS via legacy PC5 RRC procedure based on obtained mapping between PQI and 5QI, or PC5 QoS parameter. 

Observation 7: The SA2 TR 23.287 captured the two L3 U2U solution: Solution#10 based on IP routing and Solution#32 based on IPv6 link-local addresses, which are transparent to AS layer.

Observation 8: During email discussion, majority companies agreed there is no HO concept for L3 U2N relay because remote UE is invisible to gNB.

Observation 9: During email discussion, majority companies actually had consensus that higher layer solutions captured by SA2 TR 23.287 can guarantee the service continuity of L3 U2N relay. And the only controversial part is whether RAN2 need to study some RAN solution as enhancement on top of existing SA2 solutions

Observation 10: The statement “simultaneous transmission of one QoS flow with both source and target path” is misleading because QoS flow is an E2E concept but we are discussing AS solution
Observation 11: In LTE ProSe, relay operation supported simultaneous paths and is handled by UE higher layers without AS impacts. Similar approach should be followed by L3 U2N relay. 
Proposal 1: Remove the following 2 Editor Notes on QoS handling in L3 U2N relay:

“Editor note: RAN2 can discuss AS impacts related to SA2 specified QoS solutions.

Editor note: RAN2 further discuss whether it is sufficient to enforce E2E QoS via legacy PC5 RRC reconfiguration of SLRB and resource allocation.”
Proposal 2: In TS 38.836, capture “Relay can enforce E2E QoS via legacy PC5 RRC procedure based on the mapping between PQI and 5QI, or PC5 QoS parameter obtained from core network”.

Proposal 3: In TS 38.836, capture “SA3 concluded solution#23 with N3IWF is feasible to meet end-to-end security requirements for the remote UE”, and remove the following FFS:

“Editor note: whether the SA2 captured solutions can satisfy the security requirement depends on SA3.” 
Proposal 4: RAN2 confirm that no new AS procedure is required to support E2E security solution with N3IWF, and accordingly remove the following Editor Note on Security in L3 U2N relay:

“Editor note: RAN2 will evaluate any impact in RAN2 scope from these solutions.”
Proposal 5: For E2E security solution with N3IWF, RAN2 conclude that outer IP header on each hop can be compressed by ROHC "ESP/IP profile” and leave the discussion on the overhead issue caused by inner IP header of IPSec to SA2.
Proposal 6: For control plane procedure of L3 U2N relay:

· For step 4, further capture that “relay can enforce E2E QoS via legacy PC5 RRC procedure based on the mapping between PQI and 5QI, or PC5 QoS parameter obtained from core network”.
· Remove the following two Editor Notes:
“Editor note: FFS if there is RAN2 impact to support the related control plane procedures.

Editor note: RAN2 will further consider procedures with RAN2 impact.”
· Further AS impacts (if any) can be discussed in WI phase
Proposal 7: RAN2 confirm that L3 U2U solutions (i.e. Solution#10 and Solution#32 in TR 23.287) has no RAN2 impacts and leave the design to SA2. RAN2 capture the conclusion in RAN2 TR 38.836 

Proposal 8: RAN2 confirm that there is no HO concept for L3 U2N relay because remote UE is invisible to gNB.

Proposal 9: RAN2 confirm that the upper layer (e.g. application layer) solutions in TR 23.287 are baseline to guarantee the service continuity of L3 U2N relay and RAN solution can be studied as enhancement with low priority, which is reflected in RAN2 TR.
Proposal 10: RAN 2 deprioritize the scenario where remote UE has the simultaneous transmission with both source and target path for the optimization of “almost 0ms interruption” (e.g. DC-like mobility, DAPS-like mobility and AS layer make-before-break-like mobility) in L2 relay
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Appendix 1 (TP to capture proposals on L3 U2N relay)

4.6
Layer-3 Relay

4.6.1
Architecture and Protocol Stack

SA2 captured two user plane protocol stacks for L3 UE-to-Network Relay in TR 23.752 (Figure 6.6.1-2 of solution#6 and Figure 6.23.2-3 of solution#23), which are illustrated in Figure 4.6-1 and Figure 4.6-2. No impacts are identified to support them from RAN2 perspective.
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Figure 4.6-1: user plane protocol stack of L3 UE-to-Network Relay captured in solution#6 of [6]
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Figure 4.6-2: user plane protocol stack of L3 UE-to-Network Relay captured in solution#23 of [6]

SA2 captured control plane protocol stacks of L3 UE-to-Network Relay in solution#6 of TR 23.752 [6]. RAN2 leaves its design to SA2. 


4.6.2
QoS

The basic QoS support mechanism for L3 UE-to-Network Relay is illustrated in Figure 4.6-3 from TR 23.752 [6].

[image: image3.emf] 

Remote 

UE

UE-to-NW 

Relay

NG-RAN 5GC AS

PC5 

Uu N6

End-to-End QoS for a relay service

PC5 QoS


Figure 4.6-3: basic QoS support mechanism of L3 UE-to-Network Relay captured in [6]

SA2 captured two solutions for QoS support of L3 UE-to-Network Relay:

1)
PCF sets separate Uu QoS parameters and PC5 QoS parameters in solution#25 of TR 23.752 [6].

2)
End-to-End QoS support in solution#24 of TR 23.752 [6], where relay UE can obtain a mapping between PQI and 5QI from SMF/PCF. 
Relay can enforce E2E QoS via legacy PC5 RRC procedure based on the mapping between PQI and 5QI, or PC5 QoS parameter.
Remote UE doesn’t need to provide information on which QoS flows need to be relayed to UE-to-network Relay UE in AS layer. RAN2 don’t intend to study QoS enhancement for L3 UE-to-Network Relay.

Editor note: whether other QoS solution (e.g. whether gNB can perform PDB split) is introduced depends on SA2.  


4.6.3
Security

SA2 captured two solutions for security support of L3 UE-to-Network Relay:

1)
Via legacy Uu security and PC5 security;

2)
Via N3IWF in solution #23 of TR 23.752 [6];
SA3 concluded solution#23 with N3IWF of [6] is feasible to meet end-to-end security requirements for the remote UE.

Editor note: whether other security solution is introduced depends on SA2.  

4.6.4
Service Continuity
The upper layer (e.g. application layer) solutions in TR 23.287 [6] are baseline to guarantee the service continuity of L3 U2N relay and RAN solution can be studied as enhancement with low priority. There is no HO concept for L3 U2N relay because remote UE is invisible to gNB.
4.6.5
Control Plane Procedure

Editor note: Service continuity related CP procedure is captured in 4.6.4.
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Figure 4.6-4: basic connection setup procedure of L3 UE-to-Network Relay based on Figure 6.6.2-1 of [6]

The basic connection setup procedure is illustrated in Figure 4.6-4 which is based on Figure 6.6.2-1 in TS 23.752 [6]. Among them, the following procedures are identified with RAN2 impacts:

-
Step 2: the discovery procedure, which is described in Section 4.2.

-
Step 3: the relay (re)selection procedure, which is described in Section 4.3.

-
Step 4: Rel-16 NR V2X PC5-RRC establishment procedure is reused to setup a secure unicast link between Remote UE and Relay UE before unicast traffic relaying. Relay can enforce E2E QoS via legacy PC5 RRC procedure based on the mapping between PQI and 5QI, or PC5 QoS parameter obtained from core network.
Further AS impacts (if any) can be discussed in WI phase.
Editor note: whether new PC5-S signaling is also introduced depends on SA2.


Appendix 2 (TP to capture proposals on L3 U2U relay)

5.6
Layer-3 Relay

5.6.1
Architecture and Protocol Stack

RAN2 leaves the design of protocol stacks for L3 UE-to-UE Relay to SA2 (TR 23.752 [6]).
5.6.2
QoS
RAN2 leaves the design of QoS handling for L3 UE-to-UE Relay to SA2 (TR 23.752 [6]).
5.6.3
Security
RAN2 leaves the design of Security for L3 UE-to-UE Relay to SA2/SA3 (TR 23.752 [6]).
Editor note: whether the SA2 captured solutions can satisfy the security requirement depends on SA3.
5.6.4
Control Plane Procedure

RAN2 leaves the design of control plane procedure for L3 UE-to-UE Relay to SA2 (TR 23.752 [6]).
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