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Introduction
At the RAN2#111-e meeting, the agreement on possible sources of feared events are applicable for RAT-independent positioning in 3GPP system as below [1].
Agreements:
Proposal 5: RAN2 confirms that 4 possible sources of feared events are applicable for RAT-independent positioning in 3GPP system. 
1.	Faults in the correction data e.g.
	a.	Incorrect computation by the provider
	b.	External feared event impacting the provider
2.	Faults in transmitting the data to the UE, e.g.
	a.	Data integrity faults
3.	External feared events, e.g.
	a.	Satellite feared events
	b.	Atmospheric feared events
	c.	Multipath
4.	UE faults
In RAN #89-e meeting, the SID of Study on NR Positioning Enhancements was updated as below [2]:
1. Study solutions necessary to support integrity and reliability of assistance data and position information: [RAN2]
a. Identify positioning integrity KPIs and relevant use cases.
b. Identify the error sources, threat models, occurrence rates and failure modes requiring positioning integrity validation and reporting. 
c. Study methodologies for network-assisted and UE-assisted integrity.
NOTE 4:	Objective 2 is applicable to both, RAT-dependent and RAT-independent GNSS positioning methods.
In this contribution, we will focus on the error sources, threat models, occurrence rates and failure modes in GNSS positioning methods.
Error source in GNSS
In order to quantify the integrity risk of the position solution and its error bound, we need to have a trusted model of the nominal errors, and a model of the potential threats. Also we need to figure out the effect of these errors persistence. 
RTCM (Radio Technical Commission for Maritime Services) SC-134 is working on the integrity message definition now.
Compared with agreement on high level events, the classification as below table specified the possible errors.
Table 2-1 Integrity Errors
	Feared events
	Group Name
	Errors sources

	Faults in transmitting the data
	Signal In Space Integrity
	Constellations and Satellites Integrity data

	
	
	Fast Constellation and Satellites Health Status

	[bookmark: _Hlk46477654]External feared events
	Global Integrity
	Precise Orbit and Clock Integrity Parameters

	
	
	Displacements error Integrity Parameters 

	
	
	Satellite bias Integrity Parameters

	[bookmark: _Hlk45641406]Faults in the correction data
	Network Integrity
	Reference Station Specific  Integrity Monitoring parameters data and measurements variances 

	UE faults
	[bookmark: _Hlk47186507]UE Integrity
	Pseudorange corrections Integrity Parameters

	
	
	Carrier Phase Integrity Parameters Corrections



Observation1: There are Integrity message groups defined by RTCM. The detail message definition will be finalized at the end of 2020 by RTCM SC-134.
Interfaces between 3GPP and integrity monitor systems
There is satellite segment system (SSS), Ground Based Augmentation Systems (GBAS), Satellite Based Augmentation System (SBAS), terrestrial augmentation system (TAS), and Airborne Based Augmentation System (ABAS) as integrity monitoring systems and FDE for RTK, NRTK and PPP. Some of message as above table come from SGS/SSS/SBAS/TAS systems, or UE.
3GPP network may help transfer the integrity message/data.
[bookmark: OLE_LINK11][bookmark: OLE_LINK12]Here is the relationship between 3GPP and other integrity monitor systems.Integrity assistant data 

 Non-3GPP

Figure 2-4 Interfaces between 3GPP and other integrity monitor systems
Observation2: Integrity data on GNSS are offered by the 3rd network, instead of 3GPP.
Proposal1: RAN2 to discuss the integrity assistant data in SI stage. Capture the TP as below in TR.
-------------------------------------------Start of Text Proposal1---------------------------------------------------------------------------
Table x-y GNSS integrity Assistant data error sources 
	Feared events
	Group Name
	Assistant data on error sources

	Faults in transmitting the data
	Signal In Space Integrity
	Constellations and Satellites Integrity data

	
	
	Fast Constellation and Satellites Health Status

	External feared events
	Global Integrity
	Precise Orbit and Clock Integrity Parameters

	
	
	Displacements error Integrity Parameters 

	
	
	Satellite bias Integrity Parameters

	Faults in the correction data
	Network Integrity
	Reference Station Specific  Integrity Monitoring parameters data and measurements variances 

	UE faults
	UE Integrity
	Pseudorange corrections Integrity Parameters

	
	
	Carrier Phase Integrity Parameters Corrections



-------------------------------------------End of Text Proposal1---------------------------------------------------------------------------
Conclusions
In this contribution, we focused on integrity monitor and the error sources analysis in GNSS.
Observation1: There are Integrity message groups defined by RTCM. The detail message definition will be finalized at the end of 2020 by RTCM SC-134.
Observation2: Integrity data on GNSS are offered by the 3rd network, instead of 3GPP.
[bookmark: _GoBack]Proposal1: RAN2 to discuss the integrity assistant data in SI stage. Capture the TP as below in TR.
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Text Proposals
-------------------------------------------Start of Text Proposal1---------------------------------------------------------------------------
Table x-y GNSS integrity error sources 
	Feared events
	Group Name
	Errors sources

	Faults in transmitting the data
	Signal In Space Integrity
	Constellations and Satellites Integrity data

	
	
	Fast Constellation and Satellites Health Status

	External feared events
	Global Integrity
	Precise Orbit and Clock Integrity Parameters

	
	
	Displacements error Integrity Parameters 

	
	
	Satellite bias Integrity Parameters

	Faults in the correction data
	Network Integrity
	Reference Station Specific  Integrity Monitoring parameters data and measurements variances 

	UE faults
	UE Integrity
	Pseudorange corrections Integrity Parameters

	
	
	Carrier Phase Integrity Parameters Corrections



-------------------------------------------End of Text Proposal1---------------------------------------------------------------------------
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