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1. Introduction

In last RAN2 meetings, although RAN2 had discussed RLC re-establishment function for NR sidelink and concluded that: 
RAN2#108 Agreements on RLC: 
1: 
RLC re-establishment is not needed, at least in Rel-16.
But in subsequent progress, PDCP re-establishment is supported for sidelink re-keying procedure. In this contribution, we aim at analysis and proposal on supporting RLC re-establishment in Rel-16.

2. Discussion
In RAN2#108 meeting, according to our paper [2], RAN2 agreed that RLC re-establishment is not needed, at least in Rel-16. At that time our reasons were mainly focused on:
· PC5 Link update: PC5 link is a loose connection. There is no handover case for a PC5 link itself. When TX UE changing or a unicast link changing, a new PC5 link is established. From the RX UE perspective, it is simple and reasonable to establish a new entity when newly join a groupcast/broadcast and release the entity after leaving this groupcast/broadcast. There is no requirement of RLC re-establishment from the point of PC5 link update.

· Function refreshing within the lifetime of an entity: it is not very clear whether PDCP security update or ROHC reset will occur within the lifetime of a RLC entity. Even if there are such cases, RLC release/establish can also be used.

· Other requirements: DC case or duplication case may have RLC re-establishment requirement. But these features are not supported in Rel-16.
However, with the further research of PDCP rekeying procedure, in RAN2#109bis meeting, according to PDCP rapporteur’s summary [3] of PDCP remaining issues on NR V2X as following:
In SA3 TS 33.536, the re-keying procedure is specified in Section 5.3.3.1.4.4. The re-keying operation shall be done before the counter for a PDCP bearer repeats with the current keys. A re-keying operation shall refresh the KNRP-sess and NRPEK and NRPIK. The KNRP-sess ID is carried in the PDCP header. NRPEK and NRPIK are used in the integrity and ciphering algorithms. According to companies’ contributions, there are two options to address the count wrap around issue.
· Option 1: SLRB release and addition procedures;
· Option 2: PDCP re-establishment procedure.
Only one company support Option 1, while other four companies prefer Option 2. Thus, Rapporteur suggests to follow majority view to support PDCP re-establishment as for security re-keying operation.
RAN2 agreed that:
Agreements on PDCP: 

4:
PDCP re-establishment is supported in SL unicast.

5:
Status report for SL DRB AM is supported for SL unicast.

Further in RAN2#110 e meeting, according to PDCP rapporteur’s summary [5], RAN2 agreed as the following PDCP re-establishment details:
Agreements on PDCP: 

4:
Capture the PDCP re-establishment trigger for PC5 unicast link in 38.331.‎‎
5:
TP for RRC “if the change of the key is indicated by the upper layers as specified in TS 33.536, re-establish the PDCP entity of the SL-SRB1, SL-SRB2, SL-SRB3 and SL-DRBs on the corresponding PC5 RRC connection.” is agreed and will be merged into RRC CR.

6:
Send LS to SA3/CT1 to inform them of RAN2 decision, and request them to support such indication for the change of the key (and initiation of security activation).

7:
Add a NOTE in TS 38.323 as follows “NOTE: After PDCP reestablishment on an SL-SRB/SL-DRB, UE determines when to transmit and receive with the new key as specified in TS 33.536 [X].” More accurate/detailed wording can be further discussed in CR implementation.

8:
In SL unicast, PDCP status report should be always supported when PDCP is re-established‎.‎‎
To summarize the above RAN2 agreements of L2 re-establishment in NR V2X, we observe that:
Observation 1: The current situation is PDCP re-establishment is supported but RLC re-establishment is not supported in R16 NR V2X.
We think that the RLC behaviors needs to be specified when the corresponding PDCP entity is re-established. Two options are as follows:
Option 1: Support RLC re-establishment;

	5.1.2
RLC entity re-establishment

When upper layers request an RLC entity re-establishment, the UE shall:
-
discard all RLC SDUs, RLC SDU segments, and RLC PDUs, if any;

-
stop and reset all timers;

-
reset all state variables to their initial values.




Option 2: RLC release/establishment to be used;

	5.1.3
RLC entity release

When upper layers request an RLC entity release, the UE shall:

-
discard all RLC SDUs, RLC SDU segments, and RLC PDUs, if any;

-
release the RLC entity.

NOTE:
For groupcast and broadcast of NR sidelink communication, the receiving UM RLC entity release is up to UE implementation.

5.1.1
RLC entity establishment

When upper layers request an RLC entity establishment, the UE shall:

-
establish a RLC entity;

-
set the state variables of the RLC entity to initial values;

-
follow the procedures in clause 5.2.

For NR sidelink groupcast and broadcast, when receiving the first UMD PDU from a Source Layer 2 ID and Destination Layer 2 ID pair for an LCID, and there is not yet a corresponding receiving RLC entity for a radio bearer, the UE shall:

-
establish a receiving RLC entity;

-
set the state variables of the RLC entity to initial values;

-
follow the procedures in clause 5.2.




From our understanding, these two options will have a similar effect but option 1 is more aligned with the legacy principle, i.e. PDCP re-establishment always accompanied by the corresponding RLC re-establishment. 
Proposal1: RAN2 to revert and agree that RLC re-establishment is supported in R16 NR V2X.
And in section 5, we give the related TP for TS38.331.
Proposal2: RAN2 to agree the TP for supporting RLC re-establishment.
3. Conclusion

In this contribution, we give analysis on RLC re-establishment.  Based on the discussion, we have the following observation and proposals:

Observation 1: The current situation is PDCP re-establishment is supported but RLC re-establishment is not supported in R16 NR V2X.
And we propose:
Proposal1: RAN2 to revert and agree that RLC re-establishment is supported in R16 NR V2X.
Proposal2: RAN2 to agree the TP for supporting RLC re-establishment.
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5. Text Proposal
--------------------- [Start of change] --------------------------------
5.8
Sidelink

5.8.1
General

NR sidelink communication consists of unicast, groupcast and broadcast. For unicast, the PC5-RRC connection is a logical connection between a pair of a Source Layer-2 ID and a Destination Layer-2 ID in the AS. The PC5-RRC signalling, as specified in sub-clause 5.8.9, can be initiated after its corresponding PC5 unicast link establishment (TS 23.287 [55]). The PC5-RRC connection and the corresponding sidelink SRBs and sidelink DRB(s) are released when the PC5 unicast link is released as indicated by upper layers.

For each PC5-RRC connection of unicast, one sidelink SRB (i.e. SL-SRB0) is used to transmit the PC5-S message(s) before the PC5-S security has been established. One sidelink SRB (i.e. SL-SRB1) is used to transmit the PC5-S messages to establish the PC5-S security. One sidelink SRB (i.e. SL-SRB2) is used to transmit the PC5-S messages after the PC5-S security has been established, which is protected. One sidelink SRB (i.e. SL-SRB3) is used to transmit the PC5-RRC signalling, which is protected and only sent after the PC5-S security has been established.

For unicast of NR Sidelink communication, AS security comprises of integrity protection and ciphering of PC5 signaling (SL-SRB2 and SL-SRB3) and user data (SL-DRBs). The ciphering and integrity protection algorithms and parameters for a PC5 unicast link are exchanged by PC5-S messages in the upper layers as specified in TS 33.536 [60], and apply to the corresponding PC5-RRC connection in the AS. Once AS security is activated for a PC5 unicast link in the upper layers as specified in TS 33.536 [60], all messages on SL-SRB2 and SL-SRB3 and/or user data on SL-DRBs of the corresponding PC5-RRC connection are integrity protected and/or ciphered by the PDCP. 

For unicast of NR Sidelink communication, if the change of the key is indicated by the upper layers as specified in TS 33.536 [60], UE re-establishes the RLC entity and the PDCP entity of the SL-SRB1, SL-SRB2, SL-SRB3 and SL-DRBs on the corresponding PC5-RRC connection.
--------------------- [End of change] ---------------------------------
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