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1. Introduction
In RAN#86, a new study item named “Reduced capability NR devices” was agreed. As described in the revised SID in RAN#88e [1], the intention is to study a UE feature and parameter list with lower end capabilities, relative to Rel.16 eMBB and URLLC, to serve the use cases of industrial wireless sensors, video surveillances and wearables. Two objectives to study, among others, are as below:
· Study standardization framework and principles for how to define and constrain such reduced capabilities – considering definition of a limited set of one or more device types and considering how to ensure those device types are only used for the intended use cases [RAN2, RAN1].
· Study functionality that will allow devices with reduced capabilities to be explicitly identifiable to networks and network operators, and allow operators to restrict their access, if desired [RAN2, RAN1].
Based on the SID, we give our views on the method of identifying a RedCap device in this contribution. 

2. [bookmark: Proposal_Beacon]Discussion
Considering the objective of SI which is to allow operators to restrict their access, there is the necessity to distinguish the RedCap NR devices from the regular devices. 
Observation 1: There is the necessity to distinguish the RedCap NR devices from the regular NR devices.
According to the updated SID in RAN#88e, the requirements for RedCap use cases are summarized in Table 1. The device type(s) for RedCap UEs, if introduced, shall be based on the requirements for each use case. 
Table 1 RedCap use case requirements
	Use cases
	Reference bit rate
	Latency
	Reliability
	Battery life

	Industrial wireless sensors 
	<2Mbps
	<100ms;
5-10ms for safety related sensors.
	99.99%
	At least few years. 

	Video surveillance
	2-4Mbps for economic video;
7.5-25Mbps for high-end video
	<500ms
	99%-99.9%
	NA

	Wearables
	5-50Mbps in DL, 2-5Mbps in UL.
peak data rate <=150Mbps in DL, <=50Mbps in UL.
	NA
	NA
	<= 1-2 weeks



Then for the device type definition for RedCap, refer to another contribution [2] to RAN1, the data rate can be satisfied with the 20MHz maximum UE BW for FR1. From the technical perspective, one device type with 20MHz bandwidth for FR1 can work well.
Proposal 1: From the technical perspective, define one device type with 20MHz bandwidth for FR1 RedCap can work.
Similarly, the data rate with 50MHz UE bandwidth is calculated for FR2 [2]. And it is sufficient to meet the data rate requirements of all RedCap use cases.
Proposal 2: Define one device type with 50MHz bandwidth for FR2 RedCap.
[bookmark: _GoBack]According to Table 1, the different requirement for each use case is more like the traffic requirement of the regular NR device. Then, similar with the legacy system, the device type which is can be stored by the UE NAS layer and indicated to the AS layer, then sent to the network. The network operator could identify the Redcap device by the device type.
Proposal 3: Allow operators to identify Redcap device by the device type.
 
3. Conclusion
As a summary, we have the following observations and proposals on the method of identifying a RedCap device:
Observation 1: There is the necessity to distinguish the RedCap NR devices from the regular NR devices.
Proposal 1: From the technical perspective, define one device type with 20MHz bandwidth for FR1 RedCap can work.
Proposal 2: Define one device type with 50MHz bandwidth for FR2 RedCap.
Proposal 3: Allow operators to identify Redcap device by the device type.
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