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1.	Introduction
According to NR-REDCAP SI description [1], we would like to discuss how to restrict access from devices with reduced capabilities. 
	Study functionality that will allow devices with reduced capabilities to be explicitly identifiable to networks and network operators, and allow operators to restrict their access, if desired [RAN2, RAN1].


2.	Discussion 
RAN supports overload and access control functionality. To support this functionality, RAN should identify reduced capability (RedCap) UEs to restrict their access. In this contribution, we do not discuss the details on how to identify RedCap UEs in RAN, but general view for each control mechanism is described.
Referring to existing overload and access control mechanisms such as UAC for 5GC, and EAB for LTE, how to restrict access from RedCap devices is discussed on the following aspects.
· Cell barring  
· RRC connection request barring 
· RRC connection reject / RRC connection release

Proposal 1. Existing overload and access control mechanism for cell barring, RRC connection request barring, and RRC connection reject/release can be applied to restrict access from RedCap UEs. 

Cell barring
By acquiring SystemInformationBlockType1, a UE knows wheter it is allowed to access a cell or not. The cell may be barred to all UE or to a particular group of UEs. This cell barring mechanism will be beneficial to restrict access from RedCap UEs. For example, a cell may not support reduced capabilities defined for the RedCap UE attempting to access the cell.
To support cell barring from RedCap UEs, an indication (e.g. redCapX-Support) needs to be provided in SystemInformationBlockType1. If a UE identifies itself categorized in reduced capability group X, the UE determines if it is allowed to access the cell.
Proposal 2. The gNB broadcast SystemInformationBlockType1 including an indication (e.g. redCapX-support) to restrict access from RedCap devices. 

RRC connection request barring
For access control to request RRC connection, unified access control (UAC) mechanism is used. For UAC, NG-RAN broadcasts barring information based on Access Categories (AC) and Access Identifies (AI), and the UE determines whether access attempt is triggered or not based on the broadcast information. For NAS triggered access requests, NAS layer determines AC and AI while AS layer determines AC and NAS layer determines AI for AS triggered access requests. 
RedCap UEs could be categorized and identified using a short identity in the UE. This RedCap identity could be generally used between the UE and the network, or used only in the UE. The RedCap identity is mapped to a particular AC, and UAC is applied to restrict access attempting to request RRC connection. A new AC should be defined to identify RedCap UEs. Depending on the number of types of RedCap devices, more than one category may need to be added. 
For example, upper layers may provide AC-3 and AC-RedCap, and the RedCap UE may determines access barring for MO signalling. How to define a new AC and the detailed UE behaviours for UAC determination should be further discussed. We do not expect new AI is needed for RedCap devices, but this can be further discussed.
Proposal 3. Existing UAC is used to restrict RRC connection request from RedCap devices. A new access category should be defined.

RRC connection reject/release
The AMF may transmit OVERLOAD START message to an NG-RAN to reduce the signalling load. Upon reception of the message, the NG-RAN may reject or only permit a particular RRC connection depending on the Overload Action IE included within the OVERLOAD START message. This overload control can be performed based on the establishment cause received from the UE. The overload control mechanism is beneficial to stabilize the core network load.
To restrict already established RRC connection or reject new RRC connection for the purpose of overload control, a new establishment cause (e.g. delayTolerant) should be defined to identify a request from a RedCap device. Also, the discussion should be coordinated with RAN3. 
The establishment causes defined in the latest specification is as follows. 
EstablishmentCause ::=              ENUMERATED {
                                        emergency, highPriorityAccess, mt-Access, mo-Signalling,
                                        mo-Data, mo-VoiceCall, mo-VideoCall, mo-SMS, mps-PriorityAccess, mcs-PriorityAccess,
                                        spare6, spare5, spare4, spare3, spare2, spare1}

Proposal 4. Add a new establishment cause to support overload control for RedCap devices. RAN3 should be involved in the discussion.

3.	Conclusion
Based on the discussion, we propose the following: 
Proposal 1. Existing overload and access control mechanism for cell barring, RRC connection request barring, and RRC connection reject/release can be applied to restrict access from RedCap UEs. 
Proposal 2. The gNB broadcast SystemInformationBlockType1 including an indication (e.g. redCapX-support) to restrict access from RedCap devices. 
Proposal 3. Existing UAC is used to restrict RRC connection request from RedCap devices. A new access category should be defined.
Proposal 4. Add a new establishment cause to support overload control for RedCap devices. RAN3 should be involved in the discussion.
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