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1. Introduction
[bookmark: OLE_LINK1]At last meeting, we discussed how to handle with the stored CPC configuration in case of PCell change, and agreed “UE autonomously deletes CPC configurations upon PCell change in Rel-16” [1]. In this contribution, we discussed the possible compliance check failure for CPC configuration after PCell change.
2. Discussion
According to the current RRC spec[2], the UE shall release all stored CPC configurations once the conventional PCell change procedure is executed successfully. However, for PCell change without SN involved (e.g. PCell change without security key change), since the SN is not aware of the PCell change procedure, the SN has no idea whether the stored CPC configuration has been released or not on the UE side. So there may exist a mismatching for the CPC configuration between the SN side and the UE side after PCell change. 
Observation 1: According to the current RRC spec, all stored CPC configuration will be released upon PCell change. For the PCell change without SN involved, since the SN is not aware of the PCell change, the SN has no idea whether the stored CPC configuration has been released or not on the UE side. 
After PCell change without SN involved, the SN may want to modify the CPC configuration. In such case, the SN shall send the updated CPC configuration to the UE via the RRCReconfiguration message, which may be a delta signaling based on the previous CPC configuration. However, considering the UE has released all stored CPC configuration after PCell change, the UE may be unable to comply with (part of) the the RRCReconfiguration message included in the ConditionalReconfiguration. So the UE has to trigger the SCG failure information procedure (if the message is received over SRB3) or the RRC re-establishment procedure (if the message is received over SRB1), which shall introduce the additional interruption delay. 
Observation 2: After PCell change without SN involved, if the SN wants to modify the previous CPC configuration, a compliance check failure may happen due to the CPC configuration mismatching between the SN side and the UE side, which shall cause the undesired recovery procedure (e.g. SCG failure information procedure or the RRC re-establishment procedure).  
In order to avoid triggering the unnecessary recovery procedure, we propose that the UE ignores the compliance check failure for an RRCReconfiguration received as part of ConditionalReconfiguration for CPC after successful completion of PCell change if CPC was configured, i.e. the UE does not initiate the SCG failure information procedure or the connection re-establishment procedure. The companion CR can be found in [3] and [4].
Proposal 1: The UE ignores the compliance check failure for an RRCReconfiguration message received as part of ConditionalReconfiguration for CPC after successful completion of PCell change if CPC was configured, i.e. the UE does not initiate the SCG failure information procedure or the connection re-establishment procedure.
3. Conclusion and proposals
In this contribution, we discuss the handling of compliance check failure for CPC configuration after PCell change with the following observations and proposal:
Observation 1: According to the current RRC spec, all stored CPC configuration will be released upon PCell change. For the PCell change without SN involved, since the SN is not aware of the PCell change, the SN has no idea whether the stored CPC configuration has been released or not on the UE side. 
Observation 2: After PCell change without SN involved, if the SN wants to modify the previous CPC configuration, a compliance check failure may happen due to the CPC configuration mismatching between the SN side and the UE side, which shall cause the undesired recovery procedure (e.g. SCG failure information procedure or the RRC re-establishment procedure). 
Proposal 1: The UE ignores the compliance check failure for an RRCReconfiguration message received as part of ConditionalReconfiguration for CPC after successful completion of PCell change if CPC was configured, i.e. the UE does not initiate the SCG failure information procedure or the connection re-establishment procedure.
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