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1. Introduction
In RAN#86, a new study item named “Reduced capability NR devices” was agreed. As described in the revised SID in RAN#88e [1], the intention is to study a UE feature and parameter list with lower end capabilities, relative to Rel.16 eMBB and URLLC, to serve the use cases of industrial wireless sensors, video surveillances and wearables. Two objectives to study, among others, are as below:
· Study standardization framework and principles for how to define and constrain such reduced capabilities – considering definition of a limited set of one or more device types and considering how to ensure those device types are only used for the intended use cases [RAN2, RAN1].
· Study functionality that will allow devices with reduced capabilities to be explicitly identifiable to networks and network operators, and allow operators to restrict their access, if desired [RAN2, RAN1].
Based on the SID, we give our views on the access restriction and principles for RedCap devices in this contribution.

2. [bookmark: Proposal_Beacon]Discussion
Refer to the legacy principles, to perform the access restriction on the redcap devices, there could be the following issues to be considered.
Case 1: is a common restriction for the RedCap devices applicable?
The legacy mechanism of ‘cellBarred’ is a simple and efficient one. But the legacy mechanism cannot differ the devices with reduced capabilities from the regular devices. Considering the objective of WI which is to allow operators to restrict their access, there is the necessity to distinguish the RedCap NR devices from the regular devices. As we analyse in another contribution [2], the RedCap NR devices should be distinguished from the regular NR devices and the distinction could be by the device type of RedCap. Then the gNB could control the access of all RedCap UEs through the separate indication of Cellbarred in MIB. For example, a separate IE cellBarredforRedCap is broadcasted as “barred", all of the RedCap devices are not allowed to access to the cell.
Proposal 1: Restriction for all RedCap devices accessing to a cell is supported by broadcasting a separate cellbarred-like IE for RedCap devices.
Case 2: is partial barring for the RedCap devices needed?
[bookmark: OLE_LINK2]On the other hand, according to the updated SID in RAN#88e, the requirements for RedCap use cases are summarized in Table 1. There is different requirement for each use case which is more like the traffic requirement of the regular NR device. 
Table 1 RedCap use case requirements
	Use cases
	Reference bit rate
	Latency
	Reliability
	Battery life

	Industrial wireless sensors 
	<2Mbps
	<100ms;
5-10ms for safety related sensors.
	99.99%
	At least few years. 

	Video surveillance
	2-4Mbps for economic video;
7.5-25Mbps for high-end video
	<500ms
	99%-99.9%
	NA

	Wearables
	5-50Mbps in DL, 2-5Mbps in UL.
peak data rate <=150Mbps in DL, <=50Mbps in UL.
	NA
	NA
	<= 1-2 weeks



Refer to the NR system, overload and access control are supported and the basic rule is to enable part of the access attempt to be allowed. There is no necessity to forbid to reuse the rule in NR RedCap. Then it is possible that parts of the use cases can be admitted to system in terms of network load situation or the UE traffic.
Observation 1: The basic rules for access control in NR can be reused for NR RedCap, e.g. enable part of the access attempt to be allowed.
Depending on different design and refer to NR, the network could control the access of the RedCap UEs in different stages, including
· The gNB could control the UE access through an indication of UAC in SIB. 
· The gNB could control the access of RedCap UEs during random access procedure, where if the Device type is identifiable, the gNB could put more restrictions on RedCap UEs in scheduling Msg2/Msg3/Msg4 for RedCap UEs.  
Observation 2: The gNB could control the access of RedCap UEs in different stages during initial access, depending on different design.
The NR UAC similar procedure can realize the function of “partial barring” for the RedCap devices. However, some additional mechanism is needed to do “partial barring” for the RedCap devices e.g. including that the network broadcasts the barring control information associated to the RedCap traffics and the RedCap UE determines whether an access attempt is authorized based on the barring information broadcasted for the selected PLMN by performing access barring check for an access attempt.
Perform UAC similar procedure for the access attempt from a RedCap UE, it can work well for the purpose of partial barring. However, the details are necessary to be discussed, for example what is the Access Category and Access Identity for the access attempt and what is the establishment cause.
Proposal 2: Perform access barring check for the access attempt from a RedCap UE which can be similar with the UAC procedure in NR.
Proposal 3: RAN2 is kindly requested to discuss the details on AI, AC and establishment cause when performing access barring check for the access attempt from a RedCapUE.
[bookmark: _GoBack]For the access control in random access procedure, the gNB should get the device type early. If random access for RedCap UEs is configured in a dedicated initial BWP, naturally the gNB could identify the UE implicitly through the initial BWP where the Msg1 is detected. Otherwise the gNB should configure dedicated resources, e.g., PRACH occasions and/or preamble sequences for RedCap UEs in the same initial BWP with legacy UEs, if UE identification is through the detected Msg1. Correspondingly, Msg2 might be also dedicated for RedCap UEs as well, considering the scheduling restrictions for RedCap and the potential Msg2 repetitions for coverage recovery. Besides identifying RedCap UEs through detecting Msg1, the UE identification could be through detection Msg3. In this case, device type information shall be included in Msg3. 
Proposal 4: RAN2 is kindly requested to study the feasibility of UE access control through RACH procedure.

                                                                                             
3. Conclusion
As a summary, we have the following observations and proposals on the access restriction and principles for RedCap UE,
Observation 1: The basic rules for access control in NR can be reused for NR RedCap, e.g. enable part of the access attempt to be allowed.
Observation 2: The gNB could control the access of RedCap UEs in different stages during initial access, depending on different design.
Proposal 1: Restriction for all RedCap devices accessing to a cell is supported by broadcasting a separate cellbarred-like IE for RedCap devices.
Proposal 2: Perform access barring check for the access attempt from a RedCap UE which can be similar with the UAC procedure in NR.
Proposal 3: RAN2 is kindly requested to discuss the details on AI, AC and establishment cause when performing access barring check for the access attempt from a RedCapUE.
Proposal 4: RAN2 is kindly requested to study the feasibility of UE access control through RACH procedure.
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