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1	Introduction
[bookmark: _Ref178064866]In RAN#86, a new study item on the support of reduced capability NR devices for use cases such as industrial wireless sensors, video surveillance, and wearables was approved and then revised in RAN#88e [1]. One of the objectives is the following:
Study functionality that will allow devices with reduced capabilities to be explicitly identifiable to networks and network operators, and allow operators to restrict their access, if desired [RAN2, RAN1].
In this contribution, we discuss potential solutions to this objective.
2	Discussion
In this contribution the ‘RedCap’ notation is used to refer to Rel-17 NR UEs with reduced capabilities.
[bookmark: _Ref39918561]2.1	Device identification
First, regarding the part of the objective on how to make UEs with reduced capabilities explicitly identifiable to the network, there are different ways to identify a UE with reduced capabilities, or of a new device type. With the legacy procedure, in case the UE capabilities are already in the AMF, the full set of UE capabilities can be retrieved by the gNB from the AMF after the UE ID is made known to gNB. (In case the AMF does not have the UE capabilities, the gNB retrieves them after the RRC connection has been setup, and after security has been enabled). If the UE comes from RRC IDLE, the UE ID used is the 5G-S-TMSI for which the 2nd part is received in Msg5. If the UE comes from RRC INACTIVE, the UE ID used is the I-RNTI which is received in Msg3. Therefore, using the legacy mechanisms, the UE capabilities would be known to gNB before any user-plane data transmission and before any service is configured.
[bookmark: _Toc31716298][bookmark: _Toc40491426][bookmark: _Toc47629335]UE capabilities are known to gNB before data transmission or service initiation.
Therefore, any new Rel-17 functionality would only be required if this is not enough. One reason that could be of interest would be to have an earlier device identification. This could be motivated e.g. by Rel-17 Small Data Enhancements or to control RedCap devices' access to the system. The options for introducing such an early indication are in Msg1 or in Msg3. A new Msg3 indication would only be relevant for UEs coming from RRC IDLE mode (if the UE comes from RRC INACTIVE state the UE capabilities can be retrieved by gNB after it has received the resume ID, I-RNTI, in Msg3 as mentioned above). 
[bookmark: _Toc40491427][bookmark: _Toc47629336]If required, options for early indication of RedCap UE include indication in Msg1 (RRC_IDLE or RRC_INACTIVE) or in Msg3 (RRC_IDLE).
A Msg1 indication to identify RedCap UEs in practice means using either preamble partitioning or separate PRACH for RedCap. In this case one would get the RedCap early indication implicitly. To avoid performance losses and fragmentation of preamble space we think Msg1 indication should be avoided for RedCap. Note that according to the revised SID [1], maximum RedCap UE bandwidth below 20 MHz is now excluded, and hence, at least for FR1, any new separate initial access for RedCap will not be needed (i.e. due to CORESET#0 restrictions). 
[bookmark: _Toc40491428][bookmark: _Toc47629337]Preamble partitioning or separate PRACH for the purpose of early RedCap capability indication is not necessary and should be avoided.
2.2	Access restriction
The next part of the objective is about possible restriction of the access of RedCap UEs. After the full UE capabilities are known to gNB, the network would have the possibility to reject the UE service, limit the configuration or in other ways restrict the UE. But different types of access restriction could be envisioned for reduced capability UE before the UE capabilities are known to gNB, e.g. the following: 
A. Cell barring 
B. Access barring (temporary at congestion)
C. Restricted use from separate PRACH resources (e.g. preamble partitioning)
These will be discussed in the respective subsections below.
[image: ]
Figure 1: Illustration of access restriction for RedCap.
2.2.1	Cell barring
By cell barring we here refer to the mechanism of avoiding certain UEs to camp on a cell, in this case RedCap UEs. For this mechanism, an indication would be needed in SI to indicate whether RedCap UEs should be allowed to camp on the cell. However, since a legacy gNB (Rel-16 or earlier) would not be able to handle new Rel-17 RedCap UEs, a new indication, either explicit, such as a flag, or implicit, e.g. by the presence of RedCap  configuration parameters, would have to be added to SI to indicate that the cell supports Rel-17 RedCap. Therefore, the same indication could be used also by Rel-17 capable gNBs to achieve cell barring of RedCap UEs as desired.
[bookmark: _Toc31716305][bookmark: _Toc40491429][bookmark: _Toc47629338]The gNB can indicate in broadcast signalling (explicitly or implicitly) whether RedCap UEs are barred in the cell or not.

2.2.2	Access barring
With Access Barring we here refer to the mechanism where UEs are temporarily barred from accessing the cell to establish a connection until the congestion situation has been resolved. In NR, access barring is part of the Unified Access Control (UAC). Here we discuss whether UAC can be reused if the network would like to bar RedCap UEs only and not regular NR UEs. In UAC each access attempt is associated with an Access Category and one or more Access Identities. The latter can, for example, be used to lift the barring for certain identities, e.g. special access classes or UEs configured for prioritized services. One possibility is to define new Access Identity specific to RedCap UEs. 
The Access Categories are related to the type for the access attempt. The Access Category is set per access attempt type depending on what triggered the access, e.g. which service (set by NAS if NAS triggered, or by RRC if AS triggered). There can only be one Access Category per access attempt. Example of Access Categories are given in the table below [TS 24.501]:
	Index:
	0
	1
	2
	3
	4
	5
	6
	7
	32-63

	AC:
	MT Access

	Delay tolerant

	emergency

	MO signaling

	MO MMTel Voice

	MO MMTel Video
	MO SMS and SMSoIP

	MO data

	Based on operator classification




It should be of interest not to have reduced functionality for RedCap UEs and still be able to differentiate e.g. MT access, MO data, etc. There are however many access categories which are configurable by the operator (index 32-63 above) and which could potentially be used for RedCap.
[bookmark: _Toc31716302][bookmark: _Toc40491430][bookmark: _Toc47629339]Unified Access Control can be reused for access barring and Access Categories and/or Access Identities could be used for identifying RedCap UEs or for categorizing RedCap access type.

2.2.3	Random access restriction
This alternative is covering the case where the Random Access could be configured to be more restrictive for RedCap UEs. For the preamble transmission, preamble partitioning or separate PRACH resources could be configured for RedCap, which could then, if needed, be made more restrictive than the counterparts for legacy UEs. However, as discussed in Section 2.1 above, preamble partitioning is not desirable. There are however other means to make the Random Access more restrictive for RedCap UEs. For example, configuring a lower number of maximal attempts or a longer back-off time for RedCap could be considered and could limit the negative performance impact on legacy UEs from the introduction of RedCap.
[bookmark: _Toc40491431][bookmark: _Toc31716303][bookmark: _Toc47629340][bookmark: _Toc47087773][bookmark: _Toc47087805][bookmark: _Toc47087774][bookmark: _Toc47087806]Access restriction can be achieved by using RedCap specific PRACH configuration, or RedCap specific configuration of some RACH parameters. 
2.3	Summary
In summary, when it comes to device identification, discussions are needed about whether early capability indication is required for RedCap UEs. For the access restriction, further discussions are needed to identify which access restriction mechanisms should be used for RedCap UEs and whether the existing mechanisms need to be extended.
[bookmark: _Toc31716306][bookmark: _Toc47629341]Study and decide whether an early (before Msg3) capability indication is needed for RedCap.

[bookmark: _Toc31716307][bookmark: _Toc47629342]Study which access restriction mechanisms should be used to control access for RedCap UEs and what extensions need to be done to existing mechanisms, including performance and specification impact.
3	Conclusion
In the previous sections we made the following observations: 
Observation 1	UE capabilities are known to gNB before data transmission or service initiation.
Observation 2	If required, options for early indication of RedCap UE include indication in Msg1 (RRC_IDLE or RRC_INACTIVE) or in Msg3 (RRC_IDLE).
Observation 3	Preamble partitioning or separate PRACH for the purpose of early RedCap capability indication is not necessary and should be avoided.
Observation 4	The gNB can indicate in broadcast signalling (explicitly or implicitly) whether RedCap UEs are barred in the cell or not.
Observation 5	Unified Access Control can be reused for access barring and Access Categories and/or Access Identities could be used for identifying RedCap UEs or for categorizing RedCap access type.
Observation 6	Access restriction can be achieved by using RedCap specific PRACH configuration, or RedCap specific configuration of some RACH parameters.

Based on the discussion in the previous sections we propose the following:
Proposal 1	Study and decide whether an early (before Msg3) capability indication is needed for RedCap.
Proposal 2	Study which access restriction mechanisms should be used to control access for RedCap UEs and what extensions need to be done to existing mechanisms, including performance and specification impact.
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