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1 Introduction

In RAN#86, a new study item on support of reduced capability NR devices [1] has been approved. In this contribution, we provide our views on the access control and identification for RedCap UEs.
2 Discussion 
In Re-15 and Rel-16, NR has been well designed and enhanced to provide eMBB and URLLC services. In Rel-17, the new Study Item of RedCap UEs intends to cover three use cases: industrial wireless sensors, video surveillance and wearables. For these kinds of new devices, if network wants to bar the access together with normal UEs, then the existing cellBarred indication in MIB can be reused. However, if network wants to bar the access for RedCap UEs independently from normal UEs, to make sure that RedCap UEs are not allowed to camp on the cell, a new cellBarred indication might need to be introduced in MIB/SIB1.  
Proposal 1 A separate cellBarred indication can be added in MIB/SIB1 for RedCap UEs, to differentiate from cellBarred indication for normal UEs.

After comping on the cell, UE is further subject to access control when trying to access the cell, to see whether the access attempt is temporarily barred by the cell, e.g. due to network congestion. This is what UAC is responsible for. In the existing UAC procedure, each UE’s access attempt is associated with one access category and one or more access identities, among which access identity is determined by NAS and access category is determined by NAS or AS, depending on whether the access attempt is triggered from NAS or AS. For access control of RedCap UEs, we believe the current UAC framework can be reused, i.e., each RedCap UE’s access attempt is still associated with one access category and one or more access identities. The question is whether RedCap UEs should be assigned with different access category or access identity from normal UEs. Given that RedCap UEs represent some new device type, we think that it is worthy to consider having dedicated access identity, which is more related to device type, assigned to RedCap UEs. So far access identity 3-10 have been reserved for future use in the NAS spec [2], as excerpt below.

Table 4.5.2.1: Access identities

	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for multimedia priority service (MPS).

	2 (NOTE 2)
	UE is configured for mission critical service (MCS).

	3-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.


Once RAN2 has reached conclusion on the number of RedCap UE types, we can ask CT1 to define the access identity(ies) for RedCap UEs.
Proposal 2 Existing UAC framework can be reused for RedCap UEs. 
Proposal 3 After concluding on the number of RedCap UE types, RAN2 ask CT1 to define access identity(ies) for RedCap UEs.
For RedCap UE’s identification, as discussed in our companion contribution [3], once gNB has obtained UE’s reduced capability, gNB can configure the UE properly. This applies to the case where gNB retrieves RedCap UE’s capability from AMF or requests UE’s capability transfer via the UECapabilityEnquiry message. Before that, whether gNB needs to know RedCap UEs is an open issue, e.g. during the initial access procedure. So far, how to define RedCap UEs is still open and it seems the need for gNB to identify RedCap UEs earlier may depend on RAN1’s design. For example, RAN1 may design some specific Msg2 or Msg4 transmission scheme to compensate for the coverage loss due to reduced UE capability, then in this case, it would make sense to consider some solutions such as indicating RedCap UEs in Msg1 or Msg3, to differentiate from normal UEs. For the moment, RAN2 cannot make decision and should need to wait for RAN1’s progress.
Proposal 4 RAN2 wait for RAN1’s input before considering the need of early RedCap UE’s identification, e.g. in Msg1 or Msg3.

3 Conclusion
Based on the discussion in section 2 we have following proposals:
Proposal 1
A separate cellBarred indication can be added in MIB/SIB1 for RedCap UEs, to differentiate from cellBarred indication for normal UEs.
Proposal 2
Existing UAC framework can be reused for RedCap UEs.
Proposal 3
After concluding on the number of RedCap UE types, RAN2 ask CT1 to define access identity(ies) for RedCap UEs.
Proposal 4
RAN2 wait for RAN1’s input before considering the need of early RedCap UE’s identification, e.g. in Msg1 or Msg3.
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