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1 Introduction

Rel-17 SI Study on NR Positioning Enhancements has been agreed in [1], one of main RAN2 related objective is:

Study solutions necessary to support integrity and reliability of assistance data and position information: [RAN2]

a. Identify positioning integrity KPIs and relevant use cases.
b. Identify the error sources, threat models, occurrence rates and failure modes requiring positioning integrity validation and reporting. 
c. Study methodologies for network-assisted and UE-assisted integrity.
NOTE 4:
Objective 2 is applicable to both, RAT-dependent and RAT-independent positioning methods.
In this contribution, we expressed our view on how to handle the objective in 2 meetings.
2 Discussion

2.1 Identify positioning integrity KPIs and relevant use cases.

As discussed in [2], integrity of GNSS has been defined in [3], [4]. 
Below are integrity related information [2]. 
	Alert Limit (AL): The alert limit for a given parameter measurement is the error tolerance not to be exceeded without issuing an alert.
Authentication: provision of assurance that the location-related data associated with a location target has been derived from real and not falsified signals

D-GNSS: technique aiming at enhancing position accuracy and integrity of a GNSS receiver by using differential pseudorange corrections and "do not use flag" for faulty satellites delivered by a GNSS reference station located at a known location.

FDE (fault detection and exclusion): a process responsible for checking the consistency of the measurements, and in the event of detection to decide which measurement or group of measurements is more likely to be responsible for the fault and reject the affected measurements so that they are not used in the navigation solution.

GNSS-based location system (GBLS): location system using GNSS as the primary source of positioning.

Integrity: measure of the trust in the accuracy of the location-related data provided by the location system and the ability to provide timely and valid warnings to users when the location system does not fulfil the condition for intended operation.

Integrity Breach: also described as Loss of Integrity, occurs when an unsafe condition occurs, i.e. the actual positioning error is greater than the Alert Limit (AL) for longer than the Time-To-Alert (TTA) without the alert being annunciated.

Integrity Monitor (IM): only applicable to conventional D-GNSS. A component of the D-GNSS Reference Station which is responsible for validating the integrity of the correction computation and broadcast signals 

NOTE: When this IM component detects anomalies, it reports these conditions to the Reference Station component.

Integrity Risk (Irisk): Probability that, at any moment, the position error exceeds the Alert Limit (AL).

Protection Level (PL): upper bound to the position error such that: P(ε > PL) < Irisk , where Irisk is the Integrity risk and ε is the actual position error.
NOTE: The protection level is provided by the location system, and with the integrity risk, is one of the subfeatures of the integrity system. The protection level may be computed separately in the vertical and in the horizontal position domains or in the vertical, cross-track and along-track domains for automotive applications. It is based on conservative assumptions that can be made on the properties of the GNSS sensor measurements, i.e. the measurement error can be bounded by a statistical model. Integrity is expressed through the computation of the PL. The Integrity function is built to deliver a warning (or alert), if any, to users within a given period of time (Time-To-Alert (TTA)), when the PL>AL.

Quality of Service (QoS): set of indicators that can accompany the location target's position/motion information and is intended to reflect the quality of the information provided by the location system.

NOTE: QoS indicators can include an accuracy estimate, a protection level statistic, the integrity risk, an authentication flag.

Receiver Autonomous Integrity Monitoring (RAIM): can be defined as a GNSS receiver algorithm that determines the integrity of the GNSS solution.

reference receiver: receiver placed at a known and surveyed position used for differential GNSS technique

NOTE: A reference receiver is an essential component of a reference station. 

reference station: station placed at a known and surveyed position aiming at determining and sharing the systematic errors of at least one GNSS constellation

NOTE: It can be isolated, and in this case will be integrated in the GBLS, or can be part of a network which itself can be a part of the GBLS or can be part of the network of an external differential GNSS service provider.

Time-To-Alert (TTA): maximum allowed time from when the position error ε exceeds the Alert Limit (AL) to when the alerting message reaches the user.



Some of them can be considered as KPIs, e.g. Time-To-Alert, Protection Level, Integrity Risk, Alert Limit. Some can be considered as error sources/threat, e.g.  “D-GNSS: technique aiming at enhancing position accuracy and integrity of a GNSS receiver by using differential pseudorange corrections and "do not use flag" for faulty satellites delivered by a GNSS reference station located at a known location.”.

In the Rel-17 SI Study on NR Positioning Enhancements, these existing KPIs can be considered at the starting point, and may be changed if necessary.We need to decide what KPIs are more important and to be transferred to the UE. But how to use KPIs is UE implementation, and is out of 3GPP scope.

Proposal 1: The existing KPIs, e.g. Time To Alert, Protection Level, Integrity Risk and Alert Limit can be considered as starting point for further discussion . RAN2 should focus on what KPIs are needed to be transferred to the UE. How to use KPIs inside the UE is out of 3GPP scope, and should be left to UE implementation.
The value/value range for different integrity KPIs may be different for different use cases, and may be different for the same use case in different country/operators. Therefore to identify the use cases will help us to conclude what value/value range should be for each KPIs to be transferred to the UE, however, we need to leave the flexible when define the range in order to meet different requirement, implementations. 
Proposal 2: To identify the use cases can help RAN2 to conclude what value/value range should be for each KPIs. However, flexibility is needed on value range definition when RAN2 start the stage 3 work in order to meet different requirements, implementations. 
In addition, KPIs and the value/value range of KPIs are related to use cases instead of positioning methods. Therefore, they are common for RAT dependent and RAT independent positioning methods. 
Proposal 3: KPIs (including value/value range) and use cases are common for RAT dependent and RAT independent positioning methods. 

Another issue is whether integrity assistance data is applied for both UE based and UE assisted positioning methods or not?

To our understanding, it is related to the assistance data details. For instance, KPIs AL/PL are not applied for UE assisted positioning since they are related to location instead of the measurements. However, other assistance data may be applied for both UE based and UE assisted positioning methods, e.g. the quality of satellite. 

Proposal 4: Integrity KPIs are applied for UE based positioning methods, but may not be applied for UE assisted positioning methods. The support of UE assisted positioning method should be discussed later.
2.2 Identify the error sources, threat models, occurrence rates and failure modes requiring positioning integrity validation and reporting. 

“error sources, threat models, occurrence rates and failure modes” are used together to identify what error/failure/treat would be, and those will be captured as assistance data from the network to the UE or vice versa. 
Therefore the main focus in RAN2 should be to identify what error sources/threat and failure could be for different position methods, instead of defining the models. Considering error sources, source of failure/treat  are positioning methods specific information, this objective is the main different between RAT dependent and RAT independent positioning methods. 
Proposal 5: RAN2 should focus on the identification of error sources, source of failure/threat. The error sources, source of failure /treat should be analysed per positioning methods. 

2.3 Study methodologies for network-assisted and UE-assisted integrity.
This is related what assistance data are needed for integrity purpose, and for what positioning methods, e.g. UE based or UE assisted. RAN2 should prioritize the work on 2a/2b first. 
Proposal 6: RAN2 should deprioritize the discussion on “Study methodologies for network-assisted and UE-assisted integrity” and wait until RAN2 have clear conclusion on KPIs, use cases and error sources. 
3 Conclusion
Based on the discussion, we have following proposals:
Proposal 1: The existing KPIs, e.g. Time To Alert, Protection Level, Integrity Risk and Alert Limit can be considered as starting point for further discussion . RAN2 should focus on what KPIs are needed to be transferred to the UE. How to use KPIs inside the UE is out of 3GPP scope, and should be left to UE implementation.

Proposal 2: To identify the use cases can help RAN2 to conclude what value/value range should be for each KPIs. However, flexibility is needed on value range definition when RAN2 start the stage 3 work in order to meet different requirements, implementations. 

Proposal 3: KPIs (including value/value range) and use cases are common for RAT dependent and RAT independent positioning methods. 

Proposal 4: Integrity KPIs are applied for UE based positioning methods, but may not be applied for UE assisted positioning methods. The support of UE assisted positioning method should be discussed later.

Proposal 5: RAN2 should focus on the identification of error sources, source of failure/threat. The error sources, source of failure /treat should be analysed per positioning methods. 

Proposal 6: RAN2 should deprioritize the discussion on “Study methodologies for network-assisted and UE-assisted integrity” and wait until RAN2 have clear conclusion on KPIs, use cases and error sources. 
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