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Introduction
[bookmark: _Hlk25060711]RedCap feasibility study looks at devices for machine type communication with reduced capability  compared to eMBB and URLLC devices but not the low end mMTC that are covered by NB-IoT and LTE-M.   The requirements for these services are higher than LPWA (i.e. LTE-M/NB-IOT) but lower than URLCC and eMBB.  The target requirements are to lower device cost, complexity and size with lower power consumption for devices such as industrial sensors, video surveillance, and wearables.  
The SI objective is to Identify and study potential UE complexity reduction features, including: 
· Reduced number of UE RX/TX antennas
· UE Bandwidth reduction 
Note: Rel-15 SSB bandwidth should be reused and L1 changes minimized 
· Half-Duplex-FDD 
· Relaxed UE processing time 
· Relaxed UE processing capability 
Related to this, due to concerns on the potential impact on existing networks from these reduced capability devices, the following objectives were included:
Study standardization framework and principles for how to define and constrain such reduced capabilities – considering definition of a limited set of one or more device types and considering how to ensure those device types are only used for the intended use cases [RAN2, RAN1].
Study functionality that will allow devices with reduced capabilities to be explicitly identifiable to networks and network operators, and allow operators to restrict their access, if desired [RAN2, RAN1].
This document discusses in more detail the last objective of allowing operators to identify and restrict access of Redcap devices.
Discussion
One of the SI objective is to look at providing network the possibility to restrict access to devices with certain reduced capability:
1) allow devices with reduced capabilities to be explicitly identifiable to networks and network operators, and allow operators to restrict their access
Need for a “device type”
NR does not use UE categories and instead uses explicit capability signalling for every feature.  Explicit signalling provides flexibility in terms of signalling the different combinations of capability supported by the UEs, and avoids detailed discussions on the definition of categories.   On the other hand, use of a device type concept has some benefits as discussed below.  Use of device type for the other SI objective is discussed in [1].
Identification of the device type 
An objective of the SI is to allow identification of the device type and provide a mechanism to allow access restriction.  Even without any explicit definition or concept of a device type, it is possible to identify the device “type” in terms of its capability using the current explicitly signalled UE capability when the UE is accessing the network.  
Access restriction is discussed further below, where it is shown that definition of device types makes it easier to introduce access restrictions.  If device type concept is defined (for other reasons), then it can also be used then for identification of the device type.
Observation #1: Identification of the device “type” in terms of its capability is possible using existing capability signalling framework.  This could be done based on the explicitly signalled capability or by signalling a device type in the UE capability.  
Access restriction
The normal mechanism used to control access to a cell is by means of broadcasting access control parameters.  This signalling could be  explicit or implicit (e.g., based on presence of RACH parameters for a certain access type).   UE determines whether the cell is acceptable based on these broadcast access control parameters.  
While it would be possible to define broadcast parameters for access control based on individual UE capability, it is conceptually simpler for the industry, and also in terms of terminology in specifications to define certain device types and associate certain capability reduction set to these device types.  Using device types may also require fewer bits to be broadcast as only a few the number of device types are expected to be defined [1].   It would otherwise require a broadcast bit for each of the UE capability that belongs to that reduced set, such as # of Rx antenna, bandwidth etc., for which access restriction is required.  This is so because all the different combinations of different capabilities (such as number of Rx antennas, UE processing capability) that are reduced may not be relevant.  
Observation #2: Use of device type makes it easier conceptually to enable access restriction and also reduces the signalling overhead.
Current framework of acceptability criteria and existing mechanisms to find another acceptable cell can be re-used based on these broadcast permissions.  
The details of the definition and use of the device type signalling and the association with the reduced capabilities is discussed in [1].  The details of what capabilities reductions require access restrictions should be handled by RAN1 as discussed in [2].
Proposal: Device type concept is used for controlling access to the cell.   Acceptability of a cell is based on broadcast access permissions for the given device types.  
[bookmark: _Hlk47095273]Additional access restrictions based on msg 1 or msg 3 can be considered if there is a need identified for these. 
Summary and proposal

This document discussed the SI objective of “allow devices with reduced capabilities to be explicitly identifiable to networks and network operators, and allow operators to restrict their access” and how to support it.
Observation #1: Identification of the device “type” in terms of its capability is possible using existing capability signalling framework.  This could be done based on the explicitly signalled capability or by signalling a device type in the UE capability.  
Observation #2: Use of device type makes it easier conceptually to enable access restriction and also reduces the signalling overhead.
Proposal: Device type concept is used for controlling access to the cell.   Acceptability of a cell is based on broadcast access permissions for the given device types.  
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