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A new study item on NR sidelink relay was approved at RAN#86. This document discusses different architecture options for NR sidelink Relay operation for both UE-to-Network relay and UE-to-UE relay.   
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L2 based SL Relay
The detailed protocol stacks for the user plane and control plane of L2 UE-to-Network Relay architecture are described in Figure 1, Figure 2 and in our companion documents. For L2 UE-to-UE Relay architecture, the protocol stacks are similar other than the fact that the termination points are Remote UEs. 
In case of L2 based SL Relay, relaying is performed above RLC sublayer via Relay UE for both CP and UP between Remote UE and network. Uu SDAP/PDCP and RRC are terminated between Remote UE and gNB, while RLC, MAC and PHY are terminated in each link (i.e. the link between Remote UE and UE-to-Network Relay UE and the link between UE-to-Network Relay UE and the gNB).
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Figure 1: User plane stack for L2 UE-to-Network Relay
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Figure 2: Control plane stack for L2 UE-to-Network Relay

Adaptation layer
An adaptation layer over RLC layer is supported in Uu to perform bearer mapping and it can be also placed over PC5 to perform bearer mapping at sidelink. The adaptation layer between the Relay UE and gNB is able to differentiate between bearers (SRBs, DRBs) of a particular Remote UE. Within a Uu DRB, different Remote UEs and different bearers of the Remote UE can be indicated by additional information included in adaptation layer header. For example, for identifying bearer of Remote UE, a bearer identity may be indicated within the adaptation layer header.  For support of bearer mapping to the Remote UE (e.g. multiple Remote UE bearers on a single PC5 RLC bearer), we expect that the adaptation layer should extend to the Remote UE as shown in the figures, but the details can be further discussed.
QoS and bearer mapping
When there is adaptation layer supported along with the L2 relaying communication path, the bearer mapping may be performed within the adaptation layer. To enable the bearer mapping operation, there is a need to (pre)configure the related relations for a particular End-to-End Radio Bearers to support the indirect data transmission. The relations may be configured during the establishment of the relaying link. It is for further study on the details of the establishment of the mapping relation along the indirect path. When the mapping relation is known by each node along the indirect path, it may be needed to propagate the identity of the radio bearer in order for the recipients to perform next hop mapping, which is also subject to further study.
Security aspects
In case of L2 based UE-to-Network Relay, the PDCP layer terminates at both Remote UE and gNB for a particular relaying radio bearer. 
The Security (confidentiality and integrity protection) is enforced at the PDCP layer between the endpoints at the Remote UE and the gNB. The PDCP traffic is relayed securely over two links, one between the Remote UE and the UE-to-Network Relay UE and the other between the UE-to-Network Relay UE to the gNB without exposing any of the Remote UE's plaintext data to the UE-to-Network Relay.
Service continuity 
The service continuity with L2 relay architecture is controlled by the network in case of UE-to-Network relaying. Basically the handover related signaling can be largely reused to support the procedures. 
Observation 1: L2 based Sidelink Relay can support end-to-end security, service continuity and QoS handling as required.
Proposal 1: Documents the description on L2 based Relay arch option into the TR for Sidelink Relay study, as shown in the TP within Annex.
L3 based SL Relay – IP Router Design
L3 based Sidelink Relay UE forwards the Remote UE’s data packet flow as IP traffic as a general Router in data communication network. The IP traffic based forwarding is conducted in a best efforts way. The user Plane protocol stack for L3 UE-to-Network Relay is depicted in Figure 3. For L3 UE-to-UE Relay architecture, the protocol stacks are similar other than the fact that the termination points are Remote UEs.
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Figure 3: User plane stack for L3 UE-to-Network Relay
QoS and flow mapping
Specific to NR L3 UE-to-Network Relay operation, there exist both SLRBs over PC5 and Uu Radio Bearers to carry the QoS flows established between Remote UE and 5GC. L3 UE-to-Network Relay can support flow based mapping at SDAP layer when converting PC5 flow to Uu Flow, or vice versa, during traffic forwarding. The details can be for further study. 
By the nature, L3 based Sidelink Relay forwards the traffic as IP router. Naturally, when the Relay UE receives the traffic from the remote UE over PC5, Relay UE will transmit the data flows on its existing Uu flows/RBs to the gNB/network. Alternatively, L3 Relay UE can establish new radio bearers to route the the data flows between Remote UE and network. 
SA2 studied the QoS handling for Layer-3 UE-to-Network Relay [1] (section 6.24 and 6.25). The UE-to-Network Relay needs to translate the Uu QoS information into the corresponding PC5 QoS parameters in order to achieve the proper end-to-end QoS. A translation can be performed for the mapping between 5QIs and PQIs. It is therefore necessary that the UE-to-Network Relay is configured with the proper mapping information. For example, for a particular QoS flow between Remote UE and network, the PDB utilized by the gNB over Uu link needs to be reduced, in order to give some budgets for the PC5 link. The issue as mentioned was studied at SA2 but some more discussion from RAN2 perspective is needed to understand how the procedures work and what the impact at AS level is.
Security aspects
In this architecture, the Hop-by-hop security is supported in PC5 link and Uu link independently. If there are requirements beyond hop-by-hop security for protection of Remote UE's traffic, security over IP layer needs to be applied. For example, N3IWF based access for Remote may be applied as discussed in SA2 and in the next section.
Service continuity 
The service continuity with L3 relay architecture is ensured by Remote UE or application layer, and the network has no control on the overall procedure. The IP address of the Remote UE changes when it switches between direct Uu connectivity and relayed connectivity. There is no way for the network to guarantee the service continuity requirements made by SA1.
Observation 2: L3 based Sidelink Relay using the IP router design shows the issues for security, service continuity and QoS handling.
L3 Based SL Relay – N3IWF Design
An alternative L3 design considered in [1] (section 6.23) treats the remote UE as if it were on non-3GPP access, using the non-3GPP interworking function (N3IWF) in the core network as a gateway.  The user plane protocol stack for this architecture is depicted in Figure 4.



Figure 4: User plane stack for L3 UE-to-Network Relay using N3IWF
As noted in [1], the solution is transparent to NG-RAN (with the possible exception of QoS handling), and it offers end-to-end security via the IPsec layer and service continuity via the same UE-based “handover” procedure used for non-3GPP access (the UE triggers relocation of the PDU session).  On the other hand, the associated overhead with three IP layers might be expected to be significant, and the handling of QoS may require some discussion.  In addition, this solution requires the network to deploy the N3IWF and the remote UE to support the associated procedures.
Observation 3: L3 based SL Relay using the N3IWF design can meet the SA requirements on security and service continuity, while QoS requires some further discussion.
Specific to the overhead for N3IWF based L3 SL relay architecture, there are potential issues both with per-packet overhead and with session setup overhead/latency. From per-packet overhead perspective, there are overwhelming packet overhead for small or medium size IP packets with needed three IP layers. The detailed evaluation can be further study taking account of the typical IP packet size carried by sidelink relay oriented application. From session setup perspective, since IPsec layer needs to do security establishment and it will take quite a significant amount of signalling to set up a relaying session with this architecture. It is suggested to coordinate with SA2/CT1 to co-evaluate overhead/latency from session setup perspective for N3IWF based L3 SL relay architecture.      

Observation 4: There is significant overhead when applying N3IWF based L3 SL Relay in terms of both per-packet overhead and session setup overhead.
Proposal 2: Further evaluate the overhead for N3IWF based L3 SL Relay architecture option and send LS to inform SA2/ CT1 the concern from RAN2 side on the overhead/latency from session setup perspective.
Note that it is not clear how this architecture could be adapted to UE-to-UE relay, and if the design is considered practical for the UE-to-network case, some further discussion would be required to understand how to approach the UE-to-UE relay.
Observation 5: L3 based SL Relay using the N3IWF design is not obviously adaptable to UE-to-UE relay.
Proposal 3: Documents the description on L3 based SL Relay arch options (both IP router based and N3IWF based) into the TR for Sidelink Relay study, as shown in the TP within Annex.
Comparison between L2 Relay and L3 Relay
This section list the comparison between L2 based Relay and the two L3 based Relay architectures on top of the discussions in the previous sections and the companion papers: 

	Items
	L2 based Relay
	L3 based Relay – IP router
	L3 based Relay – N3IWF

	Relay Discovery
	Required 
	Required
	Required

	Relay selection/reselection
	Required 
	Required
	Required

	UE authorization
	Required
	Required
	Required

	New Protocol layer for adaption handling
	Required
	No need
	No need

	Service continuity
	Easy to support
	Difficult to support
	Supported

	QoS
	Easy to support via bearer mapping
	Discussion needed
	Discussion needed

	Security 
	Support End-to-End Security
	Only support hop-by-hop Security
	Support End-to-End Security

	Spec impact in RAN WGs
	More spec impact foreseen
	Less spec impact
	Less spec impact

	UE-to-UE applicability
	Can be adapted for UE-to-UE
	Can be adapted for UE-to-UE
	Difficult to adapt

	Overhead
	Minimal (adaptation layer header)
	Minimal or none
	Potentially high (multiple IP layers)


The comparison shows that the L2 based Sidelink Relay architecture has the better position to support NR SL relay communication in terms of security, service continuity and QoS handling compared to the IP router architecture. The N3IWF architecture shows some promise but needs further discussion especially related to QoS handling and overhead. Then the following proposals are made. 
Proposal 4: Prioritize the discussion on L2 based Sidelink Relay architecture over L3 based IP router architecture during NR Sidelink relay study.
Proposal 5: Further study L3 based Sidelink Relay architecture using N3IWF, especially in terms of QoS handling and overhead.
Conclusion
This document promulgated the following proposals:
Observation 1: L2 based Sidelink Relay can support end-to-end security, service continuity and QoS handling as required.
Proposal 1: Documents the description on L2 based Relay arch option into the TR for Sidelink Relay study, as shown in the TP within Annex.
Observation 2: L3 based Sidelink Relay shows the issues for security, service continuity and QoS handling.
Observation 3: L3 based SL Relay using the N3IWF design can meet the SA requirements on security and service continuity, while QoS requires some further discussion.
Observation 4: There is significant overhead when applying N3IWF based L3 SL Relay in terms of both per-packet overhead and session setup overhead.
Proposal 2: Further evaluate the overhead for N3IWF based L3 SL Relay architecture option and send LS to inform SA2/ CT1 the concern from RAN2 side on overhead/latency from session setup perspective.
Observation 5: L3 based SL Relay using the N3IWF design is not obviously adaptable to UE-to-UE relay.
Proposal 3: Documents the description on L3 based SL Relay arch options (both IP router based and N3IWF based) into the TR for Sidelink Relay study, as shown in the TP within Annex.
[bookmark: _GoBack]Proposal 4: Prioritize the discussion on L2 based Sidelink Relay architecture over L3 based IP router architecture during NR Sidelink relay study.
Proposal 5: Further study L3 based Sidelink Relay architecture using N3IWF, especially in terms of QoS handling and overhead.
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Annex: TP for Sidelink Relay Architecture options
X.1 L2 based UE-to-Network Sidelink Relay
In case of L2 based SL Relay, the relaying is performed above RLC sublayer via Relay UE for both CP and UP between Remote UE and network. The Uu SDAP/PDCP and RRC are terminated between Remote UE and gNB, while RLC, MAC and PHY are terminated in each link (i.e. the link between Remote UE and UE-to-Network Relay UE and the link between UE-to-Network Relay UE and the gNB). The User plane stack and Control plane stack are shown at Figure X.1 and Figure X.2. 
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Figure X.1: User plane stack for L2 UE-to-Network Relay
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Figure X.2: Control plane stack for L2 UE-to-Network Relay

An adaptation layer over RLC layer is supported in both Uu and PC5 to perform bearer mapping. The bearer mapping operation can be based on the related mapping relations among End-to-End Uu Radio Bearers (between Remote UE and the network), PC5 Radio Bearers and Direct Uu Radio Bearers (between Relay UE and the network). The adaptation layer between the Relay UE and gNB is able to differentiate between bearers (SRBs, DRBs) of a particular Remote UE. Within a Uu DRB, different Remote UEs and different bearers of the Remote UE can be indicated by additional information included in adaptation layer header.
The Security (confidentiality and integrity protection) is enforced at the PDCP layer between the endpoints at the Remote UE and the gNB. The PDCP traffic is relayed securely over two links, one between the Remote UE and the UE-to-Network Relay UE and the other between the UE-to-Network Relay UE to the gNB without exposing any of the Remote UE's plaintext data to the UE-to-Network Relay.
The service continuity with L2 relay architecture is controlled by the network in case of UE-to-Network relaying. Basically the handover related signaling can be largely reused to support the procedures. 
X.2 L2 based UE-to-UE Sidelink Relay
The detailed protocol stacks for the user plane and control plane of L2 UE-to-UE Relay architecture are described in Figure X.3 and X.4. The similar principle of L2 based UE-to-Network Sidelink Relay applies to L2 UE-to-UE sidelink Relay. The difference is that for L2 UE-to-UE Relay architecture, the termination points are two peer Remote UEs.
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Figure X.3: User plane stack for L2 UE-to-UE Relay
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Figure X.4: Control plane stack for L2 UE-to-UE Relay
X.3 L3 based UE-to-Network Sidelink – IP Router Design
L3 based Sidelink Relay UE forwards the Remote UE’s data packet flow as IP traffic as a general Router for relaying traffic. The IP traffic based forwarding is conducted in a best efforts way. The user Plane protocol stack for L3 UE-to-Network Relay is depicted in Figure X.5. 
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Figure X.5: User plane stack for L3 UE-to-Network Relay
There exist both SLRBs over PC5 and Uu Radio Bearers to carry the QoS flows established between Remote UE and 5GC. L3 UE-to-Network Relay can support flow based mapping at SDAP layer when converting PC5 flow to Uu Flow, or vice versa, during traffic forwarding. Naturally, when the Relay UE receives the traffic from the remote UE over PC5, Relay UE will transmit the data flows on its existing Uu flows/RBs to the gNB/network. Alternatively, L3 Relay UE can establish new radio bearers to route the the data flows between Remote UE and network. 
In L3 based sidelink relay architecture, the Hop-by-hop security is supported in PC5 link and Uu link independently. 
The service continuity with L3 relay architecture is ensured by Remote UE or application layer, and the network has no control on the overall procedure. 
X.4 L3 based UE-to-UE Sidelink – IP Router Design
The protocol stack for the user plane of L3 UE-to-UE Relay architecture is described in Figure X.6. 
The similar principle of L3 based UE-to-Network Sidelink Relay (IP Router Design) applies to L3 UE-to-UE sidelink Relay. The difference is that for L3 UE-to-UE Relay architecture, the termination points are two peer Remote UEs.
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Figure X.6: User plane stack for L3 UE-to-UE Relay
L3 Based UE-to-Network Sidelink Relay– N3IWF Design
An alternative L3 design considered in TR23.757 (section 6.23) treats the remote UE as if it were on non-3GPP access, using the non-3GPP interworking function (N3IWF) in the core network as a gateway.  The protocol stack for this architecture can refer to TR23.757.
N3IWF based L3 UE-to-Network Sidelink Relay is transparent to RAN node, and it offers end-to-end security via the IPsec layer. The service continuity can be supported via the same UE-based “handover” procedure used for non-3GPP access, i.e. the UE triggers relocation of the PDU session.  This alternative architecture requires the network to deploy the N3IWF function and the remote UE to support the associated procedures.
Editor Note:  it is not clear how N3IWF based Relay architecture could be adapted to UE-to-UE relay.
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