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1	PDCP clarification from SA3
During the RAN2#109b-e [1], it was agreed to send an LS to SA3 with several questions.
	Proposal 7: Send LS to SA3 (Cc: CT1) to ask related questions (e.g. how it works in V2X layer?, etc.)



This LS out was denoted as R2-2001980, whereof the first question was on the required size of Key ID and MAC-I header. In this reply, SA3 points towards the reply in S3-200478 stating that:
The 16-bit Key ID shall be carried in the PDCP header, along with any 32-bit MAC that is needed for integrity protection.
Proposal 1: Key ID size in PDCP header should be 16 bit, and MAC-I should be 32 bits.
Furthermore, RAN2 also raised the question on how to handle the signalling messages that are not protected, as the PDCP SN may be set to zero. In the reply from SA3 R2-2004316, it is mentioned that 
	SA3 can confirm that in NR V2X, only the key ID with a zero value is used to indicate no security is used. There is no such requirement for SN.


Hence, we may conclude that the PDCP SN does not need to be set to zero for the signalling messages which are not protected.
Proposal 2: Only Key ID should be set to zero for signalling messages that are not protected.

[bookmark: _GoBack]2	Conclusion
Based on the discussion, we propose the following:
Proposal 1: Key ID size in PDCP header should be 16 bit, and MAC-I should be 32 bits.
Proposal 2: Only Key ID should be set to zero for signalling messages that are not protected.
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