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	Reason for change:
	In agreed CR of R2-1809210, the change has been made to the title of 5.1.2.1.4 that SRB duplication should be included in this section, yet the change is missing in the final implemented specification of V15.0.0, even though the SRB duplication case is included in section 5.1.2.1.4.1.

However, adding SRB directly into the title of 5.1.2.1.4 is not appropriate, since 5.1.2.1 is for DRB while 5.1.2.2 is for SRB, so it is preferred to describ the behavior of SRB in 5.1.2.2.

	
	

	Summary of change:
	In 5.1.2.1.4.1, removethe SRB case. However, add the SRB with reordering as a separate section in 5.1.2.2.2, and put the orignal text of SRB without reordering as section 5.1.2.2.1.

	
	

	Consequences if not approved:
	It would lead to misunderstanding that DL PDCP behavior for SRB duplication case is not covered by 36.323.
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	[bookmark: _Toc439068529][bookmark: _Toc439068467]CHANGE START


[bookmark: _Toc20425880][bookmark: _Toc29321276]
[bookmark: _Toc12524371][bookmark: _Toc37299422]5.1.2.1.4.1	Procedures when a PDCP PDU is received from the lower layers
For DRBs mapped on RLC AM or RLC UM, SLRB and for LWA bearers, or for DRBs and SRBs when PDCP duplication is used, when the reordering function is used, at reception of a PDCP Data PDU from lower layers, the UE shall:
-	if received PDCP SN – Last_Submitted_PDCP_RX_SN > Reordering_Window or 0 <= Last_Submitted_PDCP_RX_SN – received PDCP SN < Reordering_Window:
-	if the PDCP PDU was received on WLAN:
-	if received PDCP SN > Next_PDCP_RX_SN:
-	for the purpose of setting the HRW field in the LWA status report, use COUNT based on RX_HFN - 1 and the received PDCP SN;
-	else:
-	for the purpose of setting the HRW field in the LWA status report, use COUNT based on RX_HFN and the received PDCP SN;
-	if received PDCP SN > Next_PDCP_RX_SN:
-	decipher the PDCP PDU as specified in the clause 5.6, and perform integrity verification of the PDCP Data PDU (if applicable) using COUNT based on RX_HFN - 1 and the received PDCP SN.
-	else:
-	decipher the PDCP PDU as specified in the clause 5.6, and perform integrity verification of the PDCP Data PDU (if applicable) using COUNT based on RX_HFN and the received PDCP SN.
-	if integrity verification fails:
-	indicate the integrity verification failure to upper layer.
-	discard the PDCP PDU;
-	else if Next_PDCP_RX_SN – received PDCP SN > Reordering_Window:
-	increment RX_HFN by one;
-	use COUNT based on RX_HFN and the received PDCP SN for deciphering and integrity verification (if applicable) of the PDCP PDU;
-	set Next_PDCP_RX_SN to the received PDCP SN + 1;
-	else if received PDCP SN – Next_PDCP_RX_SN >= Reordering_Window:
-	use COUNT based on RX_HFN – 1 and the received PDCP SN for deciphering and integrity verification (if applicable) of the PDCP PDU.
-	else if received PDCP SN >= Next_PDCP_RX_SN:
-	use COUNT based on RX_HFN and the received PDCP SN for deciphering and integrity verification (if applicable) of the PDCP PDU;
-	set Next_PDCP_RX_SN to the received PDCP SN + 1;
-	if Next_PDCP_RX_SN is larger than Maximum_PDCP_SN:
-	set Next_PDCP_RX_SN to 0;
-	increment RX_HFN by one.
-	else if received PDCP SN < Next_PDCP_RX_SN:
-	use COUNT based on RX_HFN and the received PDCP SN for deciphering and integrity verification of the PDCP PDU;
-	if the PDCP PDU has not been discarded in the above:
-	if a PDCP SDU with the same PDCP SN is stored:
-	perform deciphering and integrity verification (if applicable) of the PDCP PDU;
-	if integrity verification fails:
-	indicate the integrity verification failure to upper layer.
-	discard the PDCP PDU;
-	else:
-	perform deciphering and integrity verification (if applicable) of the PDCP PDU and store the resulting PDCP SDU;
-	if integrity verification fails:
-	indicate the integrity verification failure to upper layer;
-	discard the PDCP Data PDU.
-	if the PDCP PDU has not been discarded in the above:
-	if received PDCP SN = Last_Submitted_PDCP_RX_SN + 1 or received PDCP SN = Last_Submitted_PDCP_RX_SN – Maximum_PDCP_SN:
-	deliver to upper layers in ascending order of the associated COUNT value after performing header decompression (if configured) using ROHC as specified in the clause 5.5.5 and/or using EHC as specified in the clause 5.14.5:
-	all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from the COUNT value associated with the received PDCP PDU;
-	set Last_Submitted_PDCP_RX_SN to the PDCP SN of the last PDCP SDU delivered to upper layers;
-	if t-Reordering is running:
-	if the PDCP SDU with Reordering_PDCP_RX_COUNT – 1 has been delivered to upper layers:
-	stop and reset t-Reordering;
-	if t-Reordering is not running (includes the case when t-Reordering is stopped due to actions above):
-	if there is at least one stored PDCP SDU:
-	start t-Reordering;
-	set Reordering_PDCP_RX_COUNT to the COUNT value associated to RX_HFN and Next_PDCP_RX_SN.
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[bookmark: _Toc12524374][bookmark: _Toc37299425][bookmark: Signet13]5.1.2.2	Procedures for SRBs when the PDCP duplication function is not used
5.1.2.2.1	Procedures for SRBs when the reordering function is not used 
For SRBs, at reception of a PDCP Data PDU from lower layers, the UE shall:
-	if received PDCP SN < Next_PDCP_RX_SN:
-	decipher and verify the integrity of the PDU (if applicable) using COUNT based on RX_HFN + 1 and the received PDCP SN as specified in the clauses 5.6 and 5.7, respectively;
-	else:
-	decipher and verify the integrity of the PDU (if applicable) using COUNT based on RX_HFN and the received PDCP SN as specified in the clauses 5.6 and 5.7, respectively;
-	if integrity verification is applicable and the integrity verification is passed successfully; or
-	if integrity verification is not applicable:
-	if received PDCP SN < Next_PDCP_RX_SN:
-	increment RX_HFN by one;
-	set Next_PDCP_RX_SN to the received PDCP SN + 1;
-	if Next_PDCP_RX_SN > Maximum_PDCP_SN:
-	set Next_PDCP_RX_SN to 0;
-	increment RX_HFN by one;
[bookmark: Signet3]-	deliver the resulting PDCP SDU to upper layer;
-	else, if integrity verification is applicable and the integrity verification fails:
-	discard the received PDCP Data PDU;
-	indicate the integrity verification failure to upper layer.
5.1.2.2.2	Procedures for SRBs when the reordering function is used 
[bookmark: _Hlk39669619]For SRBs, the PDCP entity shall use the reordering function when:
-	the PDCP entity is configured with PDCP duplication.
For SRBs, when the reordering function is used, at reception of a PDCP Data PDU from lower layers, the UE shall follow the procedures in clause 5.1.2.1.4.1.
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