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	Reason for change:
	When PDCP anchor changes in MR-DC, the L2 handling can be RLC bearer release and addition, which is captured in TS 37.340.
For example, in case of change between MN terminated split bearer and SN terminated split bearer in EN-DC, the old NR RLC entity can be released and a new NR RLC entity is added for this bearer.
In the existing field description of reestablishRLC, it is specified that the network shall set it to true when the security key used for the radio bearer associated with this RLC entity changes.

According to 5.3.5.5.1, rlc-BearerToReleaseList is processed (according to 5.3.5.5.3) before rlc-BearerToAddModList (according to 5.3.5.5.4).

In 5.3.5.5.3, RLC entities are released without re-establishment, so reestablishRLC has no effect.

In 5.3.5.5.4, there is: 

1>
if the UE's current configuration contains an RLC bearer with the received logicalChannelIdentity within the same cell group:

2>
if reestablishRLC is received:

3>
re-establish the RLC entity as specified in TS 38.322 [4];

Since the RLC bearer with the same logicalChannelIdentity was previously deleted, the above condition is not met and reestablishRLC is ignored.

Then it makes no sense to say that the network always include it in this case.

	
	

	Summary of change:
	Correct the statement on inclusion of reestablishRLC so that it needs not be included in case of RLC bearer release and addition for a bearer whose key is changed.
Impact analysis

5G impacted architectures: (NG)EN-DC, NE-DC, NR-DC
Impacted funtionality

RLC reestablishment
Interoperability

If the network implements the change but not the UE, or vice-versa, the consequences if not approved remain.

	
	

	Consequences if not approved:
	In MR-DC, reconfiguration of a bearer between MN and SN terminated with RLC bearer rease and addition may fail.
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CHANGE START
–
RLC-BearerConfig
The IE RLC-BearerConfig is used to configure an RLC entity, a corresponding logical channel in MAC and the linking to a PDCP entity (served radio bearer).

RLC-BearerConfig information element

-- ASN1START

-- TAG-RLC-BEARERCONFIG-START

RLC-BearerConfig ::=                        SEQUENCE {

    logicalChannelIdentity                      LogicalChannelIdentity,

    servedRadioBearer                           CHOICE {

        srb-Identity                                SRB-Identity,

        drb-Identity                                DRB-Identity

    }                                                                                               OPTIONAL,   -- Cond LCH-SetupOnly

    reestablishRLC                              ENUMERATED {true}                                   OPTIONAL,   -- Need N

    rlc-Config                                  RLC-Config                                          OPTIONAL,   -- Cond LCH-Setup

    mac-LogicalChannelConfig                    LogicalChannelConfig                                OPTIONAL,   -- Cond LCH-Setup

    ...

}

-- TAG-RLC-BEARERCONFIG-STOP

-- ASN1STOP

	RLC-BearerConfig field descriptions

	logicalChannelIdentity
ID used commonly for the MAC logical channel and for the RLC bearer.

	reestablishRLC
Indicates that RLC should be re-established. Network sets this to true at least when the security key used for the radio bearer associated with this RLC entity changes and the RLC entity serving that radio bearer is not released at the same time. For SRB2 and DRBs, it is also set to true during the resumption of the RRC connection or the first reconfiguration after reestablishment.

	rlc-Config
Determines the RLC mode (UM, AM) and provides corresponding parameters. RLC mode reconfiguration can only be performed by DRB release/addition or full configuration.

	servedRadioBearer
Associates the RLC Bearer with an SRB or a DRB. The UE shall deliver DL RLC SDUs received via the RLC entity of this RLC bearer to the PDCP entity of the servedRadioBearer. Furthermore, the UE shall advertise and deliver uplink PDCP PDUs of the uplink PDCP entity of the servedRadioBearer to the uplink RLC entity of this RLC bearer unless the uplink scheduling restrictions (moreThanOneRLC in PDCP-Config and the restrictions in LogicalChannelConfig) forbid it to do so.


	Conditional Presence
	Explanation

	LCH-Setup
	This field is mandatory present upon creation of a new logical channel for a DRB. This field is optionally present, Need S, upon creation of a new logical channel for an SRB. It is optionally present, Need M, otherwise.

	LCH-SetupOnly
	This field is mandatory present upon creation of a new logical channel. It is absent, Need M otherwise.
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