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1	Introduction
In this contribution we propose that RAN2 should confirm that NAS PDUs which impact PDU sessions, including Service Accept, can be piggybacked in RRCReconfiguration.
[bookmark: _Ref178064866]2	Discussion
Section 4.2.2 in NR RRC says:

In downlink, piggybacking of NAS messages is used only for one dependant (i.e. with joint success/failure) procedure: bearer establishment/modification/release.

This sentence says that the network can "piggyback" certain NAS messages in the RRC reconfiguration message. The opposite of piggybacking is to send the DL NAS messages in DLInformationTransfer. The intention of the piggybacking is that certain NAS procedures and AS procedures go hand-in-hand in the sense that if the AS procedure fails (RRC reconfiguration failure) the NAS procedure also fails. If the AS procedure fails, the UE discards the piggybacked NAS message hence it is not applied. This is what the "joint success/failure" points at.
One procedure for which such joint success/failure can happen is for the Service Accept NAS message. This message is the response to the Service Request message. The Service Accept message sent from AMF establishes the UP of PDU sessions.
When the gNB sends the Service Accept message to the UE, and hence enabling the UP for the UE, there will be a need for the UE to also get DRB's configured. Similar to how, when a new PDU session is setup (for which the UE gets a NAS PDU) the network can setup one or more DRBs.
While it is not mentioned explicitly in RAN2-specs, Figure 4.2.3.2-1 in 23.502 (see annex) suggests that Service Accept can be piggybacked. We want that RAN2 discusses and confirms whether Service Accept can be piggybacked or not. 
[bookmark: _Toc37365117]RAN2 should confirm whether NAS PDUs which impact PDU sessions (incl. Service Accept) can be piggybacked in RRCReconfiguration.

One issue which falls out of the above is that in the RRCReconfiguration message there is a field which carries a list of NAS PDUs. The size of this list is limited to maxDRBs which is 16. One could imagine that the size of this list was decided by assuming that the list need to be able to carry one NAS PDU per DRB. Hence if the network were to piggyback the "top level" NAS PDU, i.e. the NAS PDU generated by AMF, there can only be 15 PDU session NAS PDUs. So one could imagine that the length of the list instead should have been 17.
But when looking more carefully at the NGAP spec, one can see that actually the AMF can send 257 NAS PDUs to the gNB (256 NAS PDUs which have been generated by the SMF, and one which has been generated by the AMF). And in this regard, the limitation of 16 NAS PDUs in RRCReconfiguration seems rather arbitrary. If one should really align the RRCReconfiguration message with the NGAP, the list of piggybacked NAS-PDUs in RRC should be 257 (256 + 1). But to piggyback that many NAS PDUs is not feasible and not something we propose.
[bookmark: _Toc37365118]RAN2 to confirm that the size for list of piggybacked NAS PDUs in RRCReconfiguration may be a bottleneck in some scenarios and hence may limit the gNB's possibilities to piggyback NAS PDUs.

3	Conclusion
Based on the discussion in the previous sections we propose the following:
Proposal 1	RAN2 should confirm whether NAS PDUs which impact PDU sessions (incl. Service Accept) can be piggybacked in RRCReconfiguration.
Proposal 2	RAN2 to confirm that the size for list of piggybacked NAS PDUs in RRCReconfiguration may be a bottleneck in some scenarios and hence may limit the gNB's possibilities to piggyback NAS PDUs.


Annex
Figure 4.2.3.2-1 from 23.502 is shown below. In Step 13 it is shown that RRC reconfiguration is used to send the Service Accept NAS message.
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