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Introduction
Positioning is considered as one of the key features for NR technology. It is expected to be used in different use cases; I-IoT, NSPS, Aerials etc.
LTE Rel-15 RTK/Positioning WI led to creation of several posSIBs (27). This was agreed in the ongoing NR Rel-16 WI to be inherited. For Rel-16, the current ASN.1 review is yet to start and is expected to be completed by June 2020. The total number of posSIB is expected to be around 35 in NR.
As part of the initial ASN.1 review in RRC, we discovered some serious fundamental issues with the current structure of posSIBs between LMF/LPP and gNB/RRC.
This paper highlights those issues and strives to provide an alternate structure.
Discussion
Current Structure
Currently each posSIBs represent a unique piece of Assistance Data. LMF can be considered as the content producer of the posSIB/AD. It mainly receives the data from RTK server. The posSIBs are prepared in LMF. The data may be segmented and ciphered by LMF. LMF provides the data to the gNB to be delivered to UE. The data is provided to gNB via NRPPa. gNB delivers the data via RRC to the UE.
The proposed RRC structure for System Information for Positioning is as below.
PosSystemInformation-r16-IEs ::= SEQUENCE {
	posSIB-TypeAndInfo-r16			SEQUENCE (SIZE (1..maxSIB)) OF CHOICE {
		posSib1-1-r16					SIBpos-r16,
		posSib1-2-r16					SIBpos-r16,
		posSib1-3-r16					SIBpos-r16,
		posSib1-4-r16					SIBpos-r16,
		posSib1-5-r16					SIBpos-r16,
		posSib1-6-r16					SIBpos-r16,
		posSib1-7-r16					SIBpos-r16,
		posSib1-8-r16					SIBpos-r16,
		posSib2-1-r16					SIBpos-r16,
		posSib2-2-r16					SIBpos-r16,
		posSib2-3-r16					SIBpos-r16,
		posSib2-4-r16					SIBpos-r16,
		posSib2-5-r16					SIBpos-r16,
		posSib2-6-r16					SIBpos-r16,
		posSib2-7-r16					SIBpos-r16,
		posSib2-8-r16					SIBpos-r16,
		posSib2-9-r16					SIBpos-r16,
		posSib2-10-r16					SIBpos-r16,
		posSib2-11-r16					SIBpos-r16,
		posSib2-12-r16					SIBpos-r16,
		posSib2-13-r16					SIBpos-r16,
		posSib2-14-r16					SIBpos-r16,
		posSib2-15-r16					SIBpos-r16,
		posSib2-16-r16					SIBpos-r16,
		posSib2-17-r16					SIBpos-r16,
		posSib2-18-r16					SIBpos-r16,
		posSib2-19-r16					SIBpos-r16,
		posSib2-20-r16					SIBpos-r16,
		posSib2-21-r16					SIBpos-r16,
		posSib2-22-r16					SIBpos-r16,
		posSib2-23-r16					SIBpos-r16,
		posSib3-1-r16					SIBpos-r16,
		...
	},

Considering, the NW decides to schedule posSIBs 1-1, 1-5 and 1-6 in one SI; with the below structure, the assistanceDataSIB-Element would be repeated three times.

SIBpos-r16 ::= SEQUENCE {
	assistanceDataSIB-Element-r16		OCTET STRING,
	lateNonCriticalExtension			OCTET STRING							OPTIONAL,
	...
}

As per the ASN.1 encoding, OS (Octet String) length indicator requires 2 bytes. Hence, there will be 6 byte of overhead.
Further, when we inspect the structure of assistanceDataSIB-Element in LPP; it further has an OS; which in turn would basically consume 2 bytes overhead per SIB. In total, 12 bytes (96 bits).
AssistanceDataSIBelement-r15 ::= SEQUENCE {
	valueTag-r15						INTEGER (0..63)								OPTIONAL,
	expirationTime-r15					UTCTime										OPTIONAL,
	cipheringKeyData-r15				CipheringKeyData-r15 						OPTIONAL,
	segmentationInfo-r15				SegmentationInfo-r15						OPTIONAL,
[bookmark: _Hlk506164787]	assistanceDataElement-r15			OCTET STRING,
	...
}

Furthermore, if the positioning information is meant to be ciphered, the cipheringKeyData-r15 must be provided separately for each of the potentially many AssistanceDataSIBelement-r15. While it might of course be so that not all AssistanceDataSIBelement-r15 use the same keys, it seems unlikely that they would all be ciphered differently. The cipheringKeyData-r15 can be up to 8 Byte each and hence it contribution to the overall size of the positioning information would be significant. 
The same applies for the expirationTime-r15 which is 13 byte when ASN.1 encoded. Also here it is likely so that not all AssistanceDataSIBelement-r15 instances have the same expiry time... but it seems equally unlikely that they all have to signal a different time. 
In RRC, below note is provided:
NOTE:	The physical layer imposes a limit to the maximum size a SIB can take. The maximum SIB1 or SI message size is 2976 bits.
SIB/SI resource are limited, it should be utilized efficiently. The ASN.1 overhead with OS cannot be simply ignored. There is still opportunity for RAN2 to investigate this issue and provide solution that is free of OS.

[bookmark: _Toc32345743][bookmark: _Toc32522683][bookmark: _Toc37366822]The ASN.1 overhead with OS is substantial and should not be ignored. RAN2 should strive for efficient signalling design.
[bookmark: _Toc32522686][bookmark: _Toc32537245][bookmark: _Toc37366817]LPP should have means to bundle several AssistanceDataSIBelements, to associate those bundles with common ciphering keys and common expiry times and to apply segmentation to those bundles. 
Besides the ASN.1 overhead we consider it problematic that the AssistanceDataSIBelement-r15 is not self-decodable. That means, the LPP ASN.1 decoder needs additional information from the RRC ASN.1 decoder to decide how to decode the assistanceDataElement-r15 OCTET STRING. The RRC decode has to extract this information from the scheduling information (e.g. in SIB1) and provide it via some undefined side-channel to the LPP ASN.1 decoder. The same problem, appears of course on the gNB’s side: It. The RRC ASN.1 encoder needs to know LPP data type contained in the assistanceDataElement-r15 OCTET STRINGs (as encoded by the LMF) and set the correct type in the scheduling information (e.g. in SIB1). We consider such cross-layer dependency highly undesirable since changes to both protocol implementations must always go together which makes it somewhat unlikely that it will ever happen in practice. 
[bookmark: _Toc32522684][bookmark: _Toc37366823]In Rel-15 there are tight dependencies between LPP and RRC ASN.1. Encoding of RRC scheduling information requires insights into the LPP data. Decoding of the LPP data requires side-channel information from the RRC scheduling information
[bookmark: _Toc32522687][bookmark: _Toc32537246][bookmark: _Toc37366818]The RRC protocol in the gNB should be able to generate and transmit positioning information in system information without requiring detailed knowledge of the LPP data types contained therein. 
[bookmark: _Toc32522688][bookmark: _Toc32537247][bookmark: _Toc37366819]The LPP protocol should be able to decode LPP data elements without additional side channel information from RRC about the data contained therein. 
[bookmark: _Toc32522689][bookmark: _Toc32537248][bookmark: _Toc37366820]Minimize the positioning-specific information in NR RRC. Amend the SIB1 scheduling information by optional meta information that may tell the UE for which positioning technologies it will find data in the positioning SIBs. If the data is absent, the UE should acquire the actual positioning SIBs to determine the type of information contained therein. 

We have made an attempt in the document [LPP: R2-2001268] and [RRC: R2-2001269] to provide solution to minimize the overhead because of the OS. The CRs where provided in the last meetings.

[bookmark: _Toc32345745][bookmark: _Toc32522690][bookmark: _Toc32537249][bookmark: _Toc37366821]RAN2 to consider the solution outlined in [LPP: R2-2001268] and [RRC: R2-2001268]


Conclusion
In section 2 we made the following observations:
[bookmark: _GoBack]Observation 1	The ASN.1 overhead with OS is substantial and should not be ignored. RAN2 should strive for efficient signalling design.
Observation 2	In Rel-15 there are tight dependencies between LPP and RRC ASN.1. Encoding of RRC scheduling information requires insights into the LPP data. Decoding of the LPP data requires side-channel information from the RRC scheduling information

Based on the discussion in section 2 we propose the following:
Proposal 1	LPP should have means to bundle several AssistanceDataSIBelements, to associate those bundles with common ciphering keys and common expiry times and to apply segmentation to those bundles.
Proposal 2	The RRC protocol in the gNB should be able to generate and transmit positioning information in system information without requiring detailed knowledge of the LPP data types contained therein.
Proposal 3	The LPP protocol should be able to decode LPP data elements without additional side channel information from RRC about the data contained therein.
Proposal 4	Minimize the positioning-specific information in NR RRC. Amend the SIB1 scheduling information by optional meta information that may tell the UE for which positioning technologies it will find data in the positioning SIBs. If the data is absent, the UE should acquire the actual positioning SIBs to determine the type of information contained therein.
Proposal 5	RAN2 to consider the solution outlined in [LPP: R2-2001268] and [RRC: R2-2001268]
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