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Introduction
During the email discussion for F1-C transport over LTE, a lot of issues were raised, such as the allocation of IP address for IAB node, the impact of IPSec, and whether the F1-C over LTE should be supported during integration procedure [2]. In this paper, we will discuss these issues one by one and give our proposals.    
Discussion
During the email discussion of last RAN3 meeting for F1-C transport over LTE, a lot of issues were raised, such as the allocation of IP address for IAB node, the impact of IPSec, and whether the F1-C over LTE should be supported during integration procedure. In this section, we will discuss these issues one by one.

For the IP address allocation of IAB node, we think it can reuse the IP address request option for IAB node using EN-DC. To be specific, IAB node MT may first connects to the LTE network as normal UE by performing RRC connection setup procedure with eNB. The IAB-MT includes the IAB-node indication in RRCConnectionSetupComplete message, to assist the eNB select the MME and SgNB supporting IAB function. Then the IAB-MT connects to the parent DU and IAB-donor-CU via the EN-DC SgNB addition procedure. During the SgNB addition procedure, the SRB3 can be setup for the IAB-MT. IAB-MT may request the IP address through new NR RRC message via SRB3. Upon receiving the IP address request, the IAB-dono-DU send the allocated IP address included in the RRCReconfiguration message to IAB-MT. On the other hand, IAB donor CU may configure the default BH RLC channel and BAP routing ID for the IAB node MT. Then the DU functionality of IAB-node  initiates the TNL establishment, and F1 setup with the IAB-donor-CU using the allocated IP address(es). 
Suppose the IPSec tunnel mode is supported between IAB node DU and IAB-donor-CU, the IP which contains the F1-C traffic is protected and an outer IP header is added to the encrypted IP packet. For the outer IP header, the IP addresses of SEGs are used. As we know, the SEG may be integrated into the network entity or may be a standalone device. With regard to IAB network, we think the SEG should be integrated IAB node. It reason is that after the IPSec encapsulation, the security protected IP packet need to be further delivered to BAP layer (for UL GTP/SCTP traffic originated at IAB node) for subsequent backhaul transmission in SA scenario. For the EN-DC scenario with F1-C over LTE transport, the IPSec protected packet need to be encapsulated in RRC message and then delivered to eNB. 
As agreed in RAN3#107e meeting, the discovery of CU-CP and SeGWs, and other IP-based services can be done via the existing solutions (e.g., OAM configuration). It means that the IAB node MT may discover the SeGW via OAM configuration.  However, considering that IP address of IAB node may be allocated by donor CU/DU, IAB node may also obtain the IPSec address via the donor CU/DU. Nevertheless, the same mechanism used to support IPSec in SA scenarios could be reused for EN-DC scenario. 

Last but not the least, it needs to be clarified whether the F1-C over LTE transport should be supported during integration procedure. In our opinion, once the default BH RLC channel and BAP routing ID has been configured for IAB node MT, IAB node MT may utilize the NR path for F1-C transport. For the F1-C over LTE path, it could be used once the SN addition and IP address allocation procedure for IAB node have been completed. When both paths are ready, which one to select can be up to IAB node’s implementation. It is not necessary to explicitly configure it via RRC signaling.
Proposal 1: For F1-C over LTE scenario, IAB node MT may also request the IP address via new RRC message. To be specific, after the SN addition procedure is finished, IAB-MT may request the IP address via SRB3. Upon receiving the IP address request, the IAB-dono-DU send the allocated IP address via RRCReconfiguration message to IAB-MT.

Proposal 2: The same mechanism used to support IPSec between IAB node and donor-CU in SA scenarios could be reused for the support of IPSec in F1-C over LTE transport scenario. 

Proposal 3: When both NR and LTE paths are ready for F1-C traffic, which one to utilize can be up to IAB node implementation. 
Conclusion
In this contribution, we mainly discussed the remaining issues of IAB node using EN-DC. And we have the following observations and proposals:
Proposal 1: For F1-C over LTE scenario, IAB node MT may also request the IP address via new RRC message. To be specific, after the SN addition procedure is finished, IAB-MT may request the IP address via SRB3. Upon receiving the IP address request, the IAB-dono-DU send the allocated IP address via RRCReconfiguration message to IAB-MT.

Proposal 2: The same mechanism used to support IPSec between IAB node and donor-CU in SA scenarios could be reused for the support of IPSec in F1-C over LTE transport scenario. 

Proposal 3: When both NR and LTE paths are ready for F1-C traffic, which one to utilize can be up to IAB node implementation. 
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