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1. Introduction
The Change of SSC mode 2 PDU Session Anchor with different PDU Sessions procedure that is detailed in [1] may lead to an error case in the RAN side according to current RRC specification. 
This procedure is triggered by SMF, which involves changing the PDU Session Anchor by releasing the existing PDU Session associated with an old UPF and immediately establishing a new PDU Session with a new UPF to the same DN. As part of the procedure, a NAS message is delivered to the UE, so that new PDU session can be established. In some cases, all of the DRBs might be released as a result of the PDU Session release. With the current requirements of SRB only connection, the RRC connection should be released correspondingly. Obviously, it is not possible to deliver the NAS message required by the aforementioned CN procedure while releasing the UE’s RRC connection at the same time. Furthermore, in this case the intended situation is actually not to release the UE’s RRC connection when all DRBs are released. The error case needs to be solved.
In this contribution, we discuss the case in detail and we provide possible options to handle the issue. We also provide CRs to the RRC specification in two accompany contributions [2-3].
2. Discussion
2.1. Issues 
[bookmark: _GoBack]In some situations, the SMF may trigger the change of the UPF for a PDU Session. After the SMF determines to relocate the UPF for a PDU Session, it releases the existing PDU Session associated with an old UPF (i.e. UPF1 in Figure 1) and immediately establishes a new PDU Session with a UPF (i.e. UPF2 in Figure 1)) to the same DN. 


[bookmark: _Ref28856944]Figure 1 Procedures of Change of SSC mode 2 PSA for a PDU Session defined in TS 23.205
In Step 2, if only one PDU Session is established for the UE, releasing this PDU Session would result in releasing all of the DRB(s) in the RAN side. Considering of the protocol of SRB only connection detailed in TS 38.331, ‘A configuration with SRB2 without DRB or with DRB without SRB2 is not supported (i.e., SRB2 and at least one DRB must be configured in the same RRC Reconfiguration message, and it is not allowed to release all the DRBs without releasing the RRC Connection)’, in this case, the RRC Connection should be released correspondingly. In Step 3, it is required to establish a new PDU Session immediately after releasing the old one.
As part of Step 2 in Figure 1, to let the UE initiates the PDU Session establishment immediately after PDU Session release, the SMF includes a Cause Value to the PDU SESSION RELEASE COMMAND message to indicate ‘reactivation requested’ to the UE. Therefore a NAS message needs to be delivered to UE. An error case exists in this case, if only one PDU session is setup for the UE. More specifically, as a result of Step 2 the RRC Connection of the UE is released according to the current specification i.e. “it is not allowed to release all the DRBs without releasing the RRC Connection, while it is not possible to include the NAS message in the RRC release message. 
Observation 1: Change of SSC mode 2 PDU Session Anchor with different PDU Sessions would result in error case in the RAN side if only one PDU session is setup for the UE
In detail, the SRB only connection allows to setup SRB1 and AS security without configuring SRB2 and DRBs. As there is no IE to release the SRB2 in the current specifications, once the SRB2 is configured, the only way to release the SRB2 is to release the RRC connection. If only one PDU Session is established for the UE, when all the DRBs are released, there would be SRB1, SRB2 and the corresponding AS security remain in the radio interface, which is not supported by the SRB only connection protocol mentioned above. 
[bookmark: _Ref29198324]Observation 2: SRB2 cannot be released without releasing the RRC Connection.
[bookmark: _Ref29201429]Observation 3: SRB only connection mode supports the configuration of SRB1 and AS security without SRB2 and DRBs.
2.2. Solutions 
In order to handle the error scenario caused by the Change of SSC mode 2 PDU Session Anchor procedure, two options are provided. 
Option 1: Supporting of SRB2 release. 
Regarding Observation 2, once the SRB2 is configured, it only can be released by releasing the RRC connection. If the SRB2 could be released once all the DRBs are released in this case, there would be SRB1 and AS security left in the radio interface, which is supported by the current SRB only connection. Thus, the RRC connection release would not be triggered. For the above case, the RAN can send the RRC reconfiguration message including a NAS message to inform UE release all the DRBs and SRB2.
However, in accordance with the current specifications, the UE and the network do not support to release SRB2. Therefore, it is proposed to add a new IE to RRCReconfiguration message to support SRB2 to release.
Option 2: Enhancing the SRB Only Connection to support the SRB1 + SRB2 + AS security mode. 
Regarding Observation 3, as the SRB only connection does not support the mode with configuring the SRB1, SRB2 and the corresponding AS security. If the mode with SRB1, SRB2 and the corresponding AS security configured is supported, when all the DRBs are released in the radio interface, the RRC connection is maintained. Therefore, enhancing the current SRB only connection to support the mode with the SRB1, SRB2 and AS security would handle the error scenario  in the RAN side during by the Change of SSC mode 2 PSA for a PDU Session procedure.
[bookmark: _Ref29201716]Proposal 1: Ran2 to discuss which solution to handle the error case caused by the Change of SSC mode 2 PDU Session Anchor if one PDU is setup for the UE.
Option 1: Supporting the SRB2 to release; 
Option 2: Enhancing the SRB Only Connection to support the SRB1 + SRB2 + AS security mode.
The two options in Proposal 1 are both new capability for the UE and the network. In order to support the new function without involving any compatible issues, the UE shall include the agreed new feature in the UE capability report to inform the network.
Proposal 2: UE reports the new capability for option1 or option2 to the network. 
Following the proposals the CRs are provided in the accompany contributions [2,3].
3. Conclusion
Based on the above discussion, we make the following observations and recommend RAN2 to discuss and adopt the following proposals: 
Observation 1: Change of SSC mode 2 PDU Session Anchor with different PDU Sessions would result in error case in the RAN side if only one PDU session is setup for the UE
Observation 2: SRB2 cannot be released without releasing the RRC Connection.
Observation 3: SRB only connection mode supports the configuration of SRB1 and AS security without SRB2 and DRBs.
Proposal 1: Ran2 to discuss which solution to handle the error case caused by the Change of SSC mode 2 PDU Session Anchor if one PDU is setup for the UE.
Option 1: Supporting the SRB2 to release; 
Option 2: Enhancing the SRB Only Connection to support the SRB1 + SRB2 + AS security mode.
Proposal 2: UE reports the new capability for option1 or option2 to the network. 
Following the proposals the CRs are provided in the accompany contributions [2,3].
Reference 
[1] 3GPP TS 23.502, Procedures for the 5G System (5GS), SA2
[2] R2-2002793, SRB only connection enhancement option 1 
[3] R2-20002794, SRB only connection enhancement option 2
R2-2002792
UE
(R)AN
AMF
UPF1
UPF2
SMF1
UL/DL Data
1. SMF determines UPF relocation needs to be performed
UL/DL Data
2. PDU Session Release procedure (with UPF1)
SMF2
3. PDU Session Establishment procedure (with UPF2)



image1.emf
UE (R)AN AMF UPF1 UPF2 SMF1

UL/DL Data

1. SMF determines 

UPF relocation needs 

to be performed

UL/DL Data

2. PDU Session Release procedure (with UPF1)

SMF2

3. PDU Session Establishment procedure (with UPF2)


