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1. Overall Description:

SA3 thanks RAN2 for its LS S3-200057/R2-1916467 on NR V2X Security issue and PDCP SN size and making SA3 aware of the agreements and progress on PDCP SN size in RAN2.
Regarding the question on security related fields used in AS layer, at the V2X PDCP layer, only regular PDCP fields are expected (e.g. MAC-I), no new fields required. Specifically, SA3 would like to provide the following security related information that RAN2 may need:

· The 16-bit Key ID shall be carried in the PDCP header, along with any 32-bit MAC that is needed for integrity protection.

· There shall be a 5-bit input for the security algorithms and the triple (Key, Bearer, Counter) are only used once in order to avoid key stream reuse. SA3 kindly ask RAN2 to take the information into account to decide how 5-bit input is derived from a particular LCID as long as the above properties are satisfied.
In the future, SA3 will inform RAN2 of the progress of its related work.
2. Actions:

To RAN2:
ACTION: 
SA3 kindly asks RAN2 to take the information above into account in their future work.
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