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1	Introduction
In previous RAN2 meetings, the Ethernet Header Compression have been widely discussed, and the following agreements have been reached:
In RAN2 #107bis meeting, 
· The EHC can removes the following fields: SOURCE/DESTINATION ADDRESS, TYPE, and EHC do not support multiple formats
· FFS: Pad removal 
· FFS if for context establishment the explicit feedback is sent via PDCP control PDU.
Baseline feedback mechanism, enhancements not precluded: 
· For context establishment the de-compressor sends an explicit feedback to the compressor after the establishment of the context, i.e. when a full header packet is received with a context id. 
· For context establishment the explicit feedback includes the “Context ID”.
When the compressor receives the feedback it is confident that the context is successfully established, and from this time compressed header packets can be transmitted.

In RAN2 #108 meeting, 
· There is support in R2 to have Ethernet Padding Removal for IIOT
· The following tentative agreements are postponed, we send an LS to SA1, but we will decide next meeting regardless if get a reply in time or not.
Padding Removal tentative agreements
· Specify the EHC decompressor behaviour such that it checks the frame size after reapplying the Ethernet header and in case it is lower than 64 bytes, the decompressor appends random bytes to make the frame a valid Ethernet frame (e.g. 64 bytes long).
· We don’t specify the behaviour of the compressor/padding removal side.
· Padding removal is an optional feature that is configurable.
· RAN2 confirm the feedback mechanism already agreed in the last meeting and apply this to both AM DRB and UM DRB.
· The EHC algorithm is not allowed to be configured for a uni-directional link. 
· Q-TAGs can be removed in EHC, considering all sub-fields, assuming this is static (i.e. no dynamic indications in EHC)

Per the above agreements, the following remaining issues on EHC need to be studied:
· the details of the EHC feedback mechanism.
· EHC packet formats
In this contribution, we will continue with the above issues and provide our proposals. 
2	Discussion
2.1	EHC Packet Formats
According to the agreements in past serval meetings, the EHC header includes Context ID and Indication of header format. In general, there exists three types of packets:
· Type 1: the uncompressed packet that performs context establishment
· Type 2: the compressed packet with existing context
· Type 3: the uncompressed packet with no context that needs to be established or updated
To differentiate between Type 1 and Type 2, one bit in EHC header is sufficient to address this issue. Moreover, in order to identify the Type3, the candidate solution should not to introduce more bits in EHC header. Therefore, a reserved EHC context ID (e.g. all zeros) is more appropriate solution. 
Proposal 1: A reserved EHC context ID (e.g. all zeros) can be used to indicate the uncompressed packet with no context. 
The length of context ID impacts the number of the contexts and the length of EHC frame. In RoHC, the maximum value of context ID is 16383 consuming 12 bits. As the EHC operation in IIoT scenario is simpler, 8 bits length seems enough in current phase. However, a bigger value (e.g.,15 bits) can be used to combine the DST, SRC, TYPE values, Q-TAG or even more. In order to trade-off between the overhead and capability, MAX_CID is configured by the network to indicate UE the maximum CID value in RoHC. Similarly, a configurable context ID field length (e.g. based on MAX_CID) can also achieve more flexibility and better performance. Therefore, the maximum number of EHC context ID should support to be configured by network. 
Proposal 2: The maximum number of EHC context ID should support to be configured by network
2.2	EHC Feedback Mechanism 
In order to improve the reliability, the compressor can keep sending full header packets intended for context establishment to the de-compressor. When the de-compressor receives the uncompressed packet, it will establish the context and send a feedback to compressor. Once the compressor receives the first feedback, it begins to transmit the compressed header packets. And the compressor begins to transmit the compressed header packets.
With regard to the number of feedbacks controlled by the de-compressor , the alternatives are as follow :
· Alt 1: No special mechanism is needed on the decompressor side. The decompressor sends feedback on each successfully received full header packet (which is intended for context establishment) till the first compressed header packet is received from the compressor. 
· Alt2 : Configured number of feedbacks sent by the decompressor if the decompressor keeps receiving identical EHC full header. 
· Alt3: A “prohibit mechanism” in EHC feedback transmission should be considered.
Obviously, the drawback of Alt1 is too much overhead but more reliability. And the feedback latency of Alt2 may be much more than that of Alt1 since the transmission reliability of once feedback cannot be guaranteed in practical network. Therefore, there is no need to do any special mechanism on the decompressor side to control the number of feedbacks in Rel-16
Proposal 3: There is no need to do any special mechanism on the decompressor side to control the number of feedbacks in Rel-16.
When the de-compressor receives a full header packet, it establishes the context information and sends a feedback to the compressor. In order to distinguish the different contexts, the feedback packet contains a context ID. Once the compressor receiving the feedback, it confirms the establishment of this context and begins to compress the packets. Otherwise, the compressor keeps sending the full header packets. Since the feedback implies a positive indication, there is no need to introduce a negative feedback. 
Proposal 4: The feedback only contains CID. And there is no need to introduce a negative feedback.
In the RoHC, the feedback information is carried over PDCP control PDU. The similar mechanism can be also applied to EHC feedback. In addition, the EHC feedback is used to notify the successful context establishment to the compressor, there is no need to transmit the feedback in sequence. In a word, compared to the PDCP data PDU with the SN, the PDCP control PDU is more suitable to send the EHC feedback.
Proposal 5: EHC feedback should be transmitted via PDCP Control PDU.
3	Conclusion
In this contribution, we further discuss some details about the Ethernet header compression. Based on the above discussion, we proposal the following:
Proposal 1: A reserved EHC context ID (e.g. all zeros) can be used to indicate the uncompressed packet with no context. 
Proposal 2: The maximum number of EHC context ID should support to be configured by network
Proposal 3: There is no need to do any special mechanism on the decompressor side to control the number of feedbacks in Rel-16.
Proposal 4: The feedback only contains CID. And there is no need to introduce a negative feedback.
Proposal 5: EHC feedback should be transmitted via PDCP Control PDU.
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