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1 Introduction

This paper discuss remaining open issues in PDCP layer for NR sidelink.
2 Discussion
Issue1: the SN size for PC5-S signalling carrying Direct Communication Request

RAN2 agreed that D/C bit is not needed for broadcast and groupcast because there is no control PDU is needed for these two cast types. The answers of majority companies to the question 10 of email discussion [108#102] is option 3 i.e. no D/C bit at all. So the PDU format for broadcast and groupcast is as following:
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Figure 2-1 PDCP data PDU format for Broadcast and Groupcast with PDCP SN=18bits
But it seems majority company would like to set the SN size for SRB carrying Direction Communication Request to be 12 bits instead of 18 bits. The argument for 12 bits is that it is aligned with other SL SRB and the length is sufficient. On the other hand 12 bits also means its PDU format will be different from other SL SRB because other SL SRB is at least integrity protected and hence at least MAC-I will be in the PDU format. If RAN2 can agree on 18 bits, then PDU format in Figure 2-1 can be reused considering there is also no D/C bit for SRB. We think one less PDU format can help to reduce UE complexity and therefore we prefer 18 bits.

Proposal1: the SN size for SL SRB carrying Direction Communication Request is 18 bits.

Issue2: Interaction between PDCP and V2X layer 
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Figure 2-2
In Figure 2-2, when UE B receives DSMD (Direct Security Mode Command), logically it can’t do integrity verification because there is no any security parameter is available in PDCP layer. So DSMD should be firstly delivered to V2X layer to inform V2X layer that a new DSMD message is received. V2X layer then start to configure PDCP layer with security key and algorithm and activate AS security functionality. After that moment all the messages between the pair of UE will be protected, if configured. Over Uu interface similar story happens between RRC and PDCP layer. And in PDCP layer one note is captured as following:
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We think similar description is needed in PDCP layer for SL as following:

NOTE: As the PC5-S message which activates the integrity protection function is itself integrity protected with the configuration included in this PC5-S message, this message needs first be decoded by upper layer before the integrity protection verification could be performed for the PDU in which the message was received.
Proposal2: Above Note should be captured in PDCP layer for NR sidelink communication
Issue3: length of bits for PDU type

In NR PDCP, there are only two control PDU types as following:
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Length: 3 bits
This field indicates the type of control information included in the corresponding PDCP Control PDU.

Table 6.3.8-1: PDU type

Bit Description

000 PDCP status report

001 Interspersed ROHC feedback
010-111 Reserved





For NR sidelink, PDCP status report is not needed because no PDCP re-establishment or recovery is necessary. Hence 3 bits is bit luxurious for PC5 interface
Propose3: 2 bits PDU type is sufficient for NR sidelink
Issue4: security issue
In the solution#12 in 33.836, it is proposed Key ID and Counter should be 
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Figure 6.12.2.4-1: Security contexts of the PDCP header for one-to-one communications

Here the Counter should be PDCP SN and Key ID is KD-esse ID. In LTE both PDCP SN and Key ID is 16 bits, hence both can be sent via PDCP PDU and naturally Counter consists of PDCP SN and Key ID. Now RAN2 agreed that supported PDCP SN size is 12 bits and 18 bits. If KD-esse ID sticks to 16 bits as defined in 33.303, then there are issues:

Issue4.1: How to define the Counter?

Issue4.2: How to define PDCP PDU format?

The issue4.1 should be resolved by SA3. Issue4.2 can’t be resolved unless we know the content of Counter since it may be related to the length of Key ID. 
Proposal4: to send a LS to SA3 to ask the definition of Counter by taking the PDCP SN size into account.
3 Conclusion
Proposal1: the SN size for SL SRB carrying Direction Communication Request is 18 bits.

Proposal2: Above Note should be captured in PDCP layer for NR sidelink communication

Propose3: 2 bits PDU type is sufficient for NR sidelink

Proposal4: to send a LS to SA3 to ask the definition of Counter by taking the PDCP SN size into account.
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