Page 7

3GPP TSG-RAN WG2 Meeting #109 electronic
R2-2001298
24 Feb – 6 Mar 2020 
Agenda item:
6.7.2.3
Source:
Qualcomm Incorporated

Title:
Open issues in Ethernet Header Compression
WID:
NR_IIOT (NR Industrial Internet of Things)
Document for:
Discussion
1 Introduction 
We discuss our views on some open issues related to ethernet header compression.
2 Discussion
2.1 RoHC and EHC
2.1.1 Sequence of operation

We don’t see a need to specify an order for header compression using RoHC and EHC. Further, RAN2#107 made the following agreement about independence of (operation of) RoHC and EHC: 

	· ROHC and EHC are independent, e.g. from specification point of view they could both be configured for a DRB.


Hence, we propose the following.
Proposal 1: No need to specify such an order for header compression using RoHC and EHC, i.e., leave it to implementation.
2.1.2 Bypassing RoHC for non-IP traffic
Ethernet header has an Ethertype field that identifies whether the next protocol is IP. Given RoHC profiles supported in 3GPP are only applicable to IP, it needs to be discussed how non-IP Ethertypes are handled when RoHC and EHC are present together.

Table 1: Ethernet header without VLAN for IPv4

	SRC
	DST
	EtherType
	IPv4 Header
	IPv4 Payload

	6 octets
	6 octets
	0x0800
	Variable (IP Version=4)
	Variable


Table 1: Ethernet header without VLAN for IPv6

	SRC
	DST
	EtherType
	IPv6 Header
	IPv6 Payload

	6 octets
	6 octets
	0x86DD
	40 octets (IP Version=6)
	Variable


Table 1: Ethernet header without VLAN for Profinet

	SRC
	DST
	EtherType
	Profinet Header
	Profinet Payload

	6 octets
	6 octets
	0x8892
	Variable
	Variable


Observation 2a: Ethernet MAC header contains Ethertype field that is set to 0x0800 for IPv4 and 0x86DD for IPv6. Other Ethertype values correspond to non-IP protocols
Observation 2b: The various RoHC profiles supported in 3GPP only cover IP packets (both IPv4 and IPv6)

Observation 2c: For a DRB which has EHC and RoHC both configured:

· There is a possibility for a non-IP payload for Ethernet (i.e., Ethertype different from 0x0800 and 0x86DD)

· There is no possibility for a non-Ethernet packet, because EHC can only be configured on DRBs under Ethernet PDU type.

Given the above observations, the simplest way for non-IP Ethernet payloads is to bypass the RoHC entity, and deliver the packets directly to the next layer. Note that given RoHC cannot even parse non-IP headers, sending the packets via RoHC and using the uncompressed CID is not consistent with RoHC profile definitions.
Proposal 2a: The sender/compressor behavior for a non-IP Ethernet packet shall be to, bypass ROHC and deliver that packet from EHC compressor to lower layers.
Proposal 2b: The receiver/decompressor behavior for a packet that after EHC decompression has non-IP Ethertype is to deliver the packet directly to higher layers and bypass RoHC.
2.1.3 RoHC Profile Support

There are three ways to use RoHC in Rel-16.

Case A: RoHC on a DRB of IP type PDU session

Case B: RoHC on a DRB of Ethernet type PDU session, with EHC also enabled

Case C: RoHC on a DRB of Ethernet type PDU session, with EHC not enabled

All three cases require different parsing of headers for compression/decompression, and are more likely to be associated with somewhat different use-cases.

Observation 3a: It is unlikely that the typical RoHC profiles used for VoNR (RTP/UDP/IP) would be relevant for Ethernet PDU session in IIoT scenarios.
Observation 3b: For UEs dedicated to industrial automation scenarios with non-IP protocols (e.g. Profinet/0x8892, OPC/0xB62C), there may not be any need to support RoHC at all.

Observation 3c: The UE supported profiles for “IP type PDU session” (case A) is signalled by the UE as a capability in Rel-15. It needs to be discussed how the UE signals RoHC capability for cases B and C.

· Case B: RoHC on a DRB of Ethernet type PDU session, with EHC also enabled

· Case C: RoHC on a DRB of Ethernet type PDU session, with EHC not enabled
Proposal 3: As baseline, RAN2 can assume that the list of RoHC profiles supported by the UE for cases A, B and C are independent. FFS if some restrictions are necessary, e.g. one set needs to be equal to another set.
2.2 Support for Ethernet padding removal/addition

RAN2#108 made tentative agreements on ethernet padding removal/addition and also sent LS R2-1916547 to SA1 seeking guidance on prevalence and extent of Ethernet PADDING field for the scenarios described in TS 22.104.
	· There is support in R2 to have Ethernet Padding Removal for IIOT

· The following tentative agreements are postponed, we send an LS to SA1, but we will decide next meeting regardless if get a reply in time or not.

Padding Removal tentative agreements

- 
Specify the EHC decompressor behaviour such that it checks the frame size after reapplying the Ethernet header and in case it is lower than 64 bytes, the decompressor appends random bytes to make the frame a valid Ethernet frame (e.g. 64 bytes long).

- 
We don’t specify the behaviour of the compressor/padding removal side

- 
Padding removal is an optional feature that is configurable.


Key parts of the LS R2-1916547 are copied below for reference:
	1. Description:

As part of the work on Industrial IoT, RAN2 is working on compression of Ethernet header over the access stratum. One of the features being considered is Ethernet MAC PADDING compression.  The gains of compression of PADDING are highest when the packet size is small, requiring a large amount of PADDING to be inserted at Ethernet MAC.

RAN2 would like to know more about Ethernet usage patterns for the cases mentioned in TS 22.104. In Table A.2.2.2-1, a message size of 20 bytes is described.

RAN2 is interested in understanding how this 20 byte message is converted into the full Ethernet Packet, which has minimum size 64 bytes. If significant amount of PADDING is used, RAN2 will consider ways to compress it.

2. Actions:

ACTION: 
RAN2 kindly requests SA1 to provide guidance on prevalence and extent of Ethernet PADDING field for the scenarios described in TS 22.104.




SA1#89 meeting (10-14 February) has discussed the LS. Hence, we propose that RAN2 consider any SA1 response before making decisions on padding removal/addition.

Proposal 4: RAN2 should consider any SA1 reply LS before making agreements related to support for ethernet padding removal/addition.
2.3 Including SN in EHC feedback
Discussion of inclusion of SN of PDCP PDU in EHC feedback message was discussed as part of Question 9 in email discussion [108#53][IIOT] EHC remaining issues. We support inclusion of SN of PDCP PDU (that triggered the EHC feedback) and explain the rationale/benefits below.
The key question is whether a state mismatch between EHC compressor and decompressor can result due to lack of SN. Consider the case where a compressor creates a context and expects ACK from the network. The ACK is delayed and the compressor has to do one retry for the ACK to be received. After some time (t0), the compressor overwrites the context with a new context. At this time, the delayed ACK from the first context creation is received by the compressor, resulting in a state mismatch.
As the RAN deployment starts using F1 interface to split the DU and CU with a variety of non-ideal transports (including IAB), delays of packets on F1 will become more common. This problem can be solved in a very simple way by adding a SN to the ACK packet. This will be in line with all ACK-based protocols in existence today, that include some form of sequence or transaction identifier to prevent state mismatch.
Observation 5a: Inclusion of SN can help avoid state mismatch issues.
Further, inclusion of SN does not increase overhead significantly (since feedback packets are used only during context setup) and also makes debugging easier.
Observation 5b: Inclusion of SN does not increase overhead significantly and also makes debugging easier.
Hence, we propose the following.

Proposal 5: SN is included in EHC feedback message.
3 Conclusion
The proposals and observations from above discussion are copied below.
Proposal 1: No need to specify such an order for header compression using RoHC and EHC, i.e., leave it to implementation.
Observation 2a: Ethernet MAC header contains Ethertype field that is set to 0x0800 for IPv4 and 0x86DD for IPv6. Other Ethertype values correspond to non-IP protocols
Observation 2b: The various RoHC profiles supported in 3GPP only cover IP packets (both IPv4 and IPv6)

Observation 2c: For a DRB which has EHC and RoHC both configured:

· There is a possibility for a non-IP payload for Ethernet (i.e., Ethertype different from 0x0800 and 0x86DD)

· There is no possibility for a non-Ethernet packet, because EHC can only be configured on DRBs under Ethernet PDU type.

Proposal 2a: The sender/compressor behavior for a non-IP Ethernet packet shall be to, bypass ROHC and deliver that packet from EHC compressor to lower layers.
Proposal 2b: The receiver/decompressor behavior for a packet that after EHC decompression has non-IP Ethertype is to deliver the packet directly to higher layers and bypass RoHC.
Observation 3a: It is unlikely that the typical RoHC profiles used for VoNR (RTP/UDP/IP) would be relevant for Ethernet PDU session in IIoT scenarios.
Observation 3b: For UEs dedicated to industrial automation scenarios with non-IP protocols (e.g. Profinet/0x8892, OPC/0xB62C), there may not be any need to support RoHC at all.

Observation 3c: The UE supported profiles for “IP type PDU session” (case A) is signalled by the UE as a capability in Rel-15. It needs to be discussed how the UE signals RoHC capability for cases B and C.

· Case B: RoHC on a DRB of Ethernet type PDU session, with EHC also enabled

· Case C: RoHC on a DRB of Ethernet type PDU session, with EHC not enabled
Proposal 3: As baseline, RAN2 can assume that the list of RoHC profiles supported by the UE for cases A, B and C are independent. FFS if some restrictions are necessary, e.g. one set needs to be equal to another set.
Proposal 4: RAN2 should consider any SA1 reply LS before making agreements related to support for ethernet padding removal/addition.

Observation 5a: Inclusion of SN can help avoid state mismatch issues.
Observation 5b: Inclusion of SN does not increase overhead significantly and also makes debugging easier.
Proposal 5: SN is included in EHC feedback message.

