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Introduction
The new WID of NR Industrial Internet of Things (IoT) was approved in RAN#83[1]. In which, the following objective is included:
	...
3． The detailed objectives for NR TSC-related enhancements include:
· Specify accurate reference timing delivery from gNB to UE using broadcast and unicast RRC signalling (with EUTRA Rel-15 signalling solution as baseline) for synchronization requirements defined in TS 22.104) [RAN2].
· Specify enhancements to satisfy QoS for wireless Ethernet when using TSC traffic patterns, including 
· Support of provisioning, from Core Network to RAN and between RAN nodes (e.g. upon handover), of UE’s TSC traffic pattern related information such as message periodicity, message size, message arrival time at gNB (DL) and UE (UL) [RAN3].
· Support for multiple simultaneous active semi-persistent scheduling (SPS) configurations for a given BWP of a UE. [RAN2, RAN1].
· Support for shorter SPS periodicities than the existing ones [RAN2, RAN1].
· Address support for TSC message periodicities with non-integer multiple of NR supported CG/SPS periodicities, as captured in TR 38.825, section 6.5.2. [RAN2, RAN1].
· Specify Ethernet header compression based on structure-aware algorithm [RAN2].
· Ethernet header compression solution for LTE to be specified once the design principle for NR is agreed. The impacted LTE specifications to be added latest at RAN#85.


[bookmark: OLE_LINK3]In RAN2 #106 meeting, based on the contributions, the following agreements have been achieved:
	Ethernet Header Compression (EHC) is configured per DRB, separately for UL and DL.
Use context ID concept such that compressor and decompressor associates a context ID with Ethernet header contents. 
Compression is done with following principle:
- For Ethernet flow resulting in creation of new context, compressor transmits at least one packet with full header and context id (to establish context in decompressor). 
- After above, compressor starts transmits compressed packets. FFS if multiple transmissions and/or feedback is needed.  
EHC header format is designed to include following mandatory fields: Context ID, Indication of header format (i.e. full header and compressed header), FFS other field, e.g. profile ID


[bookmark: OLE_LINK4][bookmark: OLE_LINK6]In RAN2 #107bis meeting, based on the contributions, the following agreements have been achieved:
	The EHC function is in PDCP
The EHC header is located after the SDAP header, and it is ciphered 
The EHC can removes the following fields: SOURCE/DESTINATION ADDRESS, TYPE, and EHC do not support multiple formats
FFS: Pad removal 
For context establishment the compressor send the full header and the context ID via PDCP data PDU
ROHC and EHC are independent, e.g. from specification point of view they could both be configured for a DRB.
FFS if for context establishment the explicit feedback is sent via PDCP control PDU.

Baseline feedback mechanism, enhancements not precluded: 
For context establishment the de-compressor sends an explicit feedback to the compressor after the establishment of the context, i.e. when a full header packet is received with a context id. 
For context establishment the explicit feedback includes the “Context ID”.
When the compressor receives the feedback it is confident that the context is successfully established, and from this time compressed header packets can be transmitted. 
FFS if EHC is allowed to be configured for a unidirectional link. 


[bookmark: OLE_LINK20]In RAN2 #108 meeting, the following email discussion for EHC has been assigned, in which the main issues on EHC has been discussed:
	[108#53][IIOT] EHC remaining issues (Huawei)
Remaining Issues focus on: 
	- Whether to reset EHC protocol at PDCP re-establishment
	- EHC feedback mechanism details
	- EHC packet formats	
Intended outcome: Report and agreeable TP
Deadline:  2020-01-30


In this contribution, based on the progress till now, we will discuss the remaining issues related to Ethernet header compression and give our proposals.
Discussion
Issue 1: About the size of the Context ID
[bookmark: OLE_LINK18]In the email discussion [108#53][IIOT] EHC remaining issues, there has no consensus opinion on whether the Context ID field length can be configured and the size of the Context ID. 
[bookmark: OLE_LINK7]For the Context ID, the value range impacts the EHC Frame size and the maximal Context number that the EHC can support. In RoHC, the maximal number Context ID is 16383, which consumes 12bits. However, the EHC only compresses the frame header of IEEE 802.3 MAC frame format-802-1Q (2014), and the frame structure of industrial Ethernet (e.g.PROFINET, EtherCAT.) does not consider compression. Taken into account that the IIoT equipment is usually static (e.g. the number of Ethernet header value will not be very much) and in order to save the EHC frame size, we suggest that the size for Context ID is not more than 8bits, but at least 6bits (e.g. 64 values). In addition, given header compression feature provide benefits for small packets including time-sensitive traffic, it is desirable to have small headers for compressed packets.
On the other hand, if it’s allowed to configure the CID field length, configuring the CID field length will result in overhand of 1byte in EHC frame, this may cause unnecessary waste of resources. So, with consideration on compression efficiency, we think a fixed length of 6bits for CID is enough.
Proposal 1: It’s no need to make the length of the Context ID configurable. A fixed length of 6bits for Context ID should be sufficient.

Issue 2: About UE capability to support the maximum number of EHC contexts
During the email discussion, RAN2 has discussed whether a maximum number of EHC context ID (e.g. maxCID_EHC) needs to be configured by the network. More companies think it’s not necessary. But as whether the length of Context ID can be configured is still under discussion and if a configurable CID field length is adopted, anyway maxCID_EHC might be needed. Based on this progress, we think another issue, e.g., UE capability report needs to be discussed.
[bookmark: OLE_LINK21]For RoHC in NR, the maxNumberROHC-ContextSessions is defined as the maximum number of concurrently active ROHC contexts supported by the UE, and the gNB configures the maxCID within the range that meets the UE capability. Moreover, if only the UL RoHC is configured, the number of UL CID cannot exceed maxNumberROHC-ContextSessions. If both UL and DL RoHC are configured, the total number of UL and DL CID should not exceed maxNumberROHC-ContextSessions. With reference to RoHC, we suggest a similar maxNumber-ContextSessions capability can be supported for EHC, which indicates the maximum number of EHC header compression context supported by the UE. Based on UE capability (maxNumberEHC-ContextSessions), gNB can configure maxCID_EHC which reflects the UE’s actual support for EHC contexts. In other words, once maxCID_EHC is configured, it should be no larger than maxNumberEHC-ContextSessions.
[bookmark: OLE_LINK15]Proposal 2: RAN2 needs to discuss whether a UE capability about maximum number of contexts supported by the UE is needed. 
[bookmark: OLE_LINK1][bookmark: _GoBack]Conclusions
In this contribution, we make the following proposals:
[bookmark: OLE_LINK10][bookmark: OLE_LINK11]Proposal 1: It’s no need to make the length of the Context ID configurable. A fixed length of 6bits for Context ID should be sufficient.
Proposal 2: RAN2 needs to discuss whether a UE capability about maximum number of contexts supported by the UE is needed.
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