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Introduction 
In the WI [1], the impact to the access control is one of the objectives:
· CAG/SNPN cell access control [RAN2/3]
In the running RRC CR, an editor’s note is also added to discuss how to define the network index for UAC as well as for connection control.
In this contribution, the RAN2 impacts for access control for the SNPN and PNI-NPN are analysed based on the SA2 specification [2].
Discussion
Access Control for CAG
UAC where currently the UAC barring configuration is just based on PLMN index indexing the PLMN list in SIB1. It is specified in SA2 specification that the same handling can be extended for NPN via S-NSSAI as follow:
In order to prevent access to NPNs for authorized UE(s) in case of network congestion/overload and if a dedicated S-NSSAI has been allocated for an NPN, the Unified Access Control can be used using the operator-defined access categories with access category criteria type (as defined in TS 24.501[47]) set to the S-NSSAI used for an NPN.
Hence the existing UAC associated to the PLMN for a CAGID can be reused for PNI-NPN based on operator-defined access categories. We do not see the need to have a second mechanism to allow access control for CAG (e.g. using the combined PLMN ID+ CAG ID as another way to provide cell access control)
Proposal#1: Existing UAC associated to the PLMN of a CAGID can be reused for PNI-NPN based on operator-defined access categories.
Access Control for SNPN
On network access control in case of network congestion/overload, SA2 specifies that the existing unified access control can be used:
[bookmark: _Hlk529786733]In order to prevent access to SNPNs for authorized UE(s) in case of network congestion/overload, unified access control information is configured per non-public network (i.e. as part of the subscription information that the UE has for a given non-public network).
Since an SNPN cell carries PLMNID together with NID, some extensions to the ASN.1 signalling on the UAC configuration are needed to include the NID or some implicit approach is needed to index the SNPN.
Observation#1: UAC is applicable to SNPN and some extensions to the ASN.1 signalling on the UAC configuration are needed to include the NID or there should be some implicit approach to index the SNPN.
Methods of indexing the SNPN network and PLMN network containing CAG list
One straightforward method is to reuse the existing UAC-BarringPerPLMN-List, the indexing of network in the UAC list will follow first the PLMN in the PLMN-IdentityInfoList and then the NPN-IdentityInfoList-r16.

e.g. PLMN-IdentityInfoList contains {PLMN#A, PLMN#B, PLMN#D} while NPN-IdentityInfoList-r16 contains {PLMN#E with CAGID#1-3, PLMN#F with NID#3}.  
Based on the concept of following first the PLMN-IdentityInfoList and then the NPN-IdentityInfoList-r16, the plmn-Identityindex in the UAC-BarringPerPLMN-List can be defined as Index#1 refers to PLMN#A, Index#2 refers to PLMN#B, Index#3 refers to PLMN#D, Index#4 refers to PLMN#E and Index#5 refers to PLMN#F+ NID.

In some cases, the same PLMNID may appear in the PLMN-IdentityInfoList as well as in the NPN-IdentityInfoList-r16. An example of such case is as follow:
e.g. PLMN-IdentityInfoList contains {PLMN#A, PLMN#B} while NPN-IdentityInfoList-r16 contains {PLMN#A with CAGID#1 and #2, PLMN#C with NID#3}.  

In this case, only 1 index in the UAC-BarringPerPLMN-List should refer to PLMNID#A. One straightforward way is to index just the first one (i.e. if there is PLMN#A in PLMN-IdentityInfoList, the first one will be index, otherwise the first one in NPN-IdentityInfoList-r16 is indexed. Others of the same PLMNID is not indexed). In the above example. Index#1 is PLMN#A and Index#2 is PLMNID#B and  Index #3 is PLMNID#C.
Hence the rules for the network index in UAC per PLMN can be defined as:
· The indexing of the network in the UAC-BarringPerPLMN-List should follow first from the PLMN-IdentityInfoList and then follow by the NPN-IdentityInfoList-r16
· If network occurs in the PLMN-IdentityInfoList and the NPN-IdentityInfoList-r16 multiple times in both list for PLMN network or PLMN with CAGID, the first occurrence is indexed.
Proposal#2: The network index in UAC per PLMN can be defined as follow:
· The indexing of the network in the UAC-BarringPerPLMN-List should follow first from the PLMN-IdentityInfoList and then follow by the NPN-IdentityInfoList-r16
· If network occurs in the PLMN-IdentityInfoList and the NPN-IdentityInfoList-r16 occurs multiple times in both list for PLMN network or PLMN with CAGID, the first one to occur in both lists are indexed.
The same network indexing should be applied to AMF selection during connection establishment. In RRCSetupComplete message, there is a need to signal the PLMN or the SNPN for AMF selection as in selectedPLMN-Identity.  This new network indexing scheme should be applied to selectedPLMN-Identity.
Proposal#3: The same network indexing mechanism (i.e. the network indexing always starts from the Rel-15 list to the net list containing the CAGID and SNPNID) should be applied to selectedPLMN-Identity in the RRCSetupComplete message. 
The suggested text proposal is shown in Annex as highlighted yellow.
Conclusion
It is requested that RAN2 discussed the following observations and proposals:
Proposal#1: Existing UAC associated to the PLMN of a CAGID can be reused for PNI-NPN based on operator-defined access categories.
Observation#1: UAC is applicable to SNPN and some extensions to the ASN.1 signalling on the UAC configuration are needed to include the NID or there should be some implicit approach to index the SNPN
Proposal#2: The network index in UAC per PLMN can be defined as follow:
· The indexing of the network in the UAC-BarringPerPLMN-List should follow first from the PLMN-IdentityInfoList and then follow by the NPN-IdentityInfoList-r16
· If network occurs in the PLMN-IdentityInfoList and the NPN-IdentityInfoList-r16 occurs multiple times in both list for PLMN network or PLMN with CAGID, the first one to occur in both lists are indexed.
Proposal#3: The same network indexing mechanism (i.e. the network indexing always starts from the Rel-15 list to the net list containing the CAGID and SNPNID) should be applied to selectedPLMN-Identity in the RRCSetupComplete message. 
The suggested text proposal is shown in Annex as highlighted yellow.
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Annex: Text Proposal
Modified Subclause(new information elements in 6.2.2 )
[bookmark: _Toc20425902][bookmark: _Toc29321298]–	RRCSetupComplete
The RRCSetupComplete message is used to confirm the successful completion of an RRC connection establishment.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: UE to Network
RRCSetupComplete message
-- ASN1START
-- TAG-RRCSETUPCOMPLETE-START

RRCSetupComplete ::=                SEQUENCE {
    rrc-TransactionIdentifier           RRC-TransactionIdentifier,
    criticalExtensions                  CHOICE {
        rrcSetupComplete                    RRCSetupComplete-IEs,
        criticalExtensionsFuture            SEQUENCE {}
    }
}

RRCSetupComplete-IEs ::=            SEQUENCE {
    selectedPLMN-Identity               INTEGER (1..maxPLMN),
    registeredAMF                       RegisteredAMF                                   OPTIONAL,
    guami-Type                          ENUMERATED {native, mapped}                     OPTIONAL,
    s-NSSAI-List                        SEQUENCE (SIZE (1..maxNrofS-NSSAI)) OF S-NSSAI  OPTIONAL,
    dedicatedNAS-Message                DedicatedNAS-Message,
    ng-5G-S-TMSI-Value                  CHOICE {
        ng-5G-S-TMSI                        NG-5G-S-TMSI,
        ng-5G-S-TMSI-Part2                  BIT STRING (SIZE (9))
    }                                                                                   OPTIONAL,
    lateNonCriticalExtension            OCTET STRING                                    OPTIONAL,
    nonCriticalExtension                SEQUENCE{}                                      OPTIONAL
}

RegisteredAMF ::=                   SEQUENCE {
    plmn-Identity                       PLMN-Identity                                   OPTIONAL,
    amf-Identifier                      AMF-Identifier
}

-- TAG-RRCSETUPCOMPLETE-STOP
-- ASN1STOP

	RRCSetupComplete-IEs field descriptions

	guami-Type
This field is used to indicate whether the GUAMI included is native (derived from native 5G-GUTI) or mapped (from EPS, derived from EPS GUTI) as specified in TS 24.501 [23].

	ng-5G-S-TMSI-Part2
The leftmost 9 bits of 5G-S-TMSI.

	registeredAMF
This field is used to transfer the GUAMI of the AMF where the UE is registered, as provided by upper layers, see TS 23.003 [21].

	selectedPLMN-Identity
Index of the PLMN and SNPN selected by the UE from the plmn-IdentityList and npn-IdentityInfoList fields included in SIB1.



Next Modified Subclause(new information elements in 6.3.2 )
[bookmark: _Hlk29817469]–	CellAccessRelatedInfo
The IE CellAccessRelatedInfo indicates cell access related information for this cell.
CellAccessRelatedInfo information element
-- ASN1START
-- TAG-CELLACCESSRELATEDINFO-START

CellAccessRelatedInfo   ::=         SEQUENCE {
    plmn-IdentityList                   PLMN-IdentityInfoList,
    cellReservedForOtherUse             ENUMERATED {true}  OPTIONAL,            -- Need R
    ...,
    [[
    cellReservedForFutureUse-r16           ENUMERATED {true}  OPTIONAL,            -- Need R
    npn-IdentityInfoList-r16               NPN-IdentityInfoList-r16  OPTIONAL          -- Need R
    ]]
}

-- TAG-CELLACCESSRELATEDINFO-STOP
-- ASN1STOP

	CellAccessRelatedInfo field descriptions

	cellReservedForFutureUse
Indicates whether the cell is reserved, as defined in 38.304 [20] for future use. The field is applicable to all PLMNs and NPNs.

	cellReservedForOtherUse
Indicates whether the cell is reserved, as defined in 38.304 [20]. The field is applicable to all PLMNs.

	npn-IdentityInfoList
The npn-IdentityInfoList is used to configure a set of NPN-IdentityInfoList elements. Each of those elements contains a list of one or more NPN Identities and additional information associated with those NPNs. The total number of PLMNs (identified by a PLMN identity in plmn -IdentityList), PNI-NPNs (identified by a PLMN identity and a CAG-ID), and SNPNs (identified by a PLMN identity and a NID) together in the PLMN-IdentityInfoList and NPN-IdentityInfoList does not exceed 12, except for the NPN-only cells. In case of NPN-only cells the PLMN-IdentityList contains a single element that does not count to the limit of 12. The PLMN and SNPN index for this list is defined as b1+b2+…+b(N)+d(1)+…+d(m-1)+j for the network included at the m-th entry of npn-IdentityInfoList and the j-th entry of its corresponding NPN-IdentityInfo, where b(N) is the number of PLMN-Identity entries in the PLMN-IdentityInfoList with N entries and d(m) is the number of NPN-Identity entries in each NPN-IdentityInfo. If a PLMN-Identity appears in PLMN-IdentityInfoList and NPN-IdentityInfoList, only the one in PLMN-IdentityInfoList is indexed.

	plmn-IdentityList
The plmn-IdentityList is used to configure a set of PLMN-IdentityInfoList elements. Each of those elements contains a list of one or more PLMN Identities and additional information associated with those PLMNs. The total number of PLMNs in the PLMN-IdentityInfoList does not exceed 12. The PLMN and SNPN index is defined as b1+b2+…+b(n-1)+i for the PLMN included at the n-th entry of PLMN-IdentityInfoList and the i-th entry of its corresponding PLMN-IdentityInfo, where b(j) is the number of PLMN-Identity entries in each PLMN-IdentityInfo, respectively.



Editor's Note: A definition of network indexing for NPNs is FFS.
Next Modified Subclause(new information elements in 6.3.2 )
–	NPN-Identity
The IE NPN-Identity includes either a list of CAG-IDs or a list of NIDs per PLMN Identity. Further information regarding how to set the IE is specified in TS 23.003 [21].
NPN-Identity information element
-- ASN1START
-- TAG-NPN-IDENTITY-START

NPN-Identity-r16 ::=                    CHOICE {
    pni-npn-r16                             SEQUENCE {
        plmn-Identity-r16                       PLMN-Identity,
        cag-IdentityList-r16                    SEQUENCE (SIZE (1..maxNPN-r16)) OF CAG-Identity-r16
    },
    snpn-r16                                   SEQUENCE {
        plmn-Identity                          PLMN-Identity,
        nid-List-r16                           SEQUENCE (SIZE (1..maxNPN-r16)) OF NID-r16
    } 
}

CAG-Identity-r16 ::=                    BIT STRING (SIZE (32))

NID-r16 ::=                             BIT STRING (SIZE (52))

-- TAG-NPN-IDENTITY-STOP
-- ASN1STOP

	NPN-Identity field descriptions

	CAG-Identity
A CAG-ID as specified in TS 23.003 [21]. The PLMN ID and a CAG ID in the NPN-Identity identifies a PNI-NPN.

	cag-IdentityList
The cag-IdentityList contains one or more CAG-Identity.

	NID
A NID as specified in TS 23.003 [21]. The PLMN ID and a NID in the NPN-Identity identifies a SNPN.

	nid-List
The nid-List contains one or more NID. 



Editor’s Note: The size of NID is to be checked based on CT4 agreements.
Editor's Note: The need for list of NIDs depends on the RAN sharing scenarios to be supported.
Editor's Note: It is FFS whether all CAG identities associated to the same PLMN identity shall be listed in the same cag-IdentityList.

Next Modification (new information elements in 6.3.2 )
[bookmark: _Toc20426045]–	NPN-IdentityInfoList
The IE NPN-IdentityInfoList includes a list of NPN identity information.
NPN-IdentityInfoList information element
-- ASN1START
-- TAG-NPN-IDENTITYINFOLIST-START

NPN-IdentityInfoList-r16 ::=           SEQUENCE (SIZE (1..maxNPN-r16)) OF NPN-IdentityInfo-r16


NPN-IdentityInfo-r16 ::=               SEQUENCE {
    npn-IdentityList-r16                   SEQUENCE (SIZE (1..maxNPN-r16)) OF NPN-Identity-r16,
    trackingAreaCode-r16                   TrackingAreaCode,
    ranac-r16                              RAN-AreaCode                                                OPTIONAL,       -- Need R
    cellIdentity-r16                       CellIdentity,
    cellReservedForOperatorUse-r16         ENUMERATED {reserved, notReserved},
    ...
}

-- TAG-NPN-IDENTITYINFOLIST-STOP
-- ASN1STOP

	NPN-IdentityInfoList field descriptions

	NPN-IdentityInfo
The NPN-IdentityInfo contains one or more NPN identities and additional information associated with those NPNs. Only the same type of NPNs (either SNPNs or PNI-NPNs) can be listed in a NPN-IdentityInfo element.

	npn-IdentityList
The npn-IdentityList contains one or more NPN Identity elements.

	trackingAreaCode
Indicates the Tracking Area Code to which the cell indicated by cellIdentity field belongs. 

	ranac
Indicates the RAN Area Code to which the cell indicated by cellIdentity field belongs. 

	trackingAreaCode
Indicates Tracking Area Code to which the cell indicated by cellIdentity field belongs. 

	cellReservedForOperatorUse
Indicates whether the cell is reserved for operator use (for the NPN(s) identified in the npn-IdentyList) as defined in TS 38.304 [20].



Editor's Note: Whether trackingAreaCode is optinal or mandatory depends on DC/CA support. This is FFS.
Editor's Note: The support of sharing logical cells is FFS.
Next Modification (new information elements in 6.3.2 )
[bookmark: _Toc20426136][bookmark: _Toc29321533]–	UAC-BarringPerPLMN-List
The IE UAC-BarringPerPLMN-List provides access category specific access control parameters, which are configured per PLMN.
UAC-BarringPerPLMN-List information element
1. -- ASN1START
2. -- TAG-UAC-BARRINGPERPLMN-LIST-START
3. 
4. UAC-BarringPerPLMN-List ::=         SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN
5. 
6. UAC-BarringPerPLMN ::=              SEQUENCE {
7.     plmn-IdentityIndex                  INTEGER (1..maxPLMN),
8.     uac-ACBarringListType               CHOICE{
9.         uac-ImplicitACBarringList           SEQUENCE (SIZE(maxAccessCat-1)) OF UAC-BarringInfoSetIndex,
10.         uac-ExplicitACBarringList           UAC-BarringPerCatList
11.     }                                                                                                     OPTIONAL     -- Need S
12. }
13. 
14. -- TAG-UAC-BARRINGPERPLMN-LIST-STOP
15. -- ASN1STOP

	UAC-BarringPerPLMN-List field descriptions

	uac-ACBarringListType
Access control parameters for each access category valid only for a specific PLMN. UE behaviour upon absence of this field is specified in clause 5.3.14.2.

	plmn-IdentityIndex
Index of the PLMN and SNPN across the plmn-IdentityList and npn-IdentityInfoList fields included in SIB1.






