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1	Introduction
RAN2 email discussion [106#43] about the handling of BH link RLF was treated in RAN2#107bis meeting. Following conclusions were made:
· R2 confirm that when the IAB-node is not configured with DC, it applies for BH RLF handling the same mechanisms and procedures as UE’s RLF handling currently specified in TS 38.331 (including e.g. detection and recovery). FFS on need of additional enhancements.
· When NR DC is configured for the IAB-node, 2.1 RLF is detected separately for the MCG-link and for the SCG-link, and 2.2 existing UE procedures are used for MCG-link and SCG-link failure handling.
· The following is agreed as working assumption: BH RLF recovery for DC case reuses UE’s MCG and SCG failure recovery procedures specified in Rel-16. 
· For an IAB-node not configured with DC, it initiates  RRC reestablishment when it receives downstream notification “Recovery Failure”
· For DC case, the IAB-node considers the radio link is failed and uses RRC existing or Rel-16 Mechanism (e.g. MCG or SCG failure report, RRC reestablishment) if “Recovery Failure” notification is received from parent nodes on MCG-link or/and SCG-link.
· R2 assumes that RLF notification “recovery failure” would be triggered when RRC reestablishment has failed. FFS whether this need to be specified
· BAP layer is used to transmit BH RLF notification(s).
· R2 assumes that Upstream BH RLF notification to Donor CU via current F1-AP signalling is supported.
This contribution addresses aspects that were not completed or were left FFS.
2	Downstream BH link RLF notification
The following conclusion was reached in RAN2#107bis regarding the BH link RLF notification:
	R2 assumes that RLF notification “recovery failure” would be triggered when RRC reestablishment has failed. FFS whether this need to be specified



There was no conclusion so far on the support of additional indications. Additional notification types which were assessed in the email discussion included:
Type 1 – “BH link RLF detected” notification: Indication that BH link RLF is detected by the child IAB-node.
Type 2 – “Trying to recover”: Indication that BH link RLF is detected, and the child IAB-node is attempting to recover from it. 
Type 3 – “BH link recovered”: Indication that the BH link successfully recovers from RLF.
Type 4 – “Recovery failure”: Indication that the BH link RLF recovery failure occurs. As agreed, upon receiving this notification, an IAB node initiates either RRC Reestablishment procedure (non-DC case) or MCG/SCG failure report procedure (DC case).
As commented during the email discussion, a single notification may not result in optimized behaviour in the failure scenarios. Type 4 “BH link failure” will indicate non-recoverable failure triggering the child node to attempt switching to another parent node as agreed currently. However, additional indication types would be useful for the receiving node. Type 2 indication can be an “early warning” for the IAB node to initiate preparation of the alternative connections thus enabling the reduction of the connection break if/when the RLF later happens. The IAB node may stop sending SR/BSR to the parent node for UL traffic via the path that may eventually be broken. Additionally, Type 2 indication could stop or slow down sending scheduling grants to its child nodes and Access UEs. Type 3 indication can follow the Type 2 indication that the BH link was recovered and the normal operation may be continued or resumed.
We think that it is beneficial to support those three types of indications. It should be up to implementation whether IAB node sends Type 2 indication and tries to recover or it sends Type 4 indication right-away. This may depend on whether there are other parent node candidates or not. When receiving Type 2 indication, the receiving node should keep the connection with its current parent node and may optionally (up to implementation) perform other actions such as search for alternative parents, stop sending SR/BSR/UL grants etc.
Proposal 1: Support Type 2 and Type 3 notifications, in addition to Type 4, for BH link RLF indications.
Whether the RLF notification should include further information e.g. about the nodes/path affected by the failure, we think this is solved with the access control agreed for IAB. IAB nodes having lost the connection to the IAB-donor can remove the IE indicating the support for IAB, hence preventing access by the IAB nodes performing cell selection. 
Proposal 2: BAP C-PDU for RLF indication contains only RLF notification type. No other information is required, e.g. information about other failed nodes.

4	Conclusions
Based on the discussion above on the IAB RLF handling, it is proposed to agree on the following:
Proposal 1: Support Type 2 and Type 3 notifications, in addition to Type 4, for BH link RLF indications.
Proposal 2: BAP C-PDU for RLF indication contains only RLF notification type. No other information is required, e.g. information about other failed nodes.
Text proposals for 38.340 and 38.331 included in the Annex I.
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Annex I:
Text proposals for 38.340 and 38.331

TS 38.331 CHANGE

5.3.10.3	Detection of radio link failure
The UE shall:
1>	upon T310 expiry in PCell; or
1>	upon random access problem indication from MCG MAC while neither T300, T301, T304, T311 nor T319 are running; or
1>	upon indication from MCG RLC that the maximum number of retransmissions has been reached; or
1> if connected as an IAB-node, upon receiving "RLF recovery failure" MCG BH RLF failure indication for MCG from the BAP: 
2>	if the indication is from MCG RLC and CA duplication is configured and activated, and for the corresponding logical channel allowedServingCells only includes SCell(s):
3>	initiate the failure information procedure as specified in 5.7.5 to report RLC failure.
2>	else:
3>	consider radio link failure to be detected for the MCG i.e. RLF;
3>	if AS security has not been activated:
4>	if connected as an IAB-node, send "RLF recovery failure" indication to BAP layer;
4>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'other';
3>	else if AS security has been activated but SRB2 and at least one DRB have not been setup:
4>	if connected as an IAB-node, send "RLF recovery failure" indication to BAP layer;
4>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure';
Editor’s note: FFS if the check for SRB2 activation and the setup of one DRB is applicable to IAB nodes.
3>	else:
4>	if connected as an IAB-node, send "RLF detection" indication to BAP layer;
4>	initiate the connection re-establishment procedure as specified in 5.3.7.
The UE shall:
1>	upon T310 expiry in PSCell; or
1>	upon random access problem indication from SCG MAC; or
1>	upon indication from SCG RLC that the maximum number of retransmissions has been reached; or
1> if connected as an IAB-node, upon receiving "RLF recovery failure"  SCG BH RLF failure indication for SCG from the BAP: 
2>	if the indication is from SCG RLC and CA duplication is configured and activated; and for the corresponding logical channel allowedServingCells only includes SCell(s):
3>	initiate the failure information procedure as specified in 5.7.5 to report RLC failure.
2>	else:
3>	consider radio link failure to be detected for the SCG, i.e. SCG RLF;
3>	initiate the SCG failure information procedure as specified in 5.7.3 to report SCG radio link failure.


TS 38.331 NEXT CHANGE

[bookmark: _Toc29321131][bookmark: _Toc20425735]5.3.7.5	Reception of the RRCReestablishment by the UE
The UE shall:
1>	stop timer T301;
1>	consider the current cell to be the PCell;
1>	store the nextHopChainingCount value indicated in the RRCReestablishment message;
1>	update the KgNB key based on the current KgNB key or the NH, using the stored nextHopChainingCount value, as specified in TS 33.501 [11];
1>	derive the KRRCenc and KUPenc keys associated with the previously configured cipheringAlgorithm, as specified in TS 33.501 [11];
1>	derive the KRRCint and KUPint keys associated with the previously configured integrityProtAlgorithm, as specified in TS 33.501 [11].
1>	request lower layers to verify the integrity protection of the RRCReestablishment message, using the previously configured algorithm and the KRRCint key;
1>	if the integrity protection check of the RRCReestablishment message fails:
[bookmark: _Hlk32319500]2>	if connected as an IAB-node:
3>	send "RLF recovery failure" indication to BAP layer;
2>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure', upon which the procedure ends;
1>	configure lower layers to resume integrity protection for SRB1 using the previously configured algorithm and the KRRCint key immediately, i.e., integrity protection shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
1>	configure lower layers to resume ciphering for SRB1 using the previously configured algorithm and, the KRRCenc key immediately, i.e., ciphering shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
1>	release the measurement gap configuration indicated by the measGapConfig, if configured;
1>	submit the RRCReestablishmentComplete message to lower layers for transmission;
1> if connected as an IAB-node:
2>	send "RLF recovery" indication to BAP layer;
1>	the procedure ends.
[bookmark: _Toc29321132][bookmark: _Toc20425736]5.3.7.6	T311 expiry
Upon T311 expiry, the UE shall:
1> if connected as an IAB-node: 
2>	send "RLF recovery failure" indication to BAP layer;
1>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure'.


TS 38.340 CHANGE

5.4	Backhaul RLF indication
5.4.1	Transmitting operation
When the BAP entity receives a "RLF detection" or "RLF recovery failure" or "RLF recovery" indication from higher layersbackhaul RLF recovery failure is detected at the IAB-MT, the transmitting part of the BAP sublayer at the IAB-DUmay:
-	constructs a BAP Control PDU for backhaul RLF indication in accordance with sub-clause 6.2.3:
-	submits this BAP Control PDU to lower layers for transmission over an egress link to each child node:
[bookmark: _GoBack]Editor’s Notes: FFS the content of the control PDU for backhaul RLF indication and whether a control PDU contains a PDU header including e.g., destination address and path ID.
Editor’s Notes: FFS which RLC channel the BAP sublayer submits the BAP control PDU for backhaul RLF indication.
5.4.2	Receiving operation
Upon receiving a BAP Control PDU for backhaul RLF indication from lower layer (i.e. ingress RLC channel), the receiving part of the BAP sublayer shall:
[bookmark: _Toc525809094]-	[indicate to upper layers that the backhaul RLF indication has been received for the ingress link where this BAP Control PDU is received.]
