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1   Introduction
At the RAN2#108 meeting (Reno, Nevada, November 2019) the following agreements were reached on the topic of IAB access and connection set-up:
· Both support of IAB node(s) and the cell status for IAB node(s) is combined in a single IE, i.e. if the IE is present, the cell supports IABs and the cell is also considered as a candidate for IABs; if the IE is absent, the cell does not support IAB and/or the cell is barred for IAB. 

· This IE can be provided per PLMN.

· The case that UEs are barred but IAB nodes are allowed to access shall be supported. FFS if this is supported by MIB: CellBarred (i.e. IAB MT ignores the MIB cellBarred when set) or SIB1: CellReservations (i.e. IAB MT ignores SIB cell reservations, or has an access identity that allow access)
· No new Establishment Cause values in RRC Connection Setup are defined.

· No new Re-establishment Cause values are defined.

In this tdoc we address the open issue highlighted above.
2   Key issues and way forward
2.1   Options on the table

The agreements reached and cited above effectively mean that a new IE is introduced, combining indication from the cell of support for IAB as well as indication that access by an IAB node can be attempted (i.e. that the cell is a candidate for IAB node access). Since this new IE (let us refer to it as IAB-Allowed-r16 IE) is provided per PLMN, the assumption is that it would be signalled in each IE PLMN-IdentityInfo within SIB1.
One important use case that RAN2 agreed to support is barring “regular” UEs but allowing (attempt at) access by IAB-MTs. We see 3 possible options according to the FFS above:

· Option 1: IAB-MT ignores the MIB cellBarred (when set) and follows the instructions found in the SIB1 for its PLMN; regular UEs are barred by the information contained in the MIB.

· Option 2a: IAB-MT abides by MIB cellBarred (in other words, if it is set, the IAB MT is barred same as any other UE), but IAB MT ignores SIB1 CellReservations (so even if its PLMN is shown as ‘reserved’, it can still access it assuming the IAB-Allowed-r16 IE is present); regular UEs are barred by the CellReservations information contained in the SIB1.

· Option 2b: IAB MT abides by MIB CellBarred (in other words, if it is set, the IAB MT is barred same as any other UE) and IAB MT abides by SIB1 CellReservations, but is given an access identity that will allow it to attempt access; regular UEs are barred by the CellReservations information contained in the SIB1.
2.2   Discussion and way forward

In Option 1, IAB-MT is required to adopt a behavior different to a regular UE. If cellBarred is set in MIB, then the regular UE does not even read the contents of the SIB1. Adopting Option 1 would require a change in that behavior for IAB-MTs. This on its own is not a major issue, but it does prevent the network from having a quick way of barring access to IAB-MTs. Perhaps more importantly, the use of MIB cellBarred was intended to ensure future-proofness by blanket-barring any new incompatible technology.
Options 2a and 2b rely on behavior of IAB-MT which follows that of “regular” UEs in respect of reading and interpreting MIB. Moreover, the newly introduced IE allows for a simple way of differentiating between IAB-MTs and UEs for a given reserved cell. However, Options 2a and 2b have a major drawback – since we cannot rely on MIB to bar UEs while allowing IAB-MTs, the “regular” UEs need to unnecessarily read the SIB1, which is a drain on battery, potentially leading to significant issues.
Another comment on Options 2a and 2b is that there are two relevant parameters in SIB1 which could be used: cellReservedForOperatorUse (field is specified per PLMN), and cellReservedForOtherUse (field is common for all PLMNs). Assuming that RAN sharing is not supported for IAB nodes, CellReservedForOtherUse should be used. 
One question for Option 2b is whether it is really needed. It is difficult to find a use-case for new access identities. The IAB-Allowed-r16 IE needs to be present in SIB1 for each PLMN supporting IAB; since it combines both support and access rights, if it is present it also indicates that the access for an IAB-MT is not barred.
3   Conclusions
In this tdoc we addressed ways of supporting the barring “regular” UEs but allowing (attempt at) access by IAB-MTs – a feature agreed by RAN2. We categorized the options, discussed the parameters that would need to be used (and in what way) for each of these, and discussed pros and cons of the options. Possibly the biggest concern when MIB-based option is not used to differentiate between “regular” UEs and IAB-MTs, is that the “regular” UEs have to read the SIB unnecessarily (in cases where UEs are banned and IAB-MTs are not, but they both interpret the MIB cellBarred in the same way, i.e. Options 2a/2b). This, combined with the greater specification impact of Options 2a/b, leads us to propose the following:
Proposal 1: RAN2 to adopt the MIB-based mechanism to bar “regular” UEs while allowing access to IAB-MTs: IAB-MT ignores the MIB cellBarred (when set) and follows the instructions found in the SIB1.
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