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1	Introduction
This contribution discusses the remaining open issues discussed in the email discussion 108#46.
[bookmark: _Ref178064866]2	Discussion
2.1	Rel-16 IAB-MT features
The email discussion 108#46 identified several IAB-MT features. From our point of view, we agree on the set of features for IAB nodes. There were, however, comments on some of features. 

DRB handling
The concept of DRB does not apply to IAB-MT. IAB-MTs do not handle DRBs for user data. The only RBs which may be set up are signalling radio bearers. For OAM purposes, some networks might want to establish one DRB. However, this was considered an add-on, an optional feature from a RAN3 point of view. Thus, the handling of DRBs becomes limited, in the best of the cases, to the support of one DRB for OAM.
It can be argued that current RRC procedures mandates the UE to have a SRB2 and at least one DRB to be able to perform an RRC Re-establishment or a handover. These requirements cannot apply to IABs as the DRB concept for user data does not apply. DRBs do not have any use, exceptionally only for the support of OAM. Requiring an IAB node to support a “dummy” DRB just to use the same procedure as the UE does not seem to be logical. Instead, the RRC needs to be adapted for IABs so that the procedures are aligned to what is needed. This means that the requirement for an IAB-MT should be that there is a SRB2 and at least one BH RLC channel set-up.
It has been argued that PDCP needs to be implemented, regardless, to support SRBs. While, it is true that SRBs must be handled by the IAB-MT, the PDCP functionality for DRBs and SRBs are not identical and the support of SRB-related PDCP functionality is a limited functionality of all functionality in PDCP. SRB-related PDCP functionality also diverts in many aspects from the DRB-related functionality. This can be observed, for instance, in sections 5.1.2, 5.1.3, in which the specification differentiates some actions for DRBs, for AM, for UM, and for SRBs. Status reporting solely applies to AM DRBs. Header compression may also apply to DRBs but not SRBs. PDU formats for SRBs and DRBs are also different. 
SRB and DRB handling in PDCP differs in many aspects. For IABs, the exclusivity to support only 1 DRB for OAM for a specific network configuration implies the support PDCP functionality which is not necessary otherwise. Thus, the support of DRB handling functionality should be optional for IAB-MTs.

[bookmark: _Toc32478607][bookmark: _Toc32485395]DRB handling in PDCP is a functionality that IAB-MTs need not support.
[bookmark: _Toc32478608][bookmark: _Toc32485396]Configuring a (dummy) DRB should not be mandatory for IABs.
[bookmark: _Toc32478609][bookmark: _Toc32485397]The IAB-MT should be configured with an SRB2 and at least one BH RLC channel.
[bookmark: _Toc32478610][bookmark: _Toc32485398]Agree on the TP below which captures proposal 3.

IP assignment over RRC
The RAN3#105bis agreements on the IP address assignment allow the possibility that the IAB node can derive its IP address(es) via following RRC signalling:
· An RRC message is sent from the IAB node to IAB-donor CU, which is used to request one or more IP addresses.
· An RRC message is sent from the IAB-donor CU to IAB nodes, which contains the IP address(es) of IAB node
Since RAN3 has sent LS (R3-196284) to RAN2 for designing the RRC signalling to support the IP address assignment of IAB node, this issue needs to be addressed. In our understanding, the IAB node should indicate in the RRC Setup Complete message if it needs help from the network to allocate IP address(es), while the IAB-donor CU will indicate in the BAP configuration (included in RRC Reconfiguration message) which IP address(es) have been allocated for each path. For this purpose, some companies suggested that the IP address assignment via RRC be a mandatory IAB-MT capability. 
[bookmark: _Toc32478611][bookmark: _Toc32485399]Agree that “IP address assignment via RRC” be a mandatory IAB-MT capability together with “basic BAP procedures”.

F1AP over LTE leg signalling for EN-DC IAB-MT
RAN2 agreed in the last meeting to use SRB2 over the LTE leg for the transport of all F1-AP messages in an EN-DC scenario. For this purpose, it was agreed to extend LTE DL Information Transfer and UL Information Transfer RRC procedures for F1-AP transport as these procedures already use SRB2. The F1-AP message container will be directly carried over the LTE RRC and hence, no additional NR RRC container is needed. One company suggested that the F1-AP signalling over LTE SRB for EN-DC IAB-MT should be part of the LTE feature list. In our view, RAN2 needs to discuss whether this is a capability (in case it is optional) and the appropriate feature/feature group for it to be added.  
[bookmark: _Toc32478612][bookmark: _Toc32485400]RAN2 discusses whether “F1-AP over LTE leg signaling for EN-DC IAB-MT” is a capability in case it is optional, and the appropriate feature/feature group in which it needs to be added.

2.2	Mandatoriness of Rel-16 IAB features
In general, all features introduced after the first release, should be optional. Mandatory features should be, in any case, be conditional on the support of a first feature. For instance, we understand that the same reasoning applies to IAB-MTs. In addition, it should be considered that IAB-MTs are not UEs. They are part of IAB nodes, i.e., network nodes and so part of the infrastructure-base of the operator.
Based on this, all Rel-16 IAB-MT features should be optional. The BAP layer and the basic IAB procedures should be conditionally mandatory for nodes, which are IAB nodes.
[bookmark: _Toc32478613][bookmark: _Toc32485401]All Rel-16 IAB-MT features should be optional. 
[bookmark: _Toc32478614][bookmark: _Toc32485402]BAP layer and its basic procedures should be conditionally mandatory for IAB node.
Basic BAP procedures include: transmitter and receiver operation e.g. routing, bearer mapping; support of BAP Data formats; TBD (if other is to be listed). 


2.3	Rel-15 features for IAB-MT
It is commonly understood that IAB-MTs are similar to UEs; however, they are not exactly like UEs. IAB-MTs are ultimately network nodes, and IAB nodes do not have, for instance, all the layers. It cannot be taken for granted that IAB-MTs must support all UE mandatory features without any discussion. RAN4 has also agreed to have two types of IABs: those which are macro-like under the operator control, and those which are micro-like under or not under the operator control. Mandatoriness of features for these two types of IABs can also be different.
In our view, the following mandatory UE features should be optional or not apply to IABs. Note that some features are mandatory with capability signalling. A mandatory feature with capability signalling is introduced in ASN.1 as optional; however, it does not affect the support requirement of a feature. A mandatory feature might not be set if the feature was not tested, for example. However, the functionality should be, in principle, included in the device. 

SCG DRB with NR PDCP
38.822 - Feature 0, feature group 0.0, component 2)
In Rel-15, this is a component which is mandatory without capability signalling.
For IABs, this is not needed. The DC concept is applied to IAB, but it is only for setting up the MCG and SCG cell groups, and not for the radio bearers (radio bearers still terminated at the UEs and IAB-donor CU).
DRBs
38.822 - Feature 0, feature group 0.3 (Maximum number of DRBs, Split DRB with one UL path, Split DRB with both UL MCG and SCG paths).
In Rel-15, this is a component which is mandatory without capability signalling for the first two, and mandatory with capability signalling for the last component.
Similar to the SCG DRB, split DRB is not relevant for IAB as the IAB’s DC connectivity is not for IAB’s own traffic but for forwarding UE bearers. About the maximum number of DRBs, an IAB may have a DRB for the sake of OAM traffic (if the network decides to establish a PDUC session for the sake of OAM), but apart from that there is no need to support more DRBs.
It can be argued that current TS 38.331 requires the support of SRB2 and at least one DRB to perform RRC Re-establishment or handover. However, requiring an IAB node to support a “dummy” DRB just to be able to perform these procedures does not seem to be logical.
Basic PDCP procedures
38.822 - Feature 1, feature group 1.0.
In Rel-15, this is a component which is mandatory without capability signalling.
PDCP procedures related to DRB should be optional (in the context of the suggested Rel-16 capability). A DRB may be used for OAM traffic, but that is only if the network decides to do so as there is another way to 
DRX
38.822 - Feature 3, feature group 3.3.
In Rel-15, this is a component which is mandatory with capability signalling.
An IAB node doesn’t necessarily have the power limitations of a UE (i.e. it will not be operating on a battery). In addition, IABs will be aggregating traffic of many UEs and, therefore, it is expected to be active and have traffic most of the time. This feature should then be optional to support.
ANR
38.822 - Feature 4, feature group 4.5.
In Rel-15, this is a component which is mandatory with capability signalling.
The purpose of ANR is to build neighbour relations. For that purpose, a device should be mobile or have a certain degree of mobility. An IAB node might not generally be mobile, at least in Rel-16, and thus will have limited use in helping the network to build up neighbour relation tables. This feature should then be optional to support.
SDAP
38.822 - Feature 5.
In Rel-15, some of the components of this feature are mandatory without capability signalling or conditional mandatory with capability signalling.
SDAP is a QoS enabler for the core network QoS framework. SDAP is meant to be used when different QoS flows are transmitted over the same DRB. For IABs, the DRB concept does not exist (except for the 1 DRB for OAM). The data that flows between IAB nodes does not pass through the PDCP layer and therefore, it does not need either a SDAP layer. Thus, SDAP is not applicable for IAB nodes.
Inactive
38.822 - Feature 6.
In Rel-15, this is a component which is mandatory with capability signalling.
Similar as for DRX, an IAB node might not be having power limitations and aggregating traffic from many UEs, so the Inactive state is not relevant.

All the above features which are mandatory for the UE are not applicable or are not necessary for IABs. Thus, we propose that: 

[bookmark: _Toc32478615][bookmark: _Toc32485403]The following UE mandatory features should be optional for Rel-16 IABs:
a. [bookmark: _Toc32478616][bookmark: _Toc32485404]SCG DRB with NR PDCP
b. [bookmark: _Toc32478617][bookmark: _Toc32485405]DRBs: Maximum number of DRBs, Split DRB with one UL path, Split DRB with both UL MCG and SCG paths
c. [bookmark: _Toc32478618][bookmark: _Toc32485406]Basic PDCP procedures for DRBs (only DRB support to be optional)
d. [bookmark: _Toc32478619][bookmark: _Toc32485407]DRX
e. [bookmark: _Toc32478620][bookmark: _Toc32485408]ANR
f. [bookmark: _Toc32478621][bookmark: _Toc32485409]SDAP
g. [bookmark: _Toc32478622][bookmark: _Toc32485410]Inactive	
[bookmark: _Toc32478623][bookmark: _Toc32485411]A capability signalling for these shall be introduced (if it does not exist).

4	Conclusion
Based on the discussion in the previous sections we propose the following:
Proposal 1	DRB handling in PDCP is a functionality that IAB-MTs need not support.
Proposal 2	Configuring a (dummy) DRB should not be mandatory for IABs.
Proposal 3	The IAB-MT should be configured with an SRB2 and at least one BH RLC channel.
Proposal 4	Agree on the TP below which captures proposal 3.
Proposal 5	Agree that “IP address assignment via RRC” be a mandatory IAB-MT capability together with “basic BAP procedures”.
Proposal 6	RAN2 discusses whether “F1-AP over LTE leg signaling for EN-DC IAB-MT” is a capability in case it is optional, and the appropriate feature/feature group in which it needs to be added.
Proposal 7	All Rel-16 IAB-MT features should be optional.
Proposal 8	BAP layer and its basic procedures should be conditionally mandatory for IAB node. Basic BAP procedures include: transmitter and receiver operation e.g. routing, bearer mapping; support of BAP Data formats; TBD (if other is to be listed).
Proposal 9	The following UE mandatory features should be optional for Rel-16 IABs:
a.	SCG DRB with NR PDCP
b.	DRBs: Maximum number of DRBs, Split DRB with one UL path, Split DRB with both UL MCG and SCG paths
c.	Basic PDCP procedures for DRBs (only DRB support to be optional)
d.	DRX
e.	ANR
f.	SDAP
g.	Inactive
Proposal 10	A capability signalling for these shall be introduced (if it does not exist).

[bookmark: _Ref189046994]5	Text Proposal
[bookmark: _Toc20425677][bookmark: _Toc29321073]5.3.1	Introduction
[bookmark: _Toc20425678][bookmark: _Toc29321074]5.3.1.1	RRC connection control
RRC connection establishment involves the establishment of SRB1. The network completes RRC connection establishment prior to completing the establishment of the NG connection, i.e. prior to receiving the UE context information from the 5GC. Consequently, AS security is not activated during the initial phase of the RRC connection. During this initial phase of the RRC connection, the network may configure the UE to perform measurement reporting, but the UE only sends the corresponding measurement reports after successful AS security activation. However, the UE only accepts a re-configuration with sync message when AS security has been activated.
Upon receiving the UE context from the 5GC, the RAN activates AS security (both ciphering and integrity protection) using the initial AS security activation procedure. The RRC messages to activate AS security (command and successful response) are integrity protected, while ciphering is started only after completion of the procedure. That is, the response to the message used to activate AS security is not ciphered, while the subsequent messages (e.g. used to establish SRB2 and DRBs) are both integrity protected and ciphered. After having initiated the initial AS security activation procedure, the network may initiate the establishment of SRB2 and DRBs, i.e. the network may do this prior to receiving the confirmation of the initial AS security activation from the UE. In any case, the network will apply both ciphering and integrity protection for the RRC reconfiguration messages used to establish SRB2 and DRBs. The network should release the RRC connection if the initial AS security activation and/ or the radio bearer establishment fails. A configuration with SRB2 without DRB or with DRB without SRB2 is not supported (i.e., SRB2 and at least one DRB must be configured in the same RRC Reconfiguration message, and it is not allowed to release all the DRBs without releasing the RRC Connection). For IAB-MTs, a configuration with SRB2 without BH Channels or with BH channels without SRB2 is not supported. 
The release of the RRC connection normally is initiated by the network. The procedure may be used to re-direct the UE to an NR frequency or an E-UTRA carrier frequency.
The suspension of the RRC connection is initiated by the network. When the RRC connection is suspended, the UE stores the UE Inactive AS context and any configuration received from the network, and transits to RRC_INACTIVE state. If the UE is configured with SCG, the UE releases the SCG configuration upon initiating a RRC Connection Resume procedure. The RRC message to suspend the RRC connection is integrity protected and ciphered.
The resumption of a suspended RRC connection is initiated by upper layers when the UE needs to transit from RRC_INACTIVE state to RRC_CONNECTED state or by RRC layer to perform a RNA update or by RAN paging from NG-RAN. When the RRC connection is resumed, network configures the UE according to the RRC connection resume procedure based on the stored UE Inactive AS context and any RRC configuration received from the network. The RRC connection resume procedure re-activates AS security and re-establishes SRB(s) and DRB(s).
In response to a request to resume the RRC connection, the network may resume the suspended RRC connection and send UE to RRC_CONNECTED, or reject the request to resume and send UE to RRC_INACTIVE (with a wait timer), or directly re-suspend the RRC connection and send UE to RRC_INACTIVE, or directly release the RRC connection and send UE to RRC_IDLE, or instruct the UE to initiate NAS level recovery (in this case the network sends an RRC setup message).

<<unmodified sections omitted>>

[bookmark: _Toc20425698][bookmark: _Toc29321094]5.3.5.1	General


Figure 5.3.5.1-1: RRC reconfiguration, successful


Figure 5.3.5.1-2: RRC reconfiguration, failure
The purpose of this procedure is to modify an RRC connection, e.g. to establish/modify/release RBs, to perform reconfiguration with sync, to setup/modify/release measurements, to add/modify/release SCells and cell groups. As part of the procedure, NAS dedicated information may be transferred from the Network to the UE.
RRC reconfiguration to perform reconfiguration with sync includes, but is not limited to, the following cases:
-	reconfiguration with sync and security key refresh, involving RA to the PCell/PSCell, MAC reset, refresh of security and re-establishment of RLC and PDCP triggered by explicit L2 indicators;
-	reconfiguration with sync but without security key refresh, involving RA to the PCell/PSCell, MAC reset and RLC re-establishment and PDCP data recovery (for AM DRB) triggered by explicit L2 indicators.
In (NG)EN-DC and NR-DC, SRB3 can be used for measurement configuration and reporting, to (re-)configure MAC, RLC, physical layer and RLF timers and constants of the SCG configuration, and to reconfigure PDCP for DRBs associated with the S-KgNB or SRB3, and to reconfigure SDAP for DRBs associated with S-KgNB in NGEN-DC and NR-DC, provided that the (re-)configuration does not require any MN involvement. In (NG)EN-DC and NR-DC, only measConfig, radioBearerConfig and/or secondaryCellGroup are included in RRCReconfiguration received via SRB3.
[bookmark: _Toc20425699][bookmark: _Toc29321095]5.3.5.2	Initiation
The Network may initiate the RRC reconfiguration procedure to a UE in RRC_CONNECTED. The Network applies the procedure as follows:
-	the establishment of RBs (other than SRB1, that is established during RRC connection establishment) is performed only when AS security has been activated;
-	the addition of Secondary Cell Group and SCells is performed only when AS security has been activated;
-	the reconfigurationWithSync is included in secondaryCellGroup only when at least one RLC bearer is setup in SCG;
-	the reconfigurationWithSync is included in masterCellGroup only when AS security has been activated, and SRB2 with at least one DRB for a UE, and with at least one BH channel for IAB-MTs, are setup and not suspended.

<<unmodified sections omitted>>

[bookmark: _Toc20425719][bookmark: _Toc29321115]5.3.5.8	Reconfiguration failure
[bookmark: _Toc20425720][bookmark: _Toc29321116]5.3.5.8.1	Void
[bookmark: _Toc20425721][bookmark: _Toc29321117]5.3.5.8.2	Inability to comply with RRCReconfiguration
The UE shall:
1>	if the UE is in (NG)EN-DC:
2>	if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over SRB3;
3>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	initiate the SCG failure information procedure as specified in subclause 5.7.3 to report SCG reconfiguration error, upon which the connection reconfiguration procedure ends;
2>	else, if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over SRB1;
3>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	initiate the connection re-establishment procedure as specified in TS 36.331 [10], clause 5.3.7, upon which the connection reconfiguration procedure ends.
1>	else if RRCReconfiguration is received via NR (i.e., NR standalone, NE-DC, or NR-DC):
2>	if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over SRB3;
NOTE 0:	This case does not apply in NE-DC.
3>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	initiate the SCG failure information procedure as specified in subclause 5.7.3 to report SCG reconfiguration error, upon which the connection reconfiguration procedure ends;
2>	else if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over the SRB1; 
NOTE 0a:	The compliance also covers the SCG configuration carried within octet strings e.g. field mrdc-SecondaryCellGroupConfig. I.e. the failure behaviour defined also applies in case the UE cannot comply with the embedded SCG configuration or with the combination of (parts of) the MCG and SCG configurations.
3>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	if AS security has not been activated:
4>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'other'
3>	else if AS security has been activated but SRB2 and at least one DRB for UEs, and with at least one BH channel for IAB-MTs, have not been setup:
4>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure';
3>	else:
4>	initiate the connection re-establishment procedure as specified in 5.3.7, upon which the reconfiguration procedure ends;
1>	else if RRCReconfiguration is received via other RAT (Handover to NR failure):
2>	if the UE is unable to comply with any part of the configuration included in the RRCReconfiguration message:
3>	perform the actions defined for this failure case as defined in the specifications applicable for the other RAT.
NOTE 1:	The UE may apply above failure handling also in case the RRCReconfiguration message causes a protocol error for which the generic error handling as defined in clause 10 specifies that the UE shall ignore the message.
NOTE 2:	If the UE is unable to comply with part of the configuration, it does not apply any part of the configuration, i.e. there is no partial success/failure.

<<unmodified sections omitted>>

[bookmark: _Toc20425730][bookmark: _Toc29321126]5.3.7	RRC connection re-establishment
[bookmark: _Toc20425731][bookmark: _Toc29321127]5.3.7.1	General

	
Figure 5.3.7.1-1: RRC connection re-establishment, successful
	


Figure 5.3.7.1-2: RRC re-establishment, fallback to RRC establishment, successful
The purpose of this procedure is to re-establish the RRC connection. A UE in RRC_CONNECTED, for which AS security has been activated with SRB2 and at least one DRB setup for a UE, and with at least one BH channel for IAB-MTs, may initiate the procedure in order to continue the RRC connection. The connection re-establishment succeeds if the network is able to find and verify a valid UE context or, if the UE context cannot be retrieved, and the network responds with an RRCSetup according to clause 5.3.3.4.
The network applies the procedure e.g as follows:
-	When AS security has been activated and the network retrieves or verifies the UE context:
-	to re-activate AS security without changing algorithms;
-	to re-establish and resume the SRB1;
-	When UE is re-establishing an RRC connection, and the network is not able to retrieve or verify the UE context:
-	to discard the stored AS Context and release all RBs;
-	to fallback to establish a new RRC connection.
[bookmark: _MON_1267947476][bookmark: _MON_1289914521][bookmark: _MON_1267947623][bookmark: _MON_1289914522]If AS security has not been activated, the UE shall not initiate the procedure but instead moves to RRC_IDLE directly, with release cause 'other'. If AS security has been activated, but SRB2 and at least one DRB for a UE, and with at least one BH channel for IAB-MTs, are not setup, the UE does not initiate the procedure but instead moves to RRC_IDLE directly, with release cause 'RRC connection failure'.

[bookmark: _Toc20425739][bookmark: _Toc29321135]5.3.8	RRC connection release
[bookmark: _Toc20425740][bookmark: _Toc29321136]5.3.8.1	General


Figure 5.3.8.1-1: RRC connection release, successful
The purpose of this procedure is:
-	to release the RRC connection, which includes the release of the established radio bearers as well as all radio resources; or
-	to suspend the RRC connection only if SRB2 and at least one DRB for a UE, and with at least one BH channel for IAB-MTs, are setup, which includes the suspension of the established radio bearers.
[bookmark: _1267948855][bookmark: _1289914524][bookmark: _1582530302][bookmark: _1582606777][bookmark: _Toc20425741][bookmark: _Toc29321137]5.3.8.2	Initiation
The network initiates the RRC connection release procedure to transit a UE in RRC_CONNECTED to RRC_IDLE; or to transit a UE in RRC_CONNECTED to RRC_INACTIVE only if SRB2 and at least one DRB for a UE, and with at least one BH channel for IAB-MTs, is setup in RRC_CONNECTED; or to transit a UE in RRC_INACTIVE back to RRC_INACTIVE when the UE tries to resume; or to transit a UE in RRC_INACTIVE to RRC_IDLE when the UE tries to resume. The procedure can also be used to release and redirect a UE to another frequency.

<<unmodified sections omitted>>

[bookmark: _Toc20425751][bookmark: _Toc29321147]5.3.10.3	Detection of radio link failure
The UE shall:
1>	upon T310 expiry in PCell; or
1>	upon random access problem indication from MCG MAC while neither T300, T301, T304, T311 nor T319 are running; or
1>	upon indication from MCG RLC that the maximum number of retransmissions has been reached:
2>	if the indication is from MCG RLC and CA duplication is configured and activated, and for the corresponding logical channel allowedServingCells only includes SCell(s):
3>	initiate the failure information procedure as specified in 5.7.5 to report RLC failure.
2>	else:
3>	consider radio link failure to be detected for the MCG i.e. RLF;
3>	if AS security has not been activated:
4>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'other';-
3>	else if AS security has been activated but SRB2 and at least one DRB for a UE, and with at least one BH channel for IAB-MTs, have not been setup:
4>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure';
3>	else:
4>	initiate the connection re-establishment procedure as specified in 5.3.7.
The UE shall:
1>	upon T310 expiry in PSCell; or
1>	upon random access problem indication from SCG MAC; or
1>	upon indication from SCG RLC that the maximum number of retransmissions has been reached:
2>	if the indication is from SCG RLC and CA duplication is configured and activated; and for the corresponding logical channel allowedServingCells only includes SCell(s):
3>	initiate the failure information procedure as specified in 5.7.5 to report RLC failure.
2>	else:
3>	consider radio link failure to be detected for the SCG, i.e. SCG RLF;
3>	initiate the SCG failure information procedure as specified in 5.7.3 to report SCG radio link failure.

<<unmodified sections omitted>>

[bookmark: _Toc20425782][bookmark: _Toc29321178]5.4.3	Mobility from NR
[bookmark: _Toc20425783][bookmark: _Toc29321179]5.4.3.1	General


Figure 5.4.3.1-1: Mobility from NR, successful


Figure 5.4.3.1-2: Mobility from NR, failure
The purpose of this procedure is to move a UE in RRC_CONNECTED to a cell using other RAT, e.g. E-UTRA. The mobility from NR procedure covers the following type of mobility:
-	handover, i.e. the MobilityFromNRCommand message includes radio resources that have been allocated for the UE in the target cell;
[bookmark: _Toc20425784][bookmark: _Toc29321180]5.4.3.2	Initiation
The network initiates the mobility from NR procedure to a UE in RRC_CONNECTED, possibly in response to a MeasurementReport message, by sending a MobilityFromNRCommand message. The network applies the procedure as follows:
-	the procedure is initiated only when AS security has been activated, and SRB2 with at least one DRB for a UE, and with at least one BH channel for IAB-MTs, are setup and not suspended.
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